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1 Important Safeguards and Warnings

Electrical safety

«+ All installation and operation should conform to your local electrical safety codes. We assume no liability or
responsibility for any fires or electrical shock caused by improper handling or installation.

Transportation security
+» Heavy stress, violent vibration or water splash should be avoided during transportation, storage and installation.
Installation

«+ Keep upright. Handle with care.
+¢+ Do not apply power to the NVR before completing installation.
+¢+ Do not place objects on top of the NVR

Qualified engineers needed

+» All examination and repair work should be done by qualified service engineers.
¢ We are not liable for any problems caused by unauthorized modifications or attempted repair.

Environment

+«+ The NVR should be installed in a cool, dry place away from direct sunlight and inflammable or explosive
substances, etc.
«¢ This product should be transported, stored and operated in the specified environments.

Accessories

+» Be sure to use all the accessories available in the package.
+» Before installation, please open the package and check all the components are included.
+» Contact your local retailer if something is broken or missing in your package.

Lithium battery

«¢ Improper battery use may result in fire, explosion, or personal injury.
¢ When replacing the battery, please make sure you use the same model.
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2 Declaration

+¢ Please prevail in kind. The manual is for reference only.
+¢+ This manual may contain inaccurate data or printing error.
+¢+ The products described in this manual may be updated at any time.

+¢ Screenshots of the manual is not in a machine and only for display.

«¢ If in doubt, obtaining a copy of the latest procedure or the additional document, please contact with the company's

after-sales department.
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3 Product Introduction

3.1Product Overview

This series NVR is a high performance network video recorder, combined with H.264 video compression, high-
capacity hard disk storage, TCP/ IP transmission, embedded Linux operating system and a variety of other advanced
technologies in the electronic information industry, all those ensure that a high-quality, low bit rate video storage
characteristics, and good system stability.

This product complies with GB 20815-2006 standard video security surveillance digital video recording
promulgated by the State. At the same time, the product supports the ONVIF protocol” base on’ ONVIF ™ Core
Specification’ Version 2.2” and is compatible with the network cameras which supports ONVIF protocol.

Some of the products can enable the switching between the NVR mode and Hybrid mode “Hybrid mode supports
both analog cameras and network cameras, NVR mode only supports network cameras”. This series product support
local preview, multiple-window display, recorded file local storage, remote control and mouse shortcut menu
operation, and remote management and control function. Recording, playback, monitoring, synchronization of audio

and video. Besides, the products support advanced control technology and strong network data transmission capacity.

3.2Feature

Real-time monitoring

Have a composite video signal interface and support TV, VGA or HDMI output simultaneously.

Compression function

Use H.264 video compression standard and G.711 audio compression standard and have high definition, low code
rate of the video coding and the storage.

Recording function

Support timing, linkage alarm, motion detection, SATA hard and local hard disk, NVR data backup and network

backup.

Video playback function
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Achieve searching videos by a variety of conditions, playback in local and network. Support multiple videos
playback, fast playing, slow playing and frame-by-frame playback. Video playback can display the exact time of
the incident. Provide time-line retrieving page for quick searching.

Camera control and alarm

Be controlled by the remote camera and equip many alarm input interfaces. Be connected to various types of alarm
devices. Dynamic detection, video loss, video block, multiple alarm output and scene lighting control can be realized.
Communication Interface

Equip USB 2.0 high-speed interface or ESATA interface and allow many backup devices. Equip standard Ethernet
interface. Plug and play in a variety of network conditions,

Network functions

Support TCP / IP, UDP, RTP / RTSP, DHCP, PPPOE, DDNS, NTP P2P etc. Support real-time network monitoring,
video playback, control and management functions; built-in WEB Server, you can directly access through a browser.
Operation Mode

Support various shortcut menu operation modes, on the front panel, remote control, mouse, etc.; Support simple
and intuitive GUI.

Intelligent analysis

Support One or Two channel Intelligent Video Analysis,, such as Face detection and perimeter analysis, Intelligent
linkage pictures storage, videos, external alarm

Intelligent Search

Data can be retrieved through the intelligent analysis of data. Such as face detection data to achieve through face

image search, or by perimeter realization event video analysis data retrieval.

4 Read First

4.1 Front Panel

Bk 11021 1[40 (51 8]5] (8)(8) il i i o
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Name Function

‘ l

r BEE.HEE. 58 BHER— 2

REC  (3)(2)(3)[@)(8) (@) (7) (5] (8] 10 o9 i) s s o) 3
4
1 2 3 4
LCD 1.Display the IP address and current
time; .
] 1. Display HDD . .
2.Display the external alarm channel 1. Cycling display the
Network | status and numbers. .
and show error code of the NVR . recording status
Connecti | 2. “E” and flash L
“Exx” (Distinguish by
. onstatus | label refer HDD
3.display the remote address; “REC” and “MOVE”).
error.
4.display internal temperature of the
chassis
IR It is to receive the signal from the remote control.
Esc Go to previous menu, or cancel current operation

1. Shift current activated control.

1. Increase/decrease numeral.

iracti Up/Down
Direction | “P 2. Assistant function such as PTZ menu.

1. Assistant function such as PTZ menu.

Left/Right .
2. When playback, click these buttons to control playback bar

1. Confirm current operation.
Enter 2. Go to default button.
3. Go to menu.

One-window monitor mode, click this button to display assistant function: PTZ control and image
color.

Simultaneously press the Fn key and the direction key to complete the settings with the dynamic
monitoring area.

Fn Backspace function: in numeral control or text control, press it for 1.5seconds to delete the previous
character before the cursor. In text mode, click it to switch between numeral, English
character(small/capitalized) and etc.

Playback mode, click this button to switch full-screen window.

Realize other special functions.

USB To connect USB storage device, USB mouse and etc.

Power | Power button, press this button for three seconds to boot up or shut down NVR.
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4.2 Rear Panel

DC4gv
=G

VIDEQOOUT  AUDIO IN

5|8 [7[8]|d|vo2cafnos csmes

1]2fs]e|[duore]dfale

7

e T

9 8 2 3 6 1 > 4 7
NV-2008-E NVR rear panel
No Name Instructions
Audio/Video . o
1 out The output interfaces of the audio signal and CVBS
u
Self-adaptive Ethernet port. Connect to the network cable. USB ports, connect to the
2 Ethernet Port .
mouse and U-disk.
VGA video output port. Output analog video signal. It can connect to the monitor to view
3 VGA Port .
analog video.
4 Power Input 12V DC power
Alarm In/Out ports.
5 The Terminals | RS-485 communication port. You can connect to the control devices such as speed dome
PTZ.
6 HDMI Port High definition audio and video signal output port. It transmits uncompressed high
or
definition video and multiple-channel data to the HDMI port of the display device.
Power Switch | The power switch.
POE Ports Built-in Switch. Support POE.
POE Power 48V DC power.

4.3Remote Control

The remote control interface is shown as below:
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Multiple—

window Switch

Loop Pause

Record

Mult Add
Remote
Address
- ABC DEF
GHI JKL MNO
<::> <::> <::> Number Key
PORS TUV WXYZ
<if> <::> Digital
A =8 — _
\\ /} switch

Record

Confirm/Menu
Key

d
!

=
(=]
-+
[¢]
&
~
=
(¢}
=
[y

-
=]

Esc

—_—

Auxiliary Key

0

Cancel

|
I
|

Direction Keys

Previous record/ T X
Iris- { ] [] ———| Forward 5sec
Next ¢ . K
record/Tris+ %::] [:] [:] | Reverse bsec
K el >
Slow Play ] ﬁ [ ¥ Forward
/
|
Play/Pause
Name Icon Function
Multiple-Window . . . .
. Mult Switch between multiple-window and one-window.
Switch
Remote Address Add Click it to input device number, so that you can control it.
L.input numbers (in number mode)
Number Key 0~9 2.input English character (in English mode)
3.switch channel Cone-window mode)
Loop Pause ﬁ Pause the loop state.
Enter a digital larger than 10, press two-digit number:
. . 1. Press the tens digit;
Digital Switch -/-- L. .
2. Press digital switch button;
3. Press ones digit.
1. Start or stop record manually.
Record Record ] ) . .
2. In PTZ interface, click this button system can go to the Preset interface.
1. One-window monitor mode, click this button to display assistant
Auxiliary Key Fn function: PTZ control and image color;
2. Detection areas setting(like in motion detection setup), working with Fn

9
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and direction keys to realize setup;

3. In text mode, click it to delete the character before the caret(if there is
no shift on the front panel, it can switch input methods), press this button
for 1.5sec to clear all of the characters;

4. In playback mode, switch the full screen;

5. Realize other special functions.

Confirm/Menu Key

Menu/Menu

1. Confirm current operation;
2. Go to OK button;
3. Go to menu.

ESC

ESC

Go to previous menu, or cancel current operation.

Direction Key

1.Assistant function such as PTZ menu;

2.In monitor mode, switch between multiple-window and one-window;
3. Activate the digital input box increase or decrease the number;
4.Active pull-down menu to switch the drop-down box options;

5. Activate checkbox to change status;

6. Activate the text input box and step down carry and abdication;

7. Activate the control box to move the slider;

8. Activate display window to select the previous channel, next channel.

P

1. Shift current activated control, and then move left and right;
2. In monitor mode, switch channel;
3. Assistant function such as PTZ menu.

1.In playback mode, playback the previous video;

Previous record/Iris- i _
2. In PTZ mode, Iris-.
1.In playback mode, playback the next video;
Next record/Iris+ ! i . Pl
2. In PTZ mode, Iris+.
Forward 5sec PP In playback mode, forward 5sec.
Reverse 5sec K In playback mode, reverse 5sec.
Slow Play ] Multiple slow play speeds or normal playback.
Forward Db Various forward speeds and normal speed playback.
Stop [ In normal playback click this button to stop playback.
1. Go to SEARCH interface;
2. In PTZ channel: ZOOM+;
Play/Pause ]

3. In normal playback click this button to pause playback;
4. In pause mode, click this button to resume playback.

The procedures of controlling multiple NVR by remote control:

The NVR ID default is 8. It’s no need to reset it when control one single NVR by the remote control. If you need to
control multiple NVR, do as below:

First activate the remote control: choose controlled NVR, starts successfully, aim the remote control to control the
hard disk video recorder, press the "Add" button, input device 1D) between (1-999), then press ENTER to determine

can control the corresponding number of hard disk video recorder.

10
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4.4The Mouse

In addition to front panel keys and remote control menu, the user can use at control. Insert the mouse interface into

the USB interface.

Left Click

Left click to enter the right menu or the main interface.

Left click to access the menu option.

Perform the operations instructions of the control.

Change the state of the checkbox or dynamic detection blocks.

Pop up a drop-down list when left click.

In the state of PTZ 3D control, left drag the area to achieve regional enlarging or reducing.See details zoom effect

4.1.2 PTZ control section introduction.

Double Click

Double click to play video.

Double click to make the screen full or exit.

Right Click

Right click to pop up the right menu in the real-time monitoring screen.
Exit the current interface without saving.

Turning Wheel

Turn the mouse wheel to change the value in the digital box.

Switch the option of the combination box.

Scroll back and forth to achieve the zoom function of channels and PTZ 3D.

Mouse Move

Select controls of the current coordinates to move.
Mouse Drag

Select area to detect.

Select area to shelter.

Select zooming function of PTZ control.

11
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4.5The Input Method

Capitalization and the input of Chinese. Click the mouse to complete the input.”« “represents the backspace and

T3N3

~ “represents a space.

In the input box, you can select figures, symbols, English The input interface of English:

figures:

The input interface of Chinese:

4.61lcon

4.6.1 The Screen Icons

® : The channel is recording.

? : The video of the channel is lost.

-ji : Motion detection occurs.

i : The channel is in monitoring and locked status.

i
: Adjust the level of the local audio output.

: Allow screens to round of the Tour.

12
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4.6.2 Operation Icons

n: The drop - down button

OK

Cancel : Cancel the settings.

Leave the interface.

SeleCt : Set parameters.

Save |

Save parameters.

DefaUIt : Restore the factory settings.

: Apply current settings to the system.

Ii
o
B

COpy : Copy current settings to other channels.

Set

Enter the configuration interface.

Process |

Select and configure the processing operation triggered by video detection or alarm.

5 Installation

5.1Unpacking Inspection

When you receive the product, check according to the packing list in the box.

5.2HDD Installation

Installation Preparation

Prepare a Cross Screwdriver.

A Note: HDD quantity by each model’s specifications shall be final, HDD capacity up to 64 TB.

13
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Steps

Remove the metal top cover by removing two screws from the sides of the cover.

Place the hard disks on a flat table and tighten the screws.

Connect the power and the data lines to the HDD.

Reinstall the metal top cover and tighten the screws.

Caution

Only use the HDD specified by the manufacturer.

The HDD will be formatted automatically during booting and it may cause data loss.

The total duration of video data saved is decided by the HDD’s capability and the NVR’s parameters (recording

setup, encoding setup). Please refer to the form in chapter 11.5.

5.3Installation of the burner

Installation Preparation

Prepare a Cross Screwdriver.

Steps

Unscrew the screw on the side of the chassis and open the case cover.
Use a screwdriver to remove the bracket fixed in middle of the disk.
Open the front panel door and remove the baffle inside.

Connect the burner data cable and the power cord.

Fix the chassis cover.

Caution

The installation of the built-in burner is only for specific NVR and affects disk space for installation and interfaces.

5.4Alarm/PTZ/Control Keyboard Interface

Alarm/PTZ/Control Keyboard Interface

14
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N
[SN
N

214 (6|8 |—%—|—d—

TR
Rl L)

No Name Instructions
Connect the positive end (+) of the alarm input device to the
1 Alarm Input .
alarm input port (ALARM IN 1~16)
5 GND Connect the negative end (-) of the alarm input device to the
ground

3 Alarm Output Connect the alarm device

485 communication port. They are used to control devices such
4 RS-485 as PTZ. Please parallel connect 120TQ between A/B cables if

there are too many PTZ decoders

c ®  Different models support different alarm input ports. Please refer to the specifications sheet for detailed information.

®  Slight difference may be found on the alarm port layout.

Examples of alarm input connections

The alarm input is the switch quantity input. If the alarm input signal is not switch quantity signal but voltage signal,

refer to the following connection:

Alarm —
Input o y
Devices NVR
(Power ,' oy Alarm
Output) Switch
Slgnal

Examples of alarm output connections

When the alarm output connect with DC and AC load, please refer to the connection.

15
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NVR

Switch
Signal
Output

G

-

OuT

See details 7.2.5.

The Connection of the P/T/Z

DC

Loading

1 DC

NVR

Switch
Signal
Output

G

OuT

Loading

AC

5

AeT9y

The A, B interface of the PTZ decoder connect with A and B interfaces of the NVR’s RS-485. 120Q resistors should

be paralleled in the remote A, B lines to reduce the distortion of the signal if a larger number of PTZs are connected.

See details 7.2.4.

Keyboard

The A, B interface of the Keyboard connect with A and B interfaces of the NVR’s RS-485 . [ MAIN MENU] —

[ CONFIGURATION] — [P/T/Z) , Protocol choose KEYBORAD. See below.

Protocol
Address
Baudrate
Data Bits
Stop Bits
Parity

NWE. control

KEYBORD

9600

8
1

None

Frequency

L]

Copy

Default OK

16
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5.5POE Connection

==
f\'

%
1.

PoE Connection

Power Adaptor

| \-u—

|
L
p°
Outputto TV
or Monitor
(We recommend you
keep your cables
coiled whilst you test
your system)
" fn‘;““:::ot::e PoE Connection
Us
[l USB socket to NVR
This connects
your camera to
the NVR
NVR Power
NVR

®  Non-safe voltage 48V, please pay attention to electrical safety. Supply the NVR with the 12V DC power.

A ® [P Camera should support the POE.
°

The theoretical distance of POE power supply should below 100 meters.

17
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6 Basic Operations Guide

6.1Power On and Off

6.1.1 Power On

Install the NVR correctly (as above) and then connect the power. The NVR LED should light up and the NVR will
boot automatically.

The NVR will then automatically detect any connected hardware (cameras, monitors, etc.), this process should last
about 30 Seconds. When this process has been completed the NVR will enter the multi-screen real-time surveillance
mode.

If your hard drive is not properly connected, the following message will appear on your screen.

Message

No available HDD for Recording!

If your hard drive is properly connected NVR start-up time is within the video recording setting time, the system

will automatically start the recording function.

Mgdmar €01

camare03 camare04

18
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The real-time view

A Note: Please do not use any type of power supply which is different from the power supply included in this kit.

6.1.2 Power off (Shutdown)

Right mouse click — [Main Menu] — [ Shutdown]

o ® @

MEMU LOGOUT SHUTDOWMN RESTART SYSTEM

A Note: Only change or attempt to reconnect the hard disk drive after shutting down the NVR.
6.1.3 Restart

Right mouse click — [Main Menu] — [Shutdown] — [Restart system]

6.1.4 Power recovery

Reboot after an outage or forceful shutdown, NVR will save the record before outage and return to the normal

operation mode.

6.2 Start-up wizard

Quickly configuration, including P2P account & password setting, network configuration and intelligent mode
selection.

Help Information

19
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Startup Wizard
STEP 1 HELP STEP 2 NET SET STEP 3 INTELLIGENCE

WWW VVSSWEB.NET Android VSS APP Iphone V35S APP

More help please visitwww.vssweb.net

er———— @ ———

P2P ID Password 123486

[+/] Runin next boot-up Next Step

[ QR code] From left to right :Web access address, Android APP address, iphone APP address.
[ Network Connection Status] The current network status.
[P2P] P2P account & password setting.
[ Start-up wizard] Tick Start-up wizard Enable.
Network configuration

Startup Wizard
STEP 1 HELP STEP 2 NET SET STEP 3 INTELLIGENCE

SliSi P2P Account Info
IP Address

Subnet Mask
Gateway
DNS1

DNS2

&7

P2P ID Password 123456

[/] Runin next boot-up Previous Next Step
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[DHCP] Tick DHCP Enable.

[ 1P address] Enter the number or press up & down button ( A'V¥) to change the IP address and [ Subnet Mask]
and [Gateway] .

[ First DNS Server] DNS server IP.

[ Alternate DNS Server] DNS alternate IP.

[ QR code] Scan it and shows P2P account, login with mobile APP.
Intelligent mode selection

Startup Wizard
STEP 1 HELP STEP 2 NET SET  STEP 3 INTELLIGENCE

Intelligent Type 1 2 3 4 5§ 6 7 8 9101112131415 16

Co00000COPOCOOOOOY
@O00000000000C000O0
CQO0000000O00O0O0O0O000O0

[ Intelligent mode selection] Intelligent mode selection.

6.3 Add Device

If the device supports IPC, should be added to IPC first. We offer three ways to add. And support many different

protocols.

6.3.1 Adding Menu

There are three ways to login [NET channel Management]

1. Living preview, click the left mouse button + and login [NET channel Management]

2. Living preview, click the button belom [ NET channel Management]

3. [Main Menu] — [Configuration] — [NET channel Management] .
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NET CHANNEL

The equipment has been added.

[ ] Chn IP/DoMain Protocol Status Delete Edit Front Set
[ 101 10.12.4.145 ONVIF

BatchDelete Manually Add = open upnp Status

Network equipment online.

[ 11D IP/DoMain Protocol Port WebPort Device Type Add Network Set
[101 10.124.21 ONVIF 80 N\VT-Dahua

[ 102 10.12.4.145 ONVIF 80 NVT-zenointel

[ 103 10.12.4.162 ONVIF 80 NVT-Private

[ 104 10.12.4.165 ONVIF 80 NVT-DS-2CD413:

[105 10.12.4.187 ONVIF 80 NVT-ZN-IC218Sk

[106 [fe80::4619:b6ff:i ONVIF 80 NVT-DS-2CD413:

Filter ONVIF Search PING BatchAdd

*Right there on the channel shortcut configuration®

We provide three ways to add device, automatically, searching and manually add the device.

6.3.2 Automatically added

No configuration, the device is automatically added.

[ Main Menu] — [ Configuration] — [NET channel Management] — [ Open UPNP]

A Note: The device should support UPNP and should be in the same LAN.
6.3.3 Searching to Add Device

Search all the IPC can be added via internet and then choose to add. To do the following.

Enter [NET channel Management]

Click [Filter] to choose protocol

Click [Search]

Click+ to add device or Right click [ Add to] choose the channel you want or tick the devices you want to add, then

click [Batch Add] .
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6.3.4 Add Device Manually

Enter Channel Set menu.

Channel Set

Channels 1-NET

Protocol Type ONVIF

IP/DoMain 10.12.4.145

Port 80
TransporProtocol

UserMNarne admin

Password (11111

Remote Detect Detect Detect OKI!

Remote Channel 1

Copy Cancel App.

[Channels]Choose one channel.

[Protocol]Choose protocol supported by the device.

[IP/ Domain Name] Input front device IP address or domain name.

[Port]Input front device TCP port.

[Username] Input front device username.

[Password] Input front device password.

[Remote Detect]After completing the above settings, click detect button to check connection status.

[Remote Channel]When the front device includes multiple channels, choose one channel for it.

Click “App” button to finish.

6.3.5 Modify channel configuration

Enter Net channel Management menu.
Click “Edit” button of device.

Click “OK” button to finish.
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6.3.6 Configure Front Device

Basic configuration, encoding configuration, snapshot, network and motion detection of front device can be set in
NVR.

Enter Net Channel Management menu.

Click “Front Set” button of device.

BASIC

Front Set

BASIC Encoding Shapshot NetWork Detection

Channels Choose 1-NET

Channel Name

IPC Current Time 2015 -03-05 13:28: 55
Time Zone

Time Synchronization [/

oK Cancel App.

[Channel Choose]Choose a channel.

[Channel Name]Modify current channel name.
[IPC Current Time]Set IPC tine.

[Time Zone]Set time zone.

[Time Sync]Enable IPC time sync with NVR.

Encoding
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Front Set

BASIC Encoding Shapshot NetWork Detection

Channels Choose 1-NET

Compression
Code Level

Resolution

Frame Rate(FPS)
Bit Rate Control

Quality
| frame interval
Bit Rate{Kb/S)

Main Stream
H.264

EP

1080P

30

CBR

60
4096

[Channels Choose] Choose one channel.

[Code Level] H.264

[Resolution] choose main resolution and sub resolution.

[Frame Rate] 1~25FPS/PAL,1~30FPS/NTSC

Minor Stream1
H.264

EP

D1

30

[Bit Rate Control] Choose CBR or VBR. When choose CBR, bit rate can be set. When choose VBR, image quality

can be set.

[I frame interval] Set interval of adjacent frames. Max is 150.

[Bit Rate] Choose 1280,1536,1792,2048,3072,4096,5120,6144,7168,8192 or set by yourself.

Snapshot

Refer to 7.2.1 about more details.

Network
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Front Set

BASIC Encoding Shapshot NetWork Detection

Channels Choose 1-NET

Get the address succe:
IP Address 10 . 12 . 4 . 145

Subnet Mask 255 . 255 . 255
Gateway 10 .12 . 4
First DNS Server 8 . 8
Alternate DNS Server 8 . 8
MAC/Serial

[Channels Choose] Choose one channel.

[IP Address][Subnet Mask][Gateway] Set IP address, subnet mark and gateway for the device.

[First DNS Server] Set DNS server IP address.
[Alternate DNS Server] Set standby DNS server IP address.
[MAC/Serial] Show MAC address of front device.

Detection

Front Set

BASIC Encoding Shapshot NetWork ' Detection

Channels Choose 1-NET
Enable

Sensitivity Low
Set Area Setting

Refresh OK
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[Channels Choose] Choose one channel.
[Enable] Enable motion detect alarm or not.
[Sensitivity] Set sensitivity level for motion detection.

[Set Area] Set area for motion detection.22*18 area can be set.

A :Make sure that protocol for front device supports motion detect function.All settings are for front device.

6.3.7 Delete Front Device

Enter Net Channel Management menu.

Click delete button or right click “device delete” to delete one device. Checkmark several device and click “Batch

Delete” to finish delete.

6.3.8 Others

Right click in added device.

ShontCut PING
Automatic Detection
Device Edit

Device Delete
Front Set
Channel exchange »

[PING] Check network status of the current channel.

[Automatic Detection] Check connection status of the current channel.

[Device Edit] Refer to 6.3.3 about more details.
[Device Delete] Delete device.

[Front Set] Refer to 6.3.4 about more details.
[Channel exchange] Exchange position of channels.

Right click device that hasn’t be add.

Add To >
ShontCut PING

Network Set
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[Add To] Add device.

[PING] Check network status of the current channel.

[Network Set] Refer to 6.3.3 about more details.

6.4Log in/Log out

Login

Right click to log in menu. Enter username and password.

User Name

Password

Default users

System Login

admin

User Type Name Default Password
Administrator admin 123456
User user 123456
Hidden default

A: If input incorrect password three times, device will sound. If input incorrect password five times, account

will be locked. For security purposes, please change the default password and the user name.

Log out

1. When over the standby time, log out automatically.

2. Enter [Main Menu]-[Shutdown]-[Log out]

6.5Preview

6.5.1 Live Preview

In live monitoring, there are date, time, channel name, recording status and alarm status.
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Control screen switching by front panel, remote controller and mouse.
When alarm occurs, it will show message like external alarm, video loss, video blind, motion detect, network status

and IP address conflict.

Alarm Status

Aamin [ 1][2](s])(4](s](6 (7 ](2])(¢](10][11][12]
[13][14](15](16](17){18][ 19 20][21](22] 23] 4]

video Lost [ 1 | E] ) DD D B
BRE0m

Mask (123 )+)(s](e)(z (&) JroJlar](i2]
[13](14)(15](16]

Moton ([ 2](3 ][4 ](s |6 J[7](2](e](r0][11][22]
[13][14] 18] 16]

Network |:| |:|

IP Coniflict |:| D
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Quick Operation

Switch single or multiple
screens

Double left click in screen to single channel and Double left click to return

Adjust channel order

Drag the channel to the wanted position

Add device

Click [+] in one channel to enter add menu. Please refer to 6.3.2 about more
details.

6.5.2 Right Click Menu

Enter real-time monitoring and right click menu.

Screen Division

Main Menu

View 1
View 4
View 9
View 16

PiT/Z
Color Setting

Search
Record

ChannelSon Reset

Choose single screen, four screens, nine screens or sixteen screens to view.

PTZ Control

Configure PTZ. Please refer to 7.2.4 and 6.3 about more details for analog camera and IP camera.

After finish configuration, click “PTZ Control” in corresponding channel to control PTZ.
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PTIZ

Zoom @ No 0

Focus @ Preset

Iris @ Tour

Pattern

B

Direction, steps, zoom, focusing, iris, preset points, cruising between points, patrols, sweeping the boundary, calling
an auxiliary switch, light switch, horizontal rotation of PTZ can be controlled.

<SIT> means quick location button. Make sure that the protocol supports this function. After enter the page, click
a point in screen. PTZ will turn to the point and move the point to center of screen. Besides, It also supports 4 to 16
times zooming when drag mouse in the quick location page.

The [Step] is mainly used to control directions. The figure can be set from 1 to 8.

Click & or B to adjust zooming, sharpness and brightness.

PTZ can control eight directions. But front panel only can control up, down, right, and left.
[Present]Enter present figure in box and click “Present” button to call present function.
[Tour]Enter cruise figure in box and click “Cruise” button to call cruise between points function.
[Pattern]Enter patrol figure in box and click “Patrol” button to call patrol function.

A -gray button means don't support the function.

Configure [Present]

Present is for recording the next position, which is marked by a figure. Call the figure to enable present function.

Preset
Preset

Add Preset Delete Preset
Tour

Pattern

Preset
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Configure [Tour]

Tour includes several present points and is marked by a figure. When call the figure, present point will run one by
one.

P/T/Z

® Zoom @® No : Path Preset 0

p @& Focus @ Speed Time 5

Iris @ Delete Tour
Add Preset Delete Preset

Cruising

Configure [Pattern]

Pattern is consisted of PTZ rotation path and is marked by a figure. Call the figure to enable patrol function.

PIT/Z

Zoom @ No 0
Focus @ Preset
Iis @& Tour

Pattern

Pattern

Color Setting

Adjust the specified screen (single screen) image color hue, brightness, contrast, saturation, gain and white-level
parameters set two time periods according to the local environment difference between day and night for each
adjustment period set, the device will automatically switch to the best video quality.

Color Setting
Period [/] 00:00-24:00 [ ]00:00-24:00
Hue
Brightness

Contrast

Saturation

Sharpness

oK Cancel

[ Period] Two periods can be set according to ambient light during the day and night, device will automatically
switch configuration time. Need to select the Enable box.
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[Hue] Adjust according to image color cast

[Brightness] Visual image brightness, according to the environment, reduces or increases the brightness
of the image brightness to make the image relatively clear.

[ Contrast] Adjust image of black and white in proportion, the greater ratio, the brighter image.

[ Saturation] Image color purity, the greater value, the more colorful images.

A Note: Different mode different function
The Video Inquiry

Refer to 6.5 Search

Manual Record

In real-time monitoring screen, right click and select [record] to enter the interface.

Manual Record

RecordMode Al 1 2 3 4 5 6 7 8 91011121314 1516
Schedule Oo0OOOOOOOOOOOOOO
Manual O Q00000 QO0O00O0O00O0O00OO0

Stop O 00000000000 0O0O0O0O0

[ Manual] It has the highest priority and corresponding channels will record for whole days after chosen.

[ Schedule] Record according to recoding configuration.

[ Stop] Stop recording.
To change a channel state of the video, at first check the video channel state is in selected or not, then use the mouse
to click, oruse [ <€) and [P ] to find the channel anduse [ AJ and ['¥] to switch the video channel state.

A Note: Select all channel and enable can change the video state of all channels at the same time.

Reset the channel order

Click to reset the default channel order.

6.5.3 Task Bar

Enter from the main menu and provide some quick operation.

O H BHEeEE E G S0 G 2015-03-05 14:16:20

The Screen Switching

To implement screen switch function

(] BH B B

Above single, four, nine and sixteen channel.
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PTZ control

O

Brings up the PTZ control Menu

Refer to 6.4.2 PTZ control of the right-click menu.

Record Search

pa

&

Refer to 6.5 Search

Manual Record

AR

Click to select the Searching interface

Click to select manual record interface

Refer to 6.4.2 Manual record of the right-click menu.

NET Channel Management

Click to enter Net channel interface
Refer to 6.3

Alarm Status

Check the recent alarm status, click to show the following alarm message

Video Lost
13)

Motion .

Network |:| |:|
IP Conflict |:| |:|

Alarm output

Alarm output menu

Alarm Status

Aarmin - [1](2](3](4](s])(6])(7](2](s][10][1][x2]
[13][14]15)(16]{17][1¢][19][20][21)[22][23][ 4]
doounooooe

16}
I@@@II@IEB

@g@@ll@lll
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Refer to 7.2.5 Alarm output of Alarm menu

Intelligent window switch

When the system is face/perimeter analysis status, click to close the intelligent window in the right side of real-time
monitoring screen and click again to open it.

Conceal function

Color setting
Refer to 6.4.2 Color setting of the right-click menu.

Reset the channel order
Click to reset the default channel order.

ﬁTaskbar Configuration

TaskBar Mode Resident Bottol

TaskBar Config

OK Cancel App.

[ Task Bar Mode] Choice of Resident or Automatically, Choice of Bottom and TOP.

6.6Search

6.6.1 Search

In real-time monitoring screen, right click and select [search] to enter the searching interface.
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11

12

x
14:35:55|

SelectAll

AllType MNormal &0 Alarm
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Record Search interface description:

Index Type Description
1 Choose the date Select the time and date to search records.
Select channels Choose the channels for querying.
List Display the list of recording files.
It can achieve a full screen, circle playback, stopping /
4 Playback controls playing, pausing, fast playing, slow playing and the
previous/next frame on a suspended state.
L Achieve the playback of each channel’s record is of
5 Synchronization L . . .
synchronization in time and of consistency in operations.
. Choose searched recording mode, including All type,
6 Recoding mode . . .
Normal, Alarm, Motion detection recording.
. Show the status information of channels’ video recording
7 Time bar I
within one day by green, red, yellow.
8 Choose the time Search the records based on the starting time.
9 Channel number Select the channel number.
128 video records are shown in the list.
10 The list of records Type: R—normal record, A—alarm record, M—motion
detection record.
11 Details of the file Display the start time, end time, and the size of the file.
12 Backup Choose a channel in which the record plays back.

Playback Control:

Key

Description

Remark

Video playback:
Fast-forward Key

Under playback mode, pressing this key,
you can get a variety of fast cycle switching
speeds; fast-forward button can be used as
slow-release button reverse switch key.

Slow key

Video playback

Under playback mode, pressing this key,
switch cyclically support a variety of slow-
release rate, slow release button can be used as
fast-forward button reverse switch key.

Actual play rate
based on version

>/

Play/pause

Play/pause switch when slow-play

Backward:
Backward key

Single left click backward key

To play backwards and
single click again to
stop back run under

Manual

frame playback

single

single frame playback by clicking

when common playback pause

common playback
Rewind or single-frame
playback, press the play
button P>/ 1l to enter
the normal playback .
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A Note:

1. The player playback control bar shows file playback speed, channel, time, playback progress and other information.

2. Playback speed and rewind function are related to NVR version, and please prompt on the player panel shall prevail.

6.6.2 Face Search

Search result 0000 items

Channel 1-NET
Start Time 2015- 03-05 00: 00: 00
End Time 2015-03-05 15

Page = 000/000 Search

Index Type

Description

1 Play windows

Play the video.

2 Play Timeline

Display the progress bar of the current event

3 Playback control

Stopping / playing, pausing, fast playing, slow playing and
the previous/next frame on a suspended state.

Calendar

Select the date to search records.

Face list

Show the all face images of the channel in the query time.

Select the channel number.

4
5
6 Channel number
7

Choose the time

Search the records based on the starting time and end time.

8 Face Statistic

Display the total number of face images and pages of the
channel in the query time.

9 Page number

Display the current page and the total number of pages.
Page up and page down.

10 Search

Click to search.
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‘ 11 ‘ Export ‘ Export all the face images of the current page.

6.6.3 Perimeter Search

Intelligence Analys

&

3 4 B & 7 8 @ 10 11 12 13 14 15 168 17 18 19 20 21 22 23 24 25 26 27 20 29 30 31

Index Type Description
1 Synchronization Playback of each channel’s of synchronization.
2 Choose channels Select channels desired to query records.

Play the video, it support most 4 channel playback at the

3 Play windows .
same time.

Select the event type, including: enter/leave area,
4 Event Type .
forward/reverse cross line.

It can achieve a full screen, circle playback, stopping /

5 Playback control playing, pausing, fast playing, slow playing and the
previous/next frame on a suspended state
6 List Display the list of recording files.
7 Event Line Show all the events and corresponding time.
. The Scrolling up and down of the mouse can adjust time
8 Time Bar . . .
span, click the time bar to play the video.
) . Display the date of current time bar, click the +,-to adjust.
9 Time Line

Support all records, year, month, week and day.

39

| EXPERT IN WIRELESS IP SURVEILLANCE



6.7 Record Backup

Interface description
Connect an External USB device with the USB port to backup in the “Record Backup” menu.

Backup

Name(Type) Free/Total Device Status
1 sdb1{(USB DISK) 108.50 MB/3.08 GB Ready

Remove All

CH Type Stant Time End Time Size(KB)
R 2015-03-05 14:35:32 2015-03-05 14:41:03 4144

PageUp PageDown Select’Cancel backup device or file.
Space Required / Space Remaining:5.40 MB/108.50 MB Start

[ Detect] Identify external USB device and display the device information.
[Backup] Tick the external device and click [Backup] to enter the backup menu .

Backup

Selected Device sdb1(USB DISK) D AV

Type All Channel 1

Start Time ’) 2015 -03-05 00:00: 00 Remove All
End Time -’) 2015 -03-05 14:41:26 Add

5 [ JCH Type Start Time End Time Size(KB)
2015-03-05 14:34:40 2015-03-05 14:35:08 530
2015-03-05 14:35:14 2015-03-05 14:35:18 106
2015-03-05 14:35:18  2015-03-05 14:35:21 84
2015-03-05 14:35:25 2015-03-05 14:35:27 106
2015-03-05 14:35:32  2015-03-05 14:41:03 4144

PageUp PageDown Select/Cancel backup device or file.
Space Required / Space Remaining:6.20 MB/108.50 MB Start

[ Cancel] delete all data in USB backup device

Backup Operations
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Connect an External USB device with the USB port, clickl Detect 1to Identify external USB device, clickl Backup]
to enter the backup menu ,select the record start -stop time and click to add files in list, click [Start] to backup and
display time remaining.

ANote: USB backup carry player automatically. This operation probably cause permanent data loss.

7 Local Configuration

7.1 The Introduction of the Main Menu

The normal main menu is shown as the following interface:

MAIN MENU

=

BACKUP CONFIGURATION

APP CENTER SYSTEM SHUTDOWN

[ Search] Search records by types, channels, time and playback records.

[ Backup] backup management.

[ Configuration] Including Net channel, Channel, Schedule, PTZ, Alarm and RS232.

[ APP Center] Set up multiple extended functions, including cloud storage, P2P, Email etc.

[ System] Set basic, display, storage, abnormity, status, maintain, account and Network etc..

[ Shutdown] Log off the user menu, turn off the machine, restart the system, and switch user and other operations.
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The intelligent perimeter menu is shown as the following interface:

MAIN MENU

el =

SEARCH PERIMETER RECORD BACKUP CONFIGURATION

A ®

APP CENTER SYSTEM PERIMETER SETTING SHUTDOWN

[ Perimeter Record ] Playback based on the events time bar: including external alarm, motion detection, intelligent
and system event information .
[ Perimeter Setting] Rules of the perimeter and Alarm linkage configuration.

The intelligent Face menu is shown as the following interface:

MAIN MENLU

11;:5‘
7y

SEARCH FACE SEARCH CONFIGURATION

@.

APP CENTER SYSTEM SHUTDOWN

[ Face Search] Search the face image and video in the HDD.
[Face 1 Configure the face algorithm of the channel.
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7.2CONFIGURATION

[MAIN MENU] left click to [CONFIGURATION] :

CONFIGURATION

e

NET CHANNEL CHANMNEL SCHEDULE

O ) @

7.2.1 CHANNEL Setting

Base

CHANNEL

Base Encode SnapShot

Channel 1-NET
Channel Name Cam 01
Channel Display

Time Display

Time Synchronization @

Video Cover

OK Cancel App.
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[ Channel] to choose the channel no. which needs setting;

[ Channel Name] to set the channel name if in need;

[ Channel Display] to set the channel name’s display place on the picture;

[ Time Display] to set the time’s display place on the picture;

[ Time Synchronization] to synchronize the time with net channel and device;

[ Video Cover] to set some special area which needs special protection while preview and recording.
Encode

CHANNEL

Base Encode SnapShot

Channel 1-NET

Compression H.264 Minor Stream1
Resolution 960 * 576 CIF

Frame Rate(FPS) 25 6

Bit Rate Control CBR CBR

Quality

Bit Rate(Kb/S)

Refresh  Default OK Cancel App.

[ Channel] to choose which channel to set;

[ Compression] H.264

[ Resolution] there are multiple resolution to choose for main stream. Sub steam too. Users can set the parameter
according to their needs.

[ Frame Rate] PAL: 1fps-25fps; NTSC: 1fps-30fps.

A Note: main stream, sub stream and frame rate are vary depending on devices and firmware version.

[ Bit Rate Control] It includes fixed stream and variable stream. Under fixed stream, user can set encode stream,
while under variable stream, user can choose 6 class of image quality, lowest, lower, low, middle level, higher,
highest.

Snapshot
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CHANNEL

Base Encode ShapShot

Channel 1-NET
Mode Timing
Image Size 960 * 576
Image Quality Normal

Snapshot Frequency 2 SPL

Copy Default OK Cancel App.

[ Channel] Select a channel.
[ Mode] Trigger: Crawl images when alarm. Click to enable the function.

[ Image size] choose different resolution for snapshot.

[ Image Quality] There are 6 levels of quality.
[ Snapshot frequency] set highest capture rate for single channel, 1s/pc 2s/pc 3s/pc 4s/pc 5s/pc 6s/pc 7s/pc 8s/pc.

7.2.2 Recording setting

Base
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SCHEDULE

Base Record Plan

Record Mode Setting

Record Expiration Time 0 Day
Record Packed Time 60 Minute
HDD Full Loop Coverage
Channel 1-NET
Record Redundancy [ ]

PreRecord 4  Second

Copy Default

[ Video mode] Record automatically, manually or not record.

[ Video expiration time] The figure is between 0 to 365.

[ Video package time] The figure is between 5 to 120 minutes.
[HDD full] Overwrite or stop recording.

[ Channel] Select a channel.

[ Video redundancyl Open or close the redundant recording.

[ Prerecorded] The figure is between 0 to 30 seconds.

Recording plan

SCHEDULE

Base | Record Plan
Channel 1-NET
00 06

Sun

Mon

Tue

Wed

Thu

Fri

Sat

Regular [l MD Alarm

Copy Default OK Cancel App.

[ Channel] select a channel. Green shows normal recording, yellow shows motion detection, and Red shows
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Alarm. Users can set or change setting according to date. [Copy] copy the setting to other channels.

Click [Set] and enter into plan editing picture

Record Type

Period 1 00:00-24:00

Period 2 00:00-24:00

Period3 00:00-24:00

Period4 00:00-24:00

Period 5 00:00-24:00

Period 6 00:00-24:00

|:| Select All

+/ Sun [ ] Mon [ ] Tue [ | Wed
|:| Thu |:| Fri |:| Sat

OK

[ Period] set the recording period, there will be 6 period to choose;
[Regular] regular recording
[MD] motion detection recording

[ Alarm] alarm recording

7.2.3 PTZ setting

OOt s

Cancel

App.

User can set PTZ channel, protocol, address, baudrate etc. Please make sure the PTZ address and connection is

correct between PTZ’s A, B wire and recorder’s A, B wire.
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Channel 1-NET
Protocol Net Protocol
Address 1

Baudrate 9600

Data Bits 8

Stop Bits 1

Parity None

MNWE. control |:|

Frequency

Copy Default OK Cancel App.

[ Channel] select a channel with PTZ camera

[ Protocol] select PTZ camera’s PTZ protocol(such as: PELCOD)

[ Address]) set address, the defaultis1 ¢ A Note: this address must be the same with PTZ, otherwise the PTZ can

not be controlled )

[ Baudrate] Select the baud rate. Default is 9600.

[ Data Bits] default: 8
[ Stop Bits] default: 1
[ Parity] default: None

[ NVR control] click to enable

[ Frequency] default: 3seconds, users can set any digits between 1~30 seconds

7.24 Alarm

Video detect

[ Main menu] - [Alarm] - [Detect] , shows below:
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ALARM

Detect Alarm Input  Alarm Output

Channel 1-NET
Alarm Type Motion Detect

Trigger Interval 0 Sec

Enable @

Sensitivity
Set Area
Process Setting

Linkage Set Setting

Preferences Start  Copy Default OK Cancel

[ Channel] Select a channel.
[ Alarm type] motion detection, video loss and video blind.

App.

[ Motion detection] detect the motion in the picture, and send alarm according to setting.

[Video loss] detect the video loss and send alarm according to setting.

[Video blind] detect the video which was covered and send alarm according to setting.

[Enable] control the alarm open and close
[ Sensitivity] highest, higher, middle, low, lower, lowest

[ Set area] there are totally 22*18=396 area can be set, which needs motion detection.

[ Process] Set the alarming time, linkage and the handling method.
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Period 1
Period 2
Period 3
Period 4
Period 5
Period 6

00 :
00 :
00 :
00 :
00 :
00:
|:| Select All

00
00
00
00
00
00

-24:
-24:
-24:
-24:
-24:
-24:

00
00
00
00
00
00

Motion Detect-Process

OK Cancel App.

+/ Sun [ ] Mon [ ] Tue [ | Wed

|:| Thu |:| Fri |:| Sat

OK Cancel App.

[ Linkage Set] When a alarm occurs, you can set linkage of records, PTZ, touring and snapshot.
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Alarm Out
Linkage Record
Snapshot

PTZ Linkage
Tour

Send Email
Show Message
Send NetDisk

Buzzer

Motion Detect-Linkage Sefting

OO0 ORI

—

Setting
Setting
Setting
Setting

Setting

Default

[Preview] it will show a test on the current setting

[ Copy] copy the setting to other channels

Copy

OK

Cancel

App.

Channel [ 1)(2)(s)(4)(s (6] 7](2 ) o J{10)(11)(r2][13){r4){x5)[1e)

Select All |:|

Alarm input

[ Main menu] - [Alarm] - [ Alarm input]
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ALARM

Detect 'Alarm Input  Alarm Qutput

Alarm Input Channel No. 1

Enable @
Type Normal Open

Process Setting

Linkage Set Setting

Preferences Stat  Copy Default OK
[ Alarm input channel no] : select a channel
[Enable] : control the open and close of alarm
[ Typel : choose Normal open and Normal close

[Process] . [Linkage set] : take 7.2.5 video detection as reference.

Alarm Output

Cancel

App.

On the real time preview picture, right click and choose [ Alarm output] , or enter [ Main menu] - [Alarm] -

[ Alarm output]

ALARM

Detect Alarm Input | Alarm Output

Alarm Type All 1 2 3
Schedue ©O @ @ @
Manual O 000
Stop O 000

Status

OK

Cancel
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[ Schedule] Alarm output is controlled by the device’s linkage setting.

[ Manual] Alarm output is on and the status is active.
[ Stop] Alarm output is off and the status is inactive.

[ Status] Current status of alarm output

A Note: some models do not have alarm output, please refer to some relative data sheet.

7.25 RS232

COM TYPE
Function
Baudrate
Data Bits
Stop Bits

Parity

[ Function] Select the appropriate serial protocol

[ Regular]) used to update firmware and adjust

R5232
Console
115200
8

1

OK

[ Keyboard] used specialized keyboard to control the device by serial port

[ Transparent serial port] used to transmit serial port data transparently

[ Net keyboard] use specialized keyboard to control the device through network

[PTZ] connect with matrix

A Note: some models do not have RS-232 serial port, please refer to some relative data sheet.

[ Baudrate] select the relative length of baud rate

[ Data Bits] default: 8

[ Stop Bits] default: 1
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[ Parity] default: None

7.3 Application

APP CENTER

CLOUD STORAGE

[DDNS] check the device setting through domain name

[Email] set the sender’s email SMTP server IP address, port, username, password and sender’s mail box, mail
SSL encryption.

[P2P] setting of P2P transmission

[Cloud] bind with cloud storage service and set synchronization rule.

7.3.1 DDNS

Summary

Dynamic DNS is a kind of system which point internet domain name to variable IP. According to the rule of
internet domain name, domain name must associate with the fixed IP address. Dynamic DNS provide a fixed
Name server for the dynamic domain, and then guide the domain search to the IP address of dynamic user through
Name server, which can make the outside user connect to the dynamic user’s URL.

FNT DDNS
FNT DDNS is built-in professional dynamic DNS service in our network NVR. You can register directly in the
device .Specific steps are as following.

[ Main menu] - [Network] - [ Application] - [DDNS] , choose FNT DDNS
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DDNS Type  FNT DDNS | | Enable DDNS Regjister
Domain Name

User Name

Password

Server IP

Port

State Mot Connected...

0K Cancel App.

1: Select FNT DDNS and Enabled it.

2: Input one user name, there will be a domain name generated auto. Domain name = user name.faceaip.net.

3: Input the password

4: Click “Register” button. If the domain name is not registered, it will pop up a message that connect DDNS server
successfully otherwise it will prompt that the registration is failed.

Suggestion: you’d best change the DNS server in basic configuration to the router's DNS server

5: Click the “ok” button to complete the settings.

No-ip DDNS

Register

Register new account at www.no-ip.com

Embedded NVR Setting

Open [Main Menu] — [APP Centre] — [DDNS] , choose NO-IP DDNS.

Refer to the following configuration:

Name Configuration
DDNS type NO-IP DDNS
Host IP dynupdate.no-ip.com
port 80
i XXX.XXX.0rg (xxx: domain name
Domain name
created)
User name xxx (user name registered)
password xXxxxxx (password registered)
Dyndns DDNS
Register

Register new account at www.dyndns.com
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Embedded NVR Setting
Open [Main Menu] — [APP Centre] — [DDNS] , choose NO-IP DDNS.

Refer to the following configuration:

Name Configuration
DDNS type Dyndns DDNS
Host IP Members.dyndns.org
port 80
Domain name XXX.XXX.com (XXx: domain name
created)
User name xxx (user name registered)
password Xxxxxx (password registered)

7.26 Emalil

SMTP Server MailServer

Port 25

User Name

Password

From

Title NVR ALERT

Receiver

Receiver

Receiver

EventInterval 0 sec. SSL Enable |:|

OK Cancel App. Test

Input sender mailbox SMTP server IP, port, username, password and address, email SSL encryption. Mail title
supports input Chinese, English words and Arabic numbers, 32 characters maximum. Support three receivers and

SSL encrypted mailboxes at most.
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7.2.71 P2P

Enable

Transfer Mode

Account Reuse @
Device ID

Password 123456
Local Pont 3000
P2P SERVER URL

State Online

Default OK Cancel App.

[ Enable] Open/Close P2P function

[ Transfer Mode] Network transfer strategy, choose Quality priority or Fluency priority
[ Account Reuse] enable it supports multiple users log in the same device

[ Device ID] display device ID

[ Password] device password

[ Local Port] set local port

[P2P Server URL] P2P server URL

[ State] current connection state
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7.2.8 Cloud storage

CLOUD STORAGE

| | Baidu
|:| Dropbox
|:| Google Drive

Channel 1-NET Upload Path

Source CloudStorage Snapshot

[+/] Motion Detect [ | [ ] Select
@ Video Loss [] | | Select
[+/] CameraMasking [ | [ ] Select
@ Local Alarm ] [ ] Sselect

Copy (9]¢ Cancel App.

Support Baidu, Dropbox and Google Drive three kinds cloud storage.
Apply corresponding cloud storage account and bind it. User can only select one kind account.
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7.3 Intelligent function configuration

7.3.1 Face detection configuration

Face Channel 1-NET
Face Track Enable @

Min

Max

Resolution D1

Refresh Default OK Cancel App.

[ Face Track Enable] enable to open the face tracking function

[ Min] blue square means the minimum face detection area. When the face is smaller than the minimum detection
area, it can’t be detected. Please set the size according to the actual usage scenarios.

[ Max] green square means the maximum face detection area. When the face is bigger than the maximum detection
area, it can’t be detected. Please set the size according to the actual usage scenarios.

[Resolution] set different analysis resolution according to the front-end highest resolution. For example, if front-
end device supports 1080P, the local device can be set into 1080P, 720P, D1 or CIF resolution.

[Red Square] : red square means the detection area, once set, the device only detects this face detection area.

False positives and underreporting can be reduced effectively by setting the detection area.
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7.3.2 Perimeter Intrusion detection configuration

I

L

Create

L

Schedule 7

No. Configuration Description

1 Channel selection Choose the channel need setting

2 Rule naming Rule naming and set the rule line color
3 Enable Open/close the current rule

4 Capture enable Open/close picture capture function
5 Create/delete Create new rule/draw new line

6 Linkage setting Linkage setting of the current rule
7 Arming/disarming Arming/disarming setting

8 Direction setting Detection direction setting

9 Rules list Display all the created detection rules

7.4System setting

7.4.1 Basic setting

Getinto the [Basical]l menuunder [Configuration]
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BASICAL

System Time

DST

Date Format YYYY MM DD
Date Separator

Time Format 24-HOUR
Time Zone GMT+08:00
Language ENGLISH
Auto Logout 10 min.
NWR No.

Video Standard

Startup Wizard

Device Name

Channel Mode

Default OK Cancel App.

[ System Time] set the HD record system time

A Note:please click the "save” button to save the time after setting

[ Daylight Saving Time (DST) 1 Enable the function and click “Set” to enter the local DST starting and ending
time setting.

[ Date Format] Modify the date display format

[ Date Separator] Select the separator for date

[ Time Format] 24 hr. or 12 hr. display mode

[ Time Zone] Select the time zone

[ Language] Select language (different models have different language choice)

[ Auto Logout] set menu stand-by time from 0-60 min. O min means no standby; if set a time, system will logout
auto after this period time and user need to login again.

[NVR No.] Used for a remote control or keyboard control multiple devices. Please click “Ad” button on remote
control and input the corresponding NVR number to operate.

[ Video Standard] PAL/NTSC (must keep the same with the front-end camera)

[ Startup Wizard] enable switch, open/close the startup wizard interface

[ Device Name] used together with the push function, display this device name in the alarm message received in

iPhone.

[ Channel mode] The selection of local channels and network channels.
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Channel Mode

Net Decoder Ability
16 16xD1/ 16x720P / 16x1080P

Cancel

Select hybrid or NVR mode according the menu prompt and save. Reboot the device after channel mode
modification. Channel mode introduces the device recording ability under different modes. Real recording ability

needs refer to the detailed device specification.

7.4.2 Video output

GUI Display
DISPLAY

GUI' Output Config Tour Config

Transparency Translucent
Time Display '
Channel Display

Default OK Cancel App.
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[ Menu Transparency] adjust menu transparency , four degrees
[ time display] enable switch for time displayed in live view
[ channel display] enable switch for channel name displayed in live view

Output mode

DISPLAY

GUI Output Config Tour Config

DISPLAY HDMI & VGA
Hue

Brightness

Contrast

Saturation

Resolution 1024768

OK Cancel App.

[ Display] CVBS/HDMI&VGA
Under CVBS mode, user can adjust the monitor or TV hue, brightness, contrast and saturation. You can also adjust
the right TV output area when the displayed image is not full or beyond the scope of the monitor. Under
HDMI&VGA mode, user can only adjust the monitor hue, brightness, contrast and saturation.

[ Resolution Jselect the VGA output resolution and refresh rate, total includes 1024x 720@60Hz . 1024x 768 @60Hz-
1280x1024@60Hz. 1366x768@60Hz and 1920x1080@60Hz five choices.

Tour Configuration
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DISPLAY

GUI  Output Config Teur Config

Enable Tour

Interval sec

5 3
View 1 (1]2]3]4]5]6]7]8]
9 J10]11]12]13]14]15[16]
View 4 na
View 9 n

View 16
Motion Tour

Alarm Tour

Default OK Cancel App.

[ Enable Tour] Enable switch
[ Interval] Ttour interval time is 5-120s

[View] Itincludes single screen, four-, nine-, sixteen-screen.

[ Motion Tour] Set the motion detection tour mode
[ Alarm Tour] Set the alarm tour mode

7.4.3 Storage management

HDD management

Show the current HDD capacity, spare capacity and working status in the NVR
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STORAGE

HDD Manage Record Time

17 Type Total Space Free Status
All - 14.91 GB 11.78 GB -
17 Read/Write 14.91 GB 11.78 GB Normal

PageUp PageDown v—

[ Format] Format one HDD, user must have appropriate permissions

A Note: Hard disk format operation results in the loss of video data

[Set] Set HDD as read-write, read only or redundancy mode. Video data can be protected from covering under
read only mode. It supports HDD S.M.A.R.T smart detection at the same time.

HDD Setup

HDD No. 1
HDD Aftribute Read/Write @ Read Only |:| Redundant |:|

8" (ID)Attribute Name Threshold Value  Worst
1* 1 Read Error Rate 50 100 100
2" | 3 5pin up Time 50 100 100
3" | 5 Relocated Sector Count 50 100 100
4* | 7 Seek Error Rate 50 100 100

5* | 9 Power-on Hours Count 0 100 100
6" | 10 Spin up Retry Count 50 100 100
7" 194 Power temperature 0 40 100
8" 197 Current Pending Sector Col 0 100 100

Record time

Show the record starting and ending time in the device HDD
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744

HDD Manage Record Time
Start Time
All 2014-03-03 11:31:30
1 2014-03-03 11:31:30
2015-03-05 15:18:20

Pagellp PageDown

ABNORMITY

STORAGE

End Time
2015-03-05 15:31:05
2015-03-05 15:19:38
2015-03-05 15:31:05

ABNORMITY

Abnormal Type
Alarm Out
Record Channel
Snapshot

Send Email (]

Show Message |
Send NetDisk |

Buzzer [ | 1

[ Exception type]

| | Disk No Space
|| Setting
|| Setting
|| Setting

Default OK

[ No Disk] Alarm when HDD is not present or cannot be detected.

[ Disk low Space] Alarm when hard disk capacity is lower than setting.

[ Network Failure] Alarm when network is not connected.

[ IP Conflict] Alarm when IP address conflict.
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[ Disk Error] Alarm when there is error in reading and writing hard disk.
Process
[ Alarm Output] , [linkage record] , [snapshot] , [Send Email] , [show message] , [ Send to network drive] ,

[ buzzer]

7.45 System Status

Stream statistics

BPS Online User

Channel Kb/S MB/H Wave

Lo I o T e Y e e e T e e |
o 00000 oo

1
2
3
4
5
6
7
8

[ stream statistics] Provide capacity size of video files for reference, stream statistics for each channel, waveform

display.

A Note: This statistic is an estimate only for reference

Online user
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STATUS

BPS Online User

User Name IP
] admin 10.12.4.125

Disconnect Blockfor 60

[ Online user] Online users can view the current status, disconnect and shielding.

7.4.6 Maintain

System Logs: Display system logs, convenient for users to check.

MAINTAIN

LOG VWERSION DEFAULT AUTO MAINTAIN
Type All

Stat Time 2015

End Time

501

PageUp = PageDown

Log information can be divided into system operation, configuration operation, data management, alarm event,
record operation, user management, log clear, file operations.

Select the type and time of the query, press the Find button, the system displays the log records in a list, and click
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the Backup button export backup logging onto your computer.
Click the Clear button, the system will remove all types of log files.

Version

MAINTAIN
LOG VERSION DEFAULT AUTO MAINTAIN

Serial No. 031158077223255151
Product Type

Build Date 2014-12-26

System 4.0.0.0

Web

Video In

Audio In

Alarm In

Alarm Out

Upgrade OK Cancel App.

[\Version] Display device serial number, system hardware features, software version and release date information.
[ Upgrade] System software can be upgraded: Insert a USB storage device with the system software upgrade, click

Upgrade.

A Note: System upgrade may cause the NVR can not start properly, please Operation under the guidance of the

company's technical staff.
Default

[ Default] System back to the default configuration factory state (specific items recovered optional)
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MAINTAIN

LOG VERSION DEFAULT AUTO MAINTAIN

Please select setting entries that you want to default.
19

oK Cancel

App.

A Note: Menu color, language, time and date format, video format, IP address, user accountsand so on will not

be restored.
Auto Maintain

[ Auto maintain] Set the desired the project of automatic maintenance.
MAINTAIN

LOG VERSION DEFAULT AUTO MAINTAIN

Auto-Reboot System

Eve ry Tu a E

Default OK Cancel
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7.4.7 Account

Basic Considerations of User Management:

® The following user names and user group names, etc., character and length consisting up to six bytes, the
invalid string is trailing spaces. Legal characters: letters, numbers, underscores, minus sign, point, other
characters are not allowed to use.

® The number of users and groups is not limited, User Group increased or delete according to user-defined: The
factory settings are user \ admin two groups. Users can set their own related group, the group of users can be
freely re-assign permissions at the group permissions.

® User management using two methods of user and group,, Group name and the user name cannot be repeated, ,
each user must belong to a group, a user can belong to only one group.

® There are three users: admin, user, and hidden default initialization. The factory password for first two is
123456. Admin default user permissions are high at the factory, and the factory default user as a low privileged
user, only for monitoring, playback.

® Hidden default: This user system for internal use and cannot be deleted. When local is in "no user is logged"
state, the system will automatically log in with this account. Users can modify this account permission to do
what free login can do.

® Enter to the menu interface of increase user, Enter your user name and password, select belongs to which group,
and select whether to reuse this user. Reuse means that the account can be used simultaneously, multiple clients

can use the account.

Once the group belongs selected, the user's permissions only a subset of the group, not ultra vires the properties of
the group.
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ACCOUNT

User Group Status
admin admin Login Net
user user Normal
default user Default User

Add User Modify User
Add Group  Modify Group Modify Password

[ Add User] Increases users within the group and settings user access control.

[ Modify User] Modify the user and settings user access control.

[ Add Group] Add group and settings group access control
Enter into the menu interface of Increase the group, determine the group name, select 83 access control, left click
mouse button to confirm, save the new user group.

[ Modify Group] To modify the group attribute which already exists.

[ Modify Password] To modify the password of user account.
Select the user, enter old password then enter new password and confirm
Click [confirm] button to make sure modify password.
The password can be set 1-6. Beginning and ending spaces is invalid password, you can have a space in the middle.
Users which has User Account Control permission can change their own passwords, can also modify other users'

passwords.

7.4.8 Network

Network configuration interface can set the NVR network parameters. NVR factory default IP address is
192.168.1.88. The menu contains the network settings of basic setup, advanced settings and network service
application settings.

Basical
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NETWORK

Basical Advanced NetApps

Network Card Type

DHCP

IP Address

Subnet Mask

Gateway

First DNS Server g . 8 . 8
Alternate DNS Server 192 . 168 . 1
Physical Address e0:61:b2:20:00:68

Default OK Cancel

[ Network Card Type]l LAN 1. 2 can be selected by Dual LAN equipment
[DHCP] Automatic search IP function. When you open the DHCP IP / Mask / Gateway cannot be located, if the

current DHCP in effect, the IP / Mask / Gateway DHCP display values obtained can be found in the network state

[IP Address] Use (AVY) or input numbers to modify IP, then set [subnet mask]l and [default gateway]
for this IP.

[ First DNS Server] DNS server IP
[ Alternate DNS Server] DNS alternate IP
[ Physical Address] physical address of current net port

Advanced
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NETWORK

Basical Advanced

Net Apps

Port Set

TCP Port 8000
HTTP Port 20
UDP Pornt 8001
RTP/RTSP Port

RTSP URL

Multicast Set I |
IP Address
Port

[ TCP port] 8000 as default, Can set the port according to the actual needs of the user.

[HTTP port] 80 as default

DUPNP Port Mapping
No UPNP Port

OK

Cancel

App.

[ UDP port] 8001 as default, Can set the port according to the actual needs of the user..

[ RTP/RPSP port] 554 as default

[ UPNnP] Protocol can turned on port mapping by the router automatically, when using this feature, make sure UPnP

is enabled on the router function

[ Multicast] Multicast IP address range restrictions in the following figure, the multicast port number is not

restricted

Network

NETWORK

Basical Advanced NetApps

PPPOE Setting

3G Setting
NTP Setting
FTP Setting
IP Filter Setting
Alarm Server Setting
Auto Register Setting

Transcapacity

ipc upnp

Setting

Setting
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[PPPOE] Select Enable switch to turn on the PPPOE dial-up service of the device.
Enter ISP Clnternet service provider) provide the saving of user, password for PPPoE
Operation: Succeed after dialing, check the [Network Status] IP, then enter the IP address to access the device
after open IE.

[3G1] Support 3G card dial-up to provide remote access device features.

[NTP] Select Enable switch to turn on the NTP protocol support, can be with SNTP communication server to
realize automatic calibration function.

Host IP: Enter the IP of NTP service NTP

Port: Supports TCP transport only, port is limited only 123.

Update cycle: interval time is 1 minute or more, the maximum update period is set to 65,535 minutes.

Time zone: London GMT+0 Berlin GMT +1 Cairo GMT +2 Moscow GMT +3 New Delhi GMT +5
Bangkok GMT +7 Hong Kong & Beijing GMT +8 Tokyo GMT +9  Sydney GMT +10 Hawaii GMT-10
Alaska GMT-9 Pacific Time GMT-8 US Mountain Time GMT-7 US Central Time GMT-6 US East Time
GMT-5 Atlantic Time GMT-4 Brazil GMT-3 Atlantic — Central GMT-2

[FTP] Select the Enable box to make the protocol enable, to enter the FTP settings menu
Two kinds of FTP upload file types are video files and pictures, set up an FTP server address, port, remote directories
and so on. When remote directory is empty, the system will automatically create a different folder by IP, time,
channel
User name, password to access the FTP username and password.

Set upload file size, you need to upload the file channel, time, type, etc.

Set upload length which upload to FTP server file length, if less than the set value, the entire video file upload; If
more than the set value, upload take part from the beginning and set the value of consistency, the file later omitted;
setting a value of 0, then upload the entire video file.

Different channels can be set two different time periods, three types of video recording.

[ IP Permissions] for permission to access the NVR IP rights management. When choosing the white list, the list
indicates that only the IP to connect this NVR. The list of supported 64 IP settings. If the selected item is not ticked,
no restrictions on access to the device's IP.

[ Alarm Center] alarm interface for customers to reserve the use of self-development.

[ Network transmission capacity ]

[ Number of network user connections] number of connections: 0-10, if you set 0 means the network does not
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allow users to connect ; the maximum number of connections is 10.

[ Number of network Monitoring connections] the number of connections is recommended: 0-32, this need to tick
to start this function. Real-time video over the network for browsing, the number of connections depending on
network bandwidth, the number greater, the larger the network load, will impact of video playback fluency.

[ Number of download Internet connections] the number of connections to download recommendations: 0-8, this
need to tick to start this function

[ Network transmission QoS1 smooth network transmission quality priority or image quality priority or adaptive,

depending on the setting, the network adjusts the stream automatically.

7.4.9 Selection

Select the Smart mode of device operation

SELECTION

Intelligent Type 1 2 3 4 56 6 7 8 9 10111213 14 1516
Coo0o0O0O0OPOOGPOOOOO®
ONORORORONORORONONONCHORONONORS,

@0 0000000000000 0

Select the face or perimeter at in need intelligent channels,.

Support 1ch. Face detection or 2ch.perimeter intrusion detection
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8 WEB Access

8.1WEB Operation
8.1.1 Network Connection

7000 series to check network connection by LCD on front panel, “@” refers connection error;

8000 Series check B-Lamp on front panel, light indicates connection, otherwise connection error

Set IP, subnet mask and gateway for computer and NVR. Please assign the same segment IP address without router,
need to set the appropriate subnet mask and gateway with router.
The detail of NVR network configuration please see [ Configuration] — [ Network Setting ]

Ensure the IP is correct and check whether the NVR is on the network by using the Windows command “ping”.

8.1.2 The control installation and the user login logout

Users can remote access to NVR by Internet Explorer, assuming you have a correct network configuration.
The following interface will pop up when you access the IP address in Internet Explorer

Install ActiveX: Right click and choose install. If installation is blocked by Windows, please add the IP as a trusted

site or lower your Internet Explorer security settings to allow this.
The following interface will popup when you input your username, password and click “Login”. Interface like
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Diagram 5-3 Web Interface when user login successfully. Click “Exit” to quit.

Internet Explorer - Secur

Do you want to install this software?

@ Mame: I¥SWeb.cab
Fublisher: Hangzhou Shanze Technology Co., Ltd.

E] Maore options Install ] [ Dan't Install

| ‘ﬂl While files from the Internet can be useful, this file type can potentially harm
"% wyour computer, Only install software from publishers you trust. What's the risk?
-

Will be displayed in Compatibility View option is checked on all websites.

8.1.3 The Interface of Web Operations

Stream:Current channel:0{Kbps) /AO(Kbps)  Pan/TiltiZoom

 camo1
* cam02
® cam03
 camo4
® camos
® camos
& cam 07
* cam03
 camog
 cam10
* cam11 value(1~255)
& cam12
 cam13
* cam14 e
® cam15

 cam16

7

WEB Interface

Description
Index Name Description
1 Channel Channel selection
. Local playback: playback local record
2 Function key . . . . -
Open all: play live views in surveillance window
3 Surveillance window Change window layout
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Image color: modify brightness, contrast and
Image color & other
4 . Other: set capture path, record download path and
saturation
reboot
5 PTZ control PTZ control menu
System configuration, record search, alarm setting,
6 Menu .
exit, etc.

8.1.4 The Real-time Monitoring

Into the WEB interface, select the focus window in live window, the focus window has a light blue border.
From the left channel column select channel, as shown in the following interface

\H \

Areal Channel Area2

ainStream
ubStream

Click on 2 area in upper right corner can choose open / close the channel of the main stream or secondary stream,
shows the current NVR's IP and rate information.

Stream:Current channel:3746{Kbps) /Al:3746(Kbps)

2015-03-05 16:21:.07 |

Lower left corner shows the current video channel name.
Upper right corner shows the current video time information.

Click “..-.. (Lower left corner of the display window) to switch between single screen and

multi-screen.

Lower right corner of the display window is function keys, as the following interface. Refer to area zoom, switching
multi screens, local records, capturing and so on.
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Feature

EArea zoom: Video images can be enlarged.

D Multi-screen switch: switch from single screen to multi-screen and vice versa. .

E Local record: save and record video to a local HDD while in a live view. Set recording path in configuration..
m Capture: capture of the present channel, set the path in “other..

Sound: on/off sound..

@ Off video: off the focus window video.

8.1.5 PTZ Control

Set protocol (see [Setting]l — [PTZ] )

Control PTZ direction, step size, zoom, IRIS, preset, tour, pattern, border scan, light, wiper, auto pan, etc.
Step size controls PTZ direction and speed, e.g. step size 8 is moved faster than step size 1.

Eight direction rotations: up, down, right, left, up-left, up-right, lower left, and lower right.
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Pan/Tilt'Zoom

<
)

Preset
value(1~255)

Border scan

Operation: select the camera line scan of the left/right margin by direction button, and click the Settings button in

the left /right margin position to determine the left border.

Preset

Operation: modify preset position by direction button and inputting a preset number, then click “Add” to save.

Tour

Operation: select “Tour”; Point between the first cruise line cruise input box value. And input numbers in “Path”

and “preset”. Click [ Add Preset] to add one preset in the cruise path, and repeat to add additional presets. Click
[ Clear Preset] to delete a preset, repeat to delete more.

Pattern

Operation: Click “Pattern” in order to record an automated pattern. Then, go back to the PTZ controls in order to

modify the zoom, focus and IRIS, etc. Stop recording in “Pattern” setting to save the pattern.

AUX

On/off one of AUX

Wiper

On/off wiper under protocol

8.1.6 Configuration

Access NVR local configuration menu by click “System Setting”, the further details please refer.

[ Local operation guide ]
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Configuration

r O T

Y

i

[

=1 [3F Maintensnce
|@f VERSTON
[# LoG
[f DEFAULT/BACKUF
1 AUTO MATHTENRAKCE
= |'r Configaration manag:
|3 SYSTEM SETTING
- [0 Racord Configura
[ Retwork Chann

5. Control Fansl ~

VERSIOW
| Ttem | Status
Eef WO 031 1580TTEEIZE5151
Video InfOut 18/1
Auadie IndOut 0/1
Alarm In/Out 2443

Ethermet Fort
BEE-232

ATA Fort

Bioz Version
Hardware Version

2
l
o
4.0.0.0, Fuild: 2014-12-28
3

[3 Fet Chanmel C
| 7 ¥Video Paramet
3 Eecord Flan
[8 Cloud Storage
71 ACCOUNT
=[5 NETWOEE
|3 Bazic Set
8 Adwance Sat
— 3 ALAFM
| 7 Local Alsrm
=/ |3 DETECT
[ Motion Det
4 Video Loss
L] Camera Mas
| 7] AEMOEMALITY
- %anl:p}mrnl:
[0 Alarm 170 Configp
7 Record
i3 RS=E32
3 PANMSTILT 2008
(] SHAPSHOT e

Refresh

8.1.7 Search Record

Click “Search record” to open the search interface (Error! Reference source not found.), can search and operate
ecord, alarm, motion, local record

Search record
By selecting the record type, start and end times, and click the check button, get a list of files on the NVR. Select
the appropriate file and download can be played

Play

Double click a search result to play in video window. Control the playing video by the control keys on the bottom.
At this point, the bottom of the video window will display the video control buttons, video playback can be
controlled.

= 8 “ > ke H M
Download: select a searched video to download to local. The download speed and percentage are displayed on the

bottom of the screen.
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M Search m

Type Paraneter Operation

¥ Racord Swarch | Ha}’back|
Start Tine (2015~ 3- 4 w| [1T:04:51 =

™ Marm Download Type |File =
End Tine 2005~ 3- 5 »| [IT:0451 =

™ Wotion Download

C Locad Channel #11 | Open Local Resord

Tatermark |
-

Ml tiple-channel Flayback

FrrersralrfrsielC T elral w12 13 14 15 18

S/F | File Sir... | Start Time

| End Time | Record Type | Cha .. |

Download Speed: 0 kfz

8.1.8 Alarm Configuration

Clickthe [Alarm] to enter the alarm setup menu, users can set up and operate the alarm mode, as show 5-11.

If need warning message displayed and real-time pop up on the WEB interface, open the [monitor alarm], and select

the appropriate type of alarm.

Choose type of alarm on menu, monitor video loss, motion detection, disk full, disk error, video mask, external

alarm.

Click [Video Pop-up] , open the video loss, motion detection, hard disk full, hard disk failure, video block, video

encoder alarm pop-up linkage.

Click [prompt] open the prompt: When an alarm occurs in real-time monitoring will popup alarm window menu.
Click [Sound Pop-up] , you can choose alarm tone pre-recorded on the local hard drive when an alarm occurs,

tone file in WAV format.
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Alarm rg|

Event Type Operation (External Alarm can' t open wideo)
[ ¥ideo Loss [ Extermal Alarm [ ¥ideo Fopmup [ FPrompt
[ Motion Detect
Al arm Sound
Disk Full
) i [ Sound Fop—up
[ Disk Error
Sound Fath o
[~ Video Mask | |
Time Dewice IT Ewvent Type | Alarm Port/Channel
8.1.9 About

WEB Controls version information show here.

9 PC/Platform Client Access

Pls refer {\V2.0 User Manual)

10 Appendix

10.1Port Mapping

Port mapping is mapping a port of outside web host’s IP address to a machine inside web, and provide the service.

When user connects to the port of the IP, the server will automatically map the request to the corresponding machine

inside LAN. With this function, we can map many ports of a machine’s IP address to different machines’ different
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ports inside web. The port mapping can also have other special agent functions, like POP, SMTP, Telnet and so on.
Theoretically, it can provide more than sixty thousand ports. For example, if we want to map a web server which
has an IP address of 192.168.111.10, we just need to input the IP address and TCP port 80 into the port mapping
chart of the router. There are two ways to map the port: UPnP function automatically map and modify the router’s
port mapping chart by manual.

10.1.1 UPNP Function

In order to get connection to the Embedded NVR through Public network, we need to set the Router to cross the
NAT of Embedded NVR. UPnP can make the NAT cross automatically by the UPnP agreement of Embedded NVR,
and don’t have to set the Router.

A Note: to realize the UPnP Function, there must be Router support and enable the UPnP Function.

The first step

Connect the Router to the network, get to the Menu of the Router, set the Router, and enable the UPnP Function.
Routers made by different manufacturers may have some difference, please refer to the specification carefully before
setting the Router.

The second step

Connect the Embedded NVR to the Router; the configuration will automatically gain the IP address or static IP.
After setting up the IP, click the Advanced. And get to the XXX, ports and multicast etc. choose to open the Enable
atthe [UPNP port mapping]

The third step

Enter into the Router management interface; detect the port if there is already a Port mapping. If there is, it shows
UPnP setting’s finished.

The forth step

Input the IP address in IE, and add port number of the Embedded NVR, for example: 155.157.12.227:81. If you
want to enter by the Client Software, use the TCP port offered by the outer net.

A Note: if there are a few embedded NVRs need to set the UPnP function, in order to avoid IP conflict, set the

ports of embedded NVR into different ports numbers. Otherwise, it will choose the embedded NVR port set preceded
as the first choice.

10.1.2 Port mapping manually

The first step

Connect the Embedded NVR to the Router, set the static IP.

The second step

Log in Router, enter into the configuration menu of Router, and set the menu. Then get to port, set the IP distributed
by the Embedded NVR, and set the rule of port mapping, add HTTP and TCP port into mapping list.

Default access ports of Embedded NVR include HTTP port 80 and TCP port 8000, if the ports are occupied by the
other devices, please modify the default port of the Embedded NVR into other vacant ports.

The third step

Input the public net IP address in the IE, and add the port number of the Embedded NVR you want to access after
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the IP, for example: http://155.157.12.227:81. If you want to access by Client Software, you can use the outer net
TCP port directly.

A Notice: for detail configuration setting, please refer to the user manual of Router.

10.2Voice Intercom

10.2.1 Summarize

Embedded NVR Bidirectional Talk: user can talk to remote client software or Web via NVR audio input and output
ports; user can listen voice from Client Software and WEB via NVR audio output ports.

Two types of bidirectional talk ---- sharing and standalone ----for different models, exact info please refer to
specifications.

10.2.2 Configuration

Local configuration
Connect a microphone to the MIC input port, connect loudspeaker to the audio output port.
If no standalone MIC input port, please connect microphone to the number 1 audio input port

A Note: local output needs active audio output device.
Remote PC Configuration

Connect microphone and loudspeaker to computer.
Enable bidirectional talk in IMS software or WEB.

10.3HDD SM.A.R.T

S.M.A.R.T: “Self-Monitoring, Analysis and Reporting Technology”

S.M.A.R.T HDD can analysis head, disc, motor, circuit operation, history and default security values via monitor
instruction in HDD and surveillance software in host. Alarm will be sent to user automatically when the value is
outside the scope of the security situation.

Detection parameters of Seagate HDD for example are divided into seven: ID detection code, Attribute Description,
Threshold, Attribute Value, Worst, Date, and Status.

1. ID detection code

ID detection code is not the only; manufacturer can use different ID code or increase or decrease its quantity
according to the detected parameter’s quantity.

For example: the ID detection code of WEASTERN DIGITAL’s product is “04”, parameter is Start/Stop Count, but
the parameter of same code in Fujitsu’s product is “Number of times the spindle motor is activated”.
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2. Attribute Description

Attribute Description: name of detection item. Manufacturer can increase or decrease. As ATA standard update
constantly, sometimes different models in same brand maybe different ,but must ensure major test items specified
in S.M.A.R.T .(although different manufacturers have specific naming convention ,the essence of monitoring is the
same.)

1 Read Error Rate

2 Spin up Time

4 Start/Stop Count

5 Relocated Sector Count

7 Seek Error Rate

9 Power-on Hours Count

10 Spin up Retry Count

194 Power temperatures

195 ECC on the Fly count

197 Current Pending Sector Count

198 Disconnection beyond repair

199 CRC cyclic redundancy check

200 Write Error Count

A Note: Different manufacturers and different models have different attribute description, the user has no need

to know exact meaning, attribute detection values enough for them.
3. Threshold

It is specified by manufacturer calculated through a specific formula. If there is an attribute value lower than
the threshold, which means HDD become unreliable and data stored is very easy to lose. Composition and size of
reliable attribute values is different for different HDD. It should be noted that, ATA standard only provides some
SMART parameters; it does not provide a specific value. "Threshold" value is determined by manufacturers based
on products’ features. Thus, results tested by manufacturer provided detection software is very different from testing
software under Windows (such as AIDA32)
4., Attribute Value

Attribute value is the maximum normal value; the general range is from 1 to 253. Typically, the maximum
attribute value is 100 (for IBM, Quantum, and Fujitsu) or 253 (for Samsung). Of course, there are some exceptions,
for example, some models produced by Western Digital have two different attribute values, and property value is
set 200 when initial production, but after then it is changed into 100.
5. Worst
Worst value is the largest non-normal value in HDD’s running. It is a value calculate for HDD’s cumulative running,
it is constantly refreshed according to running cycle, and very closed to the threshold. Whether the HDD is normal
by S.M.A.R.T analysis is based on the comparison with threshold. The maximum value appear when new HDD
start to use, which would continue to decrease with the everyday use or error happen. Consequently, larger attribute
values mean better quality and higher reliability; smaller values mean more possibility of failure increases.
6 - Dates
Actual values of HDD’s detection items, many items are cumulative values.
7~ Status
It is current statues of HDD’s every attribute after analyzing and comparing above attribute values by S.M.A.R.T,

also is important information to judge HDD healthy or not.
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There are three statuses: Normal, Alarm and Error----which is closely related with Pre-failure/advisory BIT.

10.4Hard disk problem

Use Detection Tool provided by the HDD manufacturer to detect the Function of HDD to solve data problem.

We recommend Seagate and Western Digital.
How to detect Seagate HDD
a) Get into www.seagate.com, Click Support & Downloads ->choose Sea Tools, download tool, as Diagram 7-

SeaTools for Windows

Diagram 10-1 Seagate download
b) Double-click to install downloaded file, click installed file to detect the HDD information on PC.
¢) Choose the HDD for detection (other manufacturer’s hard disk suitable too).

How to detect WDC HDD
a) Get into www.wdc.com , choose WD support / download / SATA&SAS / WD Caviar / GP, download software
as Diagram 10-2 WD Download

WD Support / Downloads / SATA & SAS / WD Caviar Green / GP

Downloads

Bsata & sas @ Installation @ Downloads @ Knowledge Base @ Discussions

E Available Downloads

- Acronis True Image WD Edition
+ Advanced Format Software
(Only for Windows XP users with WD Advanced Format Drives)
- Data Lifeguard Diagnostic for DOS
- Data Lifeguard Diagnostic for DOS (CD)
- Data Lifeguard Diagnostic for Windows

Diagram 10-2 WD Download

b) Click Icon to hard disk detection after downloading.
c¢) Double click hard desk in device list, as Diagram 10-3 WD Detection:
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http://www.seagate.com/
http://www.wdc.com/cn/

@' DLGDIAG — Select An Option X]

Phyzical Drive 1
taodel Mumber: wDC WD 3200484K-001CAD
Serial Mumber:  WD-AWCAYLS7I0330

QUICK TEST performs SMART drive quick sel-test to gather and
werify the Diata Lifeguard information contained on the drive,

g-.! QUICK TEST

@ EXTENDED TEST
@ WRITE ZEROS

ik
i WIENWS TEST RESULT

Cloze

Diagram 10-3 WD Detection

10.5HDD Capacity Calculation

Reference of HDD Capacity Calculation

The first time install NVR, please check if the HDD has installed.

The capacity of the HDD

There is no limitation of capacity of single HDD to NVR, please choose the HDD according to the saving time.
The choose of the Capacity

Computational formula of HDD Capacity:

Whole HDD Capacity = number of the channels x time in need (hour) x spent of HDD Capacity per hour (MB/hour)
Similarly we can have the formula of recording time:

Total[HDDCgpacity (MB)

Recordingtime Chour) = - -
CapacityOccupationperHour (MB/hr) x AmountofChannel

A Note: 1GB=1000MB, not 1GiB=1024MiB, so HDD capacity shown in Base Configuration under HDD

Management less than real marked.
File size per hour (CBR).
Form 10-1 record file size

Bit Rate File Bit Rate File Bit Rate File
96k 42M 320k 140M 896k 393M
128k 56M 384k 168M 1.00M 450M
160k 70M 448k 196M 1.25M 562M
192k 84M 512k 225M 1.50M 675M
224k 98M 640k 281M 1.75M 787TM
256k 112M 768k 337M 2.00M 900M

File size is more unpredictable when VBR style, please refer to the real size of recording file.

89

| EXPERT IN WIRELESS IP SURVEILLANCE



10.6Terms

Dual-stream

Dual-stream: one high bit rate stream for the local HD store, QCIF/CIF/2CIF/DCIF/ACIF coding, other low bit rate
stream for network transmission, such as QCIF / CIF coding,

I Frame

| frame: intra frame image, remove redundant information to compress the transmittal data, also called key frames.
B Frame

B frame: According to time redundant of the source image sequence previously encoded frame and account the
source image after the encoded frame to compress transmittal data, also known as bi-directional prediction frame.
P Frame

P-frame: according to image frame lower than the previous "time redundant to compress transmittal data, also called
predicted frames.

Wide Dynamic

Bright parts and dark parts in particular can be seen very clearly at the same time. Wide dynamic range is a ratio
between the brightest luminance signal value and the darkest value.

S. M. AAR. T

SMART (Self-Monitoring, Analysis and Reporting Technology): now widely used in hard disk data security
technology, monitoring system analysis Motor, circuit, HDD and disk head when HDD working, warn when
abnormality, sometimes will automatically slow down and back up data.

CVBS

Composite Video Broadcast Signal, consists of luminance and color signal from the composite baseband signal.
BNC

Coaxial cable connector, composite video signals or audio signals, commonly use 75 ohm connectors. BNC welding
and should pay attention to weld strength and remove burrs, or the signal wire and shield’s contact will lead to a
substantial attenuation of signal strength

10.7FAQ

NVR startup failure or continuously reboot

Possible reasons:

1. The system has been damaged from a bad NVR update.

2. There is a problem with the NVR main board error, please contact supplier.
3. Thereisan HDD error. Replace faulty HDD.

Remote control does not work

Possible reasons:

1. Check for batteries in remote control, especially positive and Negative.
2.  Check for batteries’ power.

3. Check if remote receiver is obscured.

3 Check if NVR address corresponds to the remote address.

NVR cannot control PTZ
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Possible reasons:
1. RS-485 cable connection error, A, B ports are inversely connected:;
2. PTZ decoder, protocol, baud rate, address are incorrect;
3. Parallel connect a 120Q resistance to resolve signal reflex caused by too many PTZs on the line.
4. The RS-485 on the NVR is defective
Blurred screen in preview mode
Possible reasons:
Please make sure your cameras match your video format selected in the General menu. E.g. camera is NTSC
standard but the NVR is PAL standard, the preview would be blurred.
Blurred screen in playback mode or failure to playback records
Possible reasons:
1. Procedure error, reboot the NVR
2. HDD error, test or change out the HDD
3. NVR hardware failure, contact your local supplier
Fail to connect NVR through network
Possible reasons:
1. check the physical network connection is correct.
2. check the NVR network configuration parameters.
3. check whether IP conflicts exist in network.
Download records can’t be played
Possible reasons:
1 . Player installation error.
2 + The USB or HDD device has an error.
3 . Do not install graphic software later than DX8.1.
Internet Explore Crash
Possible reasons:
Close IE explore, enter into the tool bar

Internet Options @

General I Security | Privacy | Content I Connections I Programs ‘ Advanced

Settings

[ Do not save encrypted pages to disk -
[] Empty Temparary Internet Files folder when browser is de

Enable DOM Storage
e Intearated Y

I Don't checked

=8 [0 [=1=e] ule [} gcaon
|BIllEnable memory protection to help mitigate online attacks™|
|| Enable native XMLHTTF support
[ Enable SmartScreen Filter
7] usessL 2.0
Use 55L 3.0
Use TLS 1.0
[ useTs 1.1
[F] usems 1.2
Warn about certificate address mismatch®
["] Warn if changing between secure and not secure mode
] [ +

*Takes effect after you restart Internet Explorer

Restore advanced settings
Reset Internet Explorer settings
Resets Internet Explorer's settings to their default
condition.

You should only use this if your browser is in an unusable state.

m

o) (o ) Lo )

Diagram 10-4 IE tool bar
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Internet Explorer 9.0
Possible reasons:
Internet Explore9.0 above version visit: Please choose compatible mode.

11 IMS200 INTRODUCTION

11.1SUMMARY

IMS200 is a professional surveillance system software which support muti-user, multi-window and multilingual
display, voice talk, EMap, alarm and etc. IMS200 is compatible with various access devices. This is a stable, reliable
and easy operation system.

11.2RUNTIME ENVIRONMENT

+¢+ Hardware minimum requirements
B CPU P4/2.0GHz
® Memory 512M
B Resolution 1024*768 and >128M memory (support DirectX 8.0 and higher grade)
M Hard Disk  300M free space
W Network transmission  10/100Mbps Ethernet, consistent with TCP/IP or UDP/IP protocal
+¢+ Software minimum requirements
W Operation system: Windows XP SP2, Windows 2000, Windows 2003, Windows Vista, win7 (run by
“Administrator” in Vista and win7 )

B Graphics drive installed

[Q Introduction: enable “DirectX”, set the “hardware speed up” to ‘high’
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Brickcom

) DirecX Dingnostic To

Display | Sound | Input

Device

Directy Features

Motes

Mame:

Manufacturer:

Chip Type:

DAC Type:

Approx. Total Memary:
Current Display Mode:
Monitor:

DirectDraw Acceleration:
Direct3D Acceleration:

AGP Texture Acceleration:

Mobile Intel(R) HD Graphics
ATI Technologies Inc.
Intel(R) HD Graphics Family
Internal

2310 MB

1366 x 768 (32 bit) (55Hz)
Generic PnP Monitor

Enabled
Enabled

Enabled

Drivers
Main Driver:
Version: 8.811.1,5000
Date:
WHQL Logo'd: Yes
DDI Version: 11

Driver Model: WDDM 1.1

igdumdx32.dll,igd 10umd32.dll,igd 10u

3/25/2011 6:08:44 PM

* Mo problems found.

Help

|

Next Page

I [ Save Al Information ... ] [
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12 INSTALLATION

12.1Windows Operation system

1. Double left click “IMS 200 Client V1.00.exe” to install this program.

IME_200_Client V. . |
Setup Application

2. Complete the installation following the guide, see “Diagram 12-1” to “Diagram 12-5”
Step1: click “Next (N)”, see “Diagram 12-1”

B8 IES200 Setup X

Welcome
Welcome to the installer for IMS200 1.00.
It is strongly recommended that you exit all

Windows programs before continuing with this
installation.

If you have any other programs running, please
click Cancel, close the programs, and run this
setup again.

Otherwise, click Next to continue.

l Hext > l [ Cancel

Diagram 12-1
Step2: click ‘“Next (N)’after select a install path, the default installation path is “C:\Program
Files\IMS200”.see”Diagram 12-2”

8 INS200 Setup X

Installation Folder
fhere would you like IMS200 to be installed?

The software will be installed in the folder listed below. To select a
different location, either type in a new path, or click Change to browse for
an existing folder.

Install IMS200 to:
|E: \IMS2004IMS200

| | Change. ..

Space required: 120.6 MB
Space available on selected drive: 80.15 GB

[ < Back ] I Hext > ] [ Cancel

Diagram 12-2
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Brickcom

Step3: click “Next (N)”

Ready to Install
You are now ready to install INS200 1.00

The installer now has enough information to install IMS200 on your computer.

The following settings will be used:
Install folder: E: \INS2004\INS200
Shorteut folder: INS200

Please click Next to proceed with the installation.

[ < Back ] | Hext > | [ Cancel ]

Diagram 12-3

Step4: install automatically

Installing INS200

Please wait...

Creating Uninstall. ..

Creating uninstall executable. ..

[.------------..I ]

Diagram 12-4

Step5: click “Finish (F)” to complete the installation process
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% INS200 Setup X
Installation Successful
The IMS200 1.00 installation is complete.

Thank you for choosing IMS200!

Please click Finish to exit this installer.

Diagram 12-5

o

3. The shortcut BESEEEER will be created on desktop after install the IMS200 system.

13 LOGINAND INTERFACES

13.1LOGIN

c

Double left click MEEEEN 1o pop up [LOGIN] interface, see “Diagram 13-1. Input correct user name, password

and click “OK”——to enter the system.

The default account is “super” which has device management authority (the name and password are “super”) . The
default administration account is “system” which has authority to modify advanced functions like create new users,
rights management and add E-map (the name and password are “system™) . Please refer “15.3” for detail.
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IMS200 | Surveillance system

Local IP: 192.168.0.128

Auto Login

Cancel

Restore Monitor Last Time The User

Previous User

Hljt F.l-"-.h ire

Diagram 13-1

A Note:

1. Modify your password in “Setting->Modify Password” in the first login.

2. Configure the organization, users, device, EMap and etc. Please refer “15.3” for detail.

13.2INTERFACE

There are screens, menu, functional keys, output mode keys, toolbar, upper right icons, alarm and status show on
the main interface. (See “Diagram 13-2”)
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IMS200
01-66-V-1 2011-03=24719=04"43 02-134-V-1

om0
# 134-V-7

& # 134V8
T 149
# 149-V-1
# 149-V-2
# 149-V-3
# 149-V4
T 66
# 66-V-2
# 66-V-3
# 66-V4
g wi # 66-V-5
205/8 X1 - s .
P # 66-V-7
Camera 02 ’ # 66.V-8
* == v # 66-V-9
04_149_V_2 2011E035248119:05500 i
R # 66-V-11
# 66-V-12
# 66-V-13
# 66-V-14
# 66-V-15
# 66-V-16
= factory
office

PTZ Ctrl

Monitor Project

Diagram 13-2

1. Screens

Display and control the real-time video. Select “voice talk”, “snapshot”, “record”, “output”, “save”, “go to” and
“TVwall” function in a specific window. (See “Diagram 13-3”)
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I Window:1

; Yoice Talk
Snapshot
Record

5 Output

save. . .

o= Go to

2 TV fall

F‘ﬂ Close

.

Diagram 13-3

01-66-V- 2011-08=247 | 9=051367

ﬂ Introduction: functions are valid under specific conditions

2.

Menu

Name

Function & Operation

Camera Lis

Shows organizations, devices and channels

Shows device IP, name and model by moving the mouse cursor on a device

Finish the TV wall output and video output in center

Status icorns in record and live view mode

Show the record device status

Take record for talk

Search information of device and channel

Add to “Favorite”

Record review

Position to playback

Timing

Reboot

Login/Logout C(manually)

Configurate control  (for hk devices)

PTZ Ctrl

Control
zoom

Eight-direction control

3D positioning, simulated joystick, etc.

Modify step, zoom, focus and Iris

Preset
Auto Tour
Aux

Configurate and execute presets

Configurate and execute auto tour

Light, Aux1, Aux2, etc.
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Monitor
Project

Configuration and Execution

Plan the task

Pause/On the task

Import/Export the documents

The information of the project and task

Setting

License

Functions authorization (license password is necessary for login)

Local Set

Set the record path

Set the download path

Set the snapshot path

Set the talk path

Set the single file length

Enable the talk saving

Enable the display toolbar

Show or hide the device name on EMap

Minimum or maximum EMap size

Set log number capacity

Select media transfer protocal

Select start screen numbers

Set organization levels

Multi-window configuration

Auto task running

Select system startup mode

Set time period before turn to the playback

Time verification interval

Time verification disparity

Display content when device running

Language (Chinese/English)

Screen display: OSD configuration

Keyboard serial port configuration

Admin config: config the organization, users, device, EMap and system

Upgrade: software upgrade

About: software version and copyright

/Admin Config

Add/modify/delete the users or devices

Add/edit the EMap

System setting, | frame, log, authorization, password, DDNS setting.

Input

Input the setup file

Output

Output the setup file

Modify
Password

Modify license password or current account password

License

For different users access for setting

Custom Tool

Playback the last alarm related video

Status Display

IP, manufacturer and working status information display.

Form 13-1
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3. Functional keys

Name Description

Task config Add, modify and delete tasks
Plan config Add, modify and delete plan
Global config Configurate the external, detect, loss and cover alarm
Relate config Configurate the relate, alarm output to CDS/VMS/sound/SMS

Alarm Manually plan config | Manually channel, device and node plan
Overall config Alarm, relate sound, relate light, relate output
Execute Execute or stop task or plan
Import/Export Import/export alarm information files
Device info Device list, name and task status
Playback Four-window record playback, support slice, full screen, record,

snapshot, syn play, forward and slow
Query Download Download from headend device or Centre records

Search Search the files of voice talk, local record, snapshot and download
Alarm show Shows alarms by time, type, user and status

EMap EMap Integrate the map and video information

Dev status Device Status Shows the channel stream and alarm task

TV wall TV Wall Set the screens output to TV wall

Form 13-2
4. Output mode
Name Description
Output Mode 1/4/6/8/9/13/16/25/36/Full Screen/Close All Windows
Form 13-3
5. Display toolbar
Name Description

Toolbar on screen

Icons for record, snapshot, color, voice talk, streaming and etc.

6. Upper right icons

Form 13-4

Name

Description

Minimizing, maximizing window, license, lock, switch and exit current account

7. Alarm & Date

Form 13-5

Name

Shortcut zoom

Description
Pop up system log and alarm interface by clicking the time and alarm icon
Form 13-6
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Brickcom

8. Status
Name Description
Status CPU and network running status
Form 13-7
Login by the “super” account and add devices. Click [ Admin Config] to enter the interface as follow
X|
& Device |Users | ] E @ K
) === Organizational Structure Device ID Device Name Device Type Channel Count Device IP Manufacturer
e e 1005 149 DWR 4 10.12.1.149 TYPEI
e 1004 134 DVR 8 10.12.3.134 TYPEI
1003 66 DVR 16 10.12.1.66 TYPEI
1002 factory DVR 8 192,168.0.195 TYPE III
@ 1001 office DVR @ 8 192.168.0.134 TYPEI
Diagram 13-4

(1) Add: select an organization node in (1) zone and add devices under this node in (2) zone. Input the device data
like type, manufacturer, name, IP and password in popup window; then click [ Access Channel] to get the device

channels and alarm channels automatically. At last cIickto finish the process. (the “Device Channel Count”

and “Alarm Channel Count” are automatically generate according to the device IP. The default port: 8000. ) See
“Diagram 13-5”

102

WWW.BERICKCOM.COM | EXPERT IN WIRELESS IP SURVEILLANCE



r Devicelnfolist
Search Device |
jin] | Device | Device IP{DDMNS Server) | Dev Port | Manu | Dev Type |
1001 105 192,168.1.105 3000 Type I IPS
1002 Va2 192.168.1.254 37775 TypeI DWR
1003 Va4 192,168.1,252 G651 Type I DVR
rDevice Info
Device arg: Select Organization First | IFDDt
Device Name: I Device ID: I 1004
Device IP: I Alarm Chnl Murn: I.j Modify Chil Attr |
(DDNS)
Device Manu: IT‘r'IDE I j Dewv Chnl Mum: ||:| Get Dev Chnl Count |
UserName: Iadmin Device Type: ID-.;R j
Passward: I Device Port: Ig.j.j.j
Device Desc: I
I pdate | [e|ete | Remote Config |

Diagram 13-5

(2) Modify: select a device and click icon ¢ to modify its information

(3) Device Information: this window (See “Diagram 13-6") which contains [Device Information], [Video Channel]
and [Alarm Channel] will pop up when you select a device.
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chnlID | Chnl Number | chrl Name | camera Type
100201 1 Y02-y-1 Camera

100202 2 Vo2-v-2 Camera

100203 3 v02-V-3 Camera with PTZ
100204 4 VO2-y-4 Camera

100205 5 Yo2-y-5 Camera

100206 -] V02-¥-6 Camera with PTZ
100207 7 V02-y-7 Camera

100203 8 Vo2-v-8 Camera with PTZ
100209 = Vo2-v-3 Camera

100210 10 VO2-v-10 Camera

100211 11 vo2-y-11 Camera

100212 12 Vo2-y-12 Camera

100213 13 V02-¥-13 Camera

100214 14 Vo2-¥-14 Camera

100215 15 V02-V-15 Camera

100216 15 Yo2-y-18 Camera

Modify Chnl Attr I

Get Dev Chnl Count I

=

Remote Config |

Diagram 13-6

Chammed Attribate |

Chnl ID;

Chnl Type:

Chnil Mum:

Chnl Mame:

Camera Type:

|1nu2n2

|video Chrl =l
|1nuz

|'-;nz-'-;-2

|camera =l

104

Diagram 13-7” is the [Video Channel] interface
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) atarm chol |

Chnl ID | Chnl Number | Chnl Name | Camera Type |
1002011 1 Y02-y-1 Camera

100202 2 Vo2-v-2 Camera

100203 3 v02-V-3 Camera with PTZ
100204 4 VO2-y-4 Camera

100205 5 Vo2-y-5 Camera

100206 ) V02-V-6 Camera with PTZ
100207 7 Vo2-¥-7 Camera

100208 8 Vo2-v-8 Camera with PTZ
100209 = Vo2-v-3 Camera

100210 10 v02-¥-10 Camera

100211 11 vo2-y-11 Camera

100212 12 vo2-y-12 Camera

100213 13 V02-¥-13 Camera

100214 14 Vo2-¥-14 Camera

100215 15 V02-V-15 Camera

100216 15 V02-V-16 Camera

Modify Chnl Attr |

Get Dev Chnl Count I

=

Remote Config |

Chnl ID;

Chnl Type:

Chnil Mum:

Chnl Mame:

Camera Type:

Chammed Attribate |

|1|:|nzuz

I'-.'idecu Chnl j

|1nnz

| WO2-y-2

ICamera j

Cancel |

Diagram 13-7

Double left click a video channel to pop up the [Channel Information], see “Diagram 13-8”.
You can modify channel name, pre-position and camera type. The camera type include camera, dome camera and
half dome camera. ( channel ID, channel type and channel number are default value.)
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COm

et

Chamne Attribate K|

Chnl ID: | 100202

Chnl Type: [video Chr =]
Chnl Mum: I 1002

Chnl Name: I'-,'nz-'-,'-z

Camera Type: ICamera j

Cancel |

Diagram 13-8

“Diagram 13-9” is the [Alarm Channel] interface

| Device Information | Video Channel | Alarm Channel |

D Channel ID Channel Name
1 1 134-A-1
2 2 134-A-2
3 3 134-A-3
- 4 134-A-4
5 5 134-A-5
(] <) 134-A-6
7 7 134-A-7
8 8 134-A-8

l Remote Config

Diagram 13-9

Double left click an alarm channel to get a popup window, see “Diagram 13-10”
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Channel Information

Channel ID:

Camera Type:

Channel Type:

1

Channel Number: [ 1

Channel Name: ‘1734'5*'1

{ o}

[ Cancel ]

Diagram 13-10

You can operate in main interface after complete the configuration.

|

camera; 2. select the right camera type.

Q Introduction: there are two criteria for apply the PTZ function: 1. ensure the connected device is a dome

14 FUNCTIONS

14 1IMONITOR

14.1.1 CAMERALIST

[Camera List] shows the “Structure”, “IP Address”, “Device List”, “Favorite” and “History”. (See “Diagram 14-1")
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Camera List
Device List LF Historical records

ol root favorites
BT 134
r® 134-V-1

134-V-2

134-V-3

134-V4

134-V-5

134-V-6

134-V-7 Real-time video

134-Vv-8

9

# 149-V-1 Local video

w 149-V-2
# 149-V-3
# 149-v4

66

# 66-V-1 Equipment
# 66-V-2

# 66-V-3

#® 66-V4

# 66-V-5

# 66-V-6

#® 66-V-7

# 66-V-8

# 66-V-9

# 66-V-10
# AAV-11 Search equipment

information

Diagram 14-1

Operation:
® Node:

Click to open the sublist.
Click = to close the sublist.

@ Switch to live view:

Select a screen and double left click a camera to start the live view in this selected screen.
Or drag a camera/device/node to a screen to play.

@ Device information: move the mouse cursor to NVR " or |PC & to show the device information like IP,
name, manufacturer and model.

® Start talk: select a camera and enable the voice talk in context menu, click again to stop talk.

® Add to “Favorite”: select a node/camera/channel and add to favorite in context menu.

® Playback interface position: Select a camera and position it to the playback interface by context menu.
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® Sct “Playback before”: Setting—>Local Set—>Other
® EMap position: select a camera and position it to the EMap by context menu
@ Search: input device name or IP to search

@ Context menu:

99 <

Right click a device to execute the operations “add to favorite”, “timing

99 <C

, “reboot”, “log in” and “config”

Camera List

Device List sus

- root

#Add to Favorite Folder
Verify Time

Reboot

Loginout

Config Control

- 134-V-7
% 134-V-8
BT 149
Diagram 14-2

Right click a camera to execute the operations “talk”, “add to favorite”, “go to playback” and “go to EMap”.
Camera List

S p—
Device List aue

o

Start Talk
#Add to Favorite Folder

Flayback Interface Fosition

Diagram 14-3

14.1.2 LIVE VIEW

Play the live view in selected window or drag a node or a device to a window to play. (See “Diagram 14-4”) .
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IMS20C
01-66-V-1 20110324 RISRISEETIN 02-134-V-1 2011=03-24719°13:43 _ Conera List
Device List
‘ A root
® 1 3 B 134
B 134-V-1
@ 134-v-2
® 134-V3
P 134-V4
® 134-V-5
® 134-V-6
® 134-V-7
® 134-V8
> 149
# 149-V-1
® 149.V-2
218/8 X1 Sy
® 140-V4
Camera 02 ~ 66
= Ny . - # 66-V-1
04-149-V-2 03: 24519716703 B oont
® 66-V-3
® 66-V4
® 66-V-5
® 66-V-6
® 66-V-7
® 66-V-8
® 66-V9
® 66-V-10
P ARV

PTZ Ctrl
Monitor Project

- < Setting
Camera 03 Camera 04 ) e deeined Too
1 O H B @ H B B B @ 3 B B x

Po Xlare M Query %

Diagram 14-4

[Q Introduction:

1. The device with green spot refers this camera is in live view mode.

2. Select a window, the corresponding camera will be marked automatically.

3. Drag to change the screen position; double left click to maximize the image(single screen), double left click to
go back.

Screen context menu: (See “Diagram 14-5”).
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IMS200

02-134-V-1 2011=0324719:14:27" i

Device List

) 134-V-1
® 134-V2
# 134-V-3
# 134-V4
# 134-V-5
# 134-V-6
# 134-V7
# 134-V-8
149
# 149-V-1
# 149-V-2
@8] #indow: 1 # 149-V-3

218/8 .

Monitor Froject

Setting

Camera 02

1 O B B B B E B 8B B 25 x RN : evice Running

user—defined Tool

P Marn 4 Query (% EMep

Diagram 14-5
Functions Description.
Control Explain
Window Show the window number
\oice talk Start the voice talk(depend on the NVR function)
Snapshot Snapshot in live image
Record Save the video audio in local files
Output Set the output audio and color
Save Save the current window and camera as one task group
Save the current video in “Favorite”

Goto Position to playback or EMap
TV Wall Send image to TV wall
Close Close the selected window

Form 14-1
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14.1.3 RECORD

Click the[ Record ]in context menu to start recording, click again to stop the operation. Set record path in [Setting] >
[Local Set]->[Record].

[Q Introduction: === in recording, EEM: device, : channel

14.1.4 SNAPSHOT

Click ['Snapshot] in context menu to save one single image of the video.
Path: Setting - Local Set > Record.

The default path: C:\Program Files\IMS200\PIC.

Save format: .bmp.

14.1.5 COLOR

You can modify brightness, contrast, saturation and hue in screen [context menu] —>[Output]—>[Color]. (see
“Diagram 14-6”)

134 (134-¥-1)

Brightness ,J :;SD ‘
Contrast = J 50
Saturation = J 50
Hue d J :'.50

[ Resume ] [ Default ]

Diagram 14-6

[Q Introduction: Resume: restore the last operation; Default: restore to the default status. This operation modify
the screen output but not the headend cameras.
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14.1.6 VOICE TALK

select ['Voice Talk] in the context menu to access the live sound, click it again to quit.

[L] Introduction: multiple channels’ voice talk are unsupported. The voice collector in NVR is necessary for
apply this function.

141.7 GO TO

Playback: play the 10 minutes before record. (the default is 10 mins, you can modify it in “Setting”—>“Local Set”
“Others”—>*Playback Before”)
EMap: go to EMap which the camera belongs.

141.8 TV WALL

TV wall is supported, contact with the technical support staff for further information.

14.1.9 PARTITION

Partition options are first window, 1, 4, 6, 8, 9, 10, 13, 16, 20, 25, 36 windows, see “Diagram 14-7”.

1 0 BH B B H B B BH B 35 B3 £

Diagram 14-7

[L] Introduction: the default partition is 4 windows

14.1.10FULL SCREEN

Full screen icon is (see “Diagram 14-8”)
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01-66-V-1; 2011-03=24 19I7EB000 )2-134-\/-13 2011=03=24 19:15:28_

2188 X1

Camera 02 7
04-149-V-2 201j1=03=2481|951/7546

1 0B B B 82 B 8B 8B HE 3 B8 B8 x

2 Query 3 B L

Diagram 14-8

[ﬂ Introduction:

1. The right side toolbar pop up as cursor move into this zoom, hided as cursor move out.
2. The bottom toolbar pop up as cursor move into this zoom, hided as cursor move out.
3. Click “Esc” to exit.

14.1.11CLOSE ALL WINDOW

Click n to close all screens.

14.2QUERY

“Query” include “Playback”, “Download”, “Search” and “Alarm Show”.

14.2.1 PLAYBACK

Click [Query] to pop up the [Playback] interface (see “Diagram 14-9”) .
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Pl ayback ¥ Download OF c.oren ?’,, AlsrnShow

2011=03-247T9=10E57 a0 01115 0324519510259

Organization Record list }

L 149-V-2
# 149-v-3
#* 149-Vv4
B~ 66
# 66-V-1
# 66-V-2
# 66-V-3
#* 66-V4
# 66-V-5
# 66-V-6
# 66-V-7
# 66-V-8
#* 66-V-9
# 66-V-10
# 66-V-11
#* 66-V-12
# 66-V-13
# 66-V-14
# 66-V-15
# 66-V-16

! 218/8

Camera 03 Camera 02
a e 11 P » > p W Em 9  Slice o
o S 10 1S 20 2S 30 35S 40 as SO

TIU 0 S SN O A A T A S O G R
10 12 14 16 138 20

o 2 4a =3 £=3 2
- EEEEEEEEEEEEEEEEEEE |

Detect External General 19h10mS9=

Diagram 14-9

Select a camera in “Organization” > select the “source” (all, device, platform)and “type”(all, external alarm, motion
detect, general record) = double left click the date to list all records of that day (the time band with color refers the
different record types in that period). You also can choose any time period by dragging, see “Diagram 14-10".

O S 10 1S 20 2S5 30 35S 40 as SO SS S

Nl o com 0o s e wow 2 oo o s 00 oy 0w 2 o o e o e e 2 e O 2 0 026 N N9 S 9O 25 0 92 2 020 KA S 9O 25 Q0 O S (40 M9 S 95 ¥ QO 030 B QY
S 3 10 12 14 16 13 20 22 24

>
Detect M External 14h14m32=

Diagram 14-10
Green: General Yellow: Motion Detect Purple: External Alarm

Select the hour and minute separately and play that record.

Click E to synchronize four windows’ record time with the selected specific window

ﬂ Introduction: the prompt as “Diagram 14-11” will pop up as the search is failed.
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Diagram 14-11

“Diagram 14-12” shows the playback toolbar

paparazzi suspended Quick put Nextframe  All stop slice audio Broadcast information clew

\ A /

\ \ % \

full-screen video broadcast Slow play stop Synchronous broadcast’ng

Diagram 14-12

Fast: 2, 3, 4, MAX times faster playback
Slow: -2, -3, -4, MIN slow playback

All the searched record results list in

, See “Diagram 14-13”.
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M¥Flayback ¥ Download OF suon )

8, M arnShow

2011-03-24719E0/1E04
Organizatio Record list ;

205/8

Camera 02 _—
20Nz 0324811950140

\ )
Camera 03

il 0

19h1m40=

Diagram 14-13

The record with blue color is the one in playing.
Double left click a record in list to play.

Double left click a window to switch to full screen mode (see “Diagram 14-14”) and click again to exit.
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14.2.2 SLICE

2742

Camera 04

E o e 11 b » > » ®m g %  Slice

20 2S

Diagram 14-14

19h1Tm31=

Click to operate on the records which have been searched out in the following interface. See “Diagram 14-15”
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FYePLayback ¥ Download OF seuon ?L (o

Before m Time PEHRutREel After 10Min Interval 1Min

Diagram 14-15

1. Toolbar

The operations include snapshot, pause, play, fast, slow, single frame and stop.

Define the slice duration and its previous or after time period. There are 1, 2, 5, 10, 15, 20, 30 mins time length for
selecting.

Note: the slice toolbar function and operation are similar with the records playback toolbar. Please consult that for
reference.

2. Bottom slice image

Click as you set the slice duration and previous or after time period. The system will automatically run

the slice process according the setting. See “Diagram 14-16”

$ .

510 ‘,«#‘ = o 4
18:50:00 18:55:00 18:56:00

Diagram 14-16

The first eight slice image will be illustrated on the bottom. If the slice pictures are more than eight, there will be a
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floating arrow for scroll display.
3. Side slice image

Left single click image, the pic will be enlarged and display the previous and next slice image at the same time

. See
“Diagram 14-17”

2011=€3=21
o -

205/8

Camera 01

285/8

Camera 01

205/8

Camera 01

Diagram 14-17

The selected image is displayed in the middle, the other two image are put as the time sequence.
4.  Playback

Double left click the slice image to playback the record video from the time point of this slice. See “Diagram 14-18”

120

| EXPERT IN WIRELESS IP SURVEILLANCE



Pl ayback W @ Search ?l4 Al armShow

2011=03- 2438”9 1521

205/8 X1

Camera 01
201156322
T e

2085/8

Camera 01

205/8

Camera 01

205/8

Camera 01

18:50:00 18:51:00 18:52:00 18:53:00 18:55:00 18:56:00

Diagram 14-18

5. Menu
Exit the video slice and switch to playback, download, video search and alarm page.

14.2.3 DOWNLOAD

i Download

Click to turn to the [Download] interface. (see “Diagram 14-19”)
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F¥Floyback ¥ Townload OF c.oren ?L (R

15:00:00
& root | 15:01:36
B 134 ‘ 16:00:00
& 134-V-1 |
£ 134-V-2 17:00:00
® 134-V-3 18:00:00
# 134-V4 ‘
# 134.V5 ‘ 19:00:00
# 134V-6 19:3321
# 134-V7 ‘
# 134V-8
B~ 149
# 149-V-1
# 149V2
# 149-V-3
# 149V4
BT 66
# 66-V-1
# 66-V-2
# 66-V-3
# 66-V-4

16:00:00 (3 K J 17:00:00 5 Start End

S 10 1S 20 2S 30 35 40 a4s SO SS &
R S O R G 0 G Y 0 X R T A0 S A O A A S A A 00 D A5 60 R G 20 2 G40 Y S
=3 38 10 12 14 16 138 20 22 2.

General B 14h3mS6=

Diagram 14-19

Select a camera in device list first, then define the record “source” (all, device, platform) and “type” (all, external
alarm, motion detect, general record), at last double left click the records date to get the search results list. Select
the record in the list directly or select by time that operate in the time slider. Right click or double left click to start
the download. (See “Diagram 14-20”)

) [

Diagram 14-20

Set the records path in [Local Set] interface, the record format is “.dad”.
“Diagram 14-21” shows the record loading progress.

16:00:00 17:00:00 Device  General 220079

Diagram 14-21

Input the start and end time, click  to download all the records in this period. Click to stop download. (See
“Diagram 14-22”)

16:00:00 T KJ 23:00:00 3 Start
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Diagram 14-22

will stop the playback automatically when you start downloading.

[Q Introduction: you cannot download and playback the same channel records at the same time. The system

14.2.4 SEARCH

Click to turn to the interface like the “Dlagram 14-23” shows.

Pl oback ¥ Download O sewa B8 i1 arnshon

2011=03-24 19:12: 46 _

218/8

Camera 02
CHl 2011- 3-24
0:00:00
End Time: 2011- 3-24
SE me End File Name
2011-03-24 19:38:47 20110324 19:38:48 root(1)_134(1004)_134-V-1(0)_193847 bmp
2011-03-24 19:38:56  2011-03-24 19:38:58  root(1)_134(1004)_134-V-1(0)_193856 bmp
20110324 19:42:43  2011-03-24 19:42:44 root(1)_134(1004)_134-V-1(0)_194243 bmp
20110324 19-42-51  2011-03-24 19-42°57 roat(1} 134(1004) 134-V-1( 194251 hmn

Diagram 14-23

Snapshot
Snapshot
Snapshot
Snanshat

Select a node or a camera in device list first, then define the “start time”, “end time”, “file type” (voice talk, local
record, snapshot file, download file) and “user”, at last click [Search] to get the results in the right bottom list. You

can play a record by “Play” button or double right click it. (See “Diagram 14-24")
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Video file opens local  suspended Quick put Former frame backward Continuous play audio

/ 7

/ \ .73 — —— ~
/ \ \ \\\_\ \\\ e~ \'\_n
/ \ \ ™ e iy
paparazzi broadcast Slow play Former frame forward stop Broadcast progress bar Broadcast information clew

Diagram 14-24

You can recycle play the video records but not the snapshot file.

14.2.5 ALARM SHOW

Click to turn to the interface like “Diagram 14-25”.

MMFLerback R O e cn

B Device List Host List DECHN 2011- 3-24 v ESeEratall 0:00:00 3 SR 23:59:59 |$

User system Alarm Type Al Status NotConfirm

Event Descaription Status Appear Time Disappear 1"

Alam(Device Disconnect)! Device: 66 NotConfirm(Exit) 2011-03-24 15:1553  2011-03-24 1
Aam(Device Disconnect)! Device: 66 NotConfirm(Exit) 2011-03-24 15:18:12  2011-03-24 1
Aam(Device Disconnect)! Device: 66 NotConfirm(Exit) 2011-03-24 152023  2011-03-24 1
Alam(Device Disconnect)! Device: 66 NotConfirm/(Exit) 20110324 152303  201103-24 1:
Alarm(Device Disconnect)! Device: 66 NotConfirm(Exit) § 20110324 15:30:33  2011-03-24 1
Aam(Device Disconnect)! Device: 66 NotConfirm(Exit) 2011-03-24 15:3235  2011-03-24 1:
Aam(Device Disconnect)! Device: 66 NotConfirm(Exit) 20110324 15:35:41 20110324 1
Alarm(Device Disconnect)! Device: 66 NotConfirm(Exit) [ 20110324 1550:03 20110324 1
Alam(Device Disconnect)! Device: office NotConfirm(Exit) 2011-03-24 16:24:15

Alarm(Device Disconnect)! Device: factory NotConfirm(Exit) 2011-03-24 16:24:16

Aam(Device Disconnect)! Device: office NotConfirm(Exit) 2011-03-24 16:50:41

Alam(Device Disconnect)! Device: factory NotConfirm{Exit) 2011-03-24 16:50:42

Alam(Device Disconnect)! Device: 66 NotConfirm(Exit) 8 2011-03-24 16:50:43

Alarm(Device Disconnect)! Device: office NotConfirm(Exit) 2011-03-24 16:58:39

Alam(Device Disconnect)! Device: factory NotConfirm(Exit) 2011-03-24 16:58:40

Alam(Device Disconnect)! Device: 66 NotConfirm(Exit) §SSEE 20110324 16:58:41 201103241
Alam(Device Disconnect)! Device: 66 NotConfirm(Exit) 2011-03-24 17:04.06  2011-03-24 1
Alam(Device Disconnect)! Device: 66 NotConfirm{Exit) 2011-03-24 17:08:41 2011-03-241
Aam(Device Disconnect)! Device: 66 NotConfirm(Exit) 20110324 17:10:32  2011-03-24 1
Alam(Device Disconnect)! Device: 66 NotConfirm(Exit) 20110324 171446 201103-24 1
Alarm(Device Disconnect)! Device: office NotConfirm 8 2011-03-24 19:40:30

Alarm(Device Disconnect)! Device: factory NotConfirm 2011-03-24 19:40:31

Aam(Device Disconnect)! Device: 66 NotCorfirm 2011-03-24 19:40:32

Alarm(Motion Detect)! Device: 149, Channel: 149-V-2 NotConfirm [ 201103-24 19:40:52 20110324 1
Alarm(Motion Detect)! Device: 149, Channel: 149-V-2 NotCorfirm 20110324 19:41:22  201103-24 1
Alamm(Motion Detect)! Device: 149, Channel: 143-V-2 NotConfirm 20110324 19:42:12 20110324 1:
Alarm(Motion Detect)! Device: 149, Channel: 149-V-2 NotCorffirm 20110324 19:42:44  201103-24 1! a

>

Diagram 14-25

Select a node or a camera in device list first; then define the “date”, “start/end time”, “user”, “alarm type” (all, video
loss, external alarm, motion detect, camera masking, device disconnection, host alarm) and “status” (not confirm,
confirm); at last click [Search] to get the result list. The number of the required records show in the blank following

the [Search] button.
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14 3SALARM

The system supports six type alarms (video loss, external alarm, motion detect, camera masking, device
disconnection and host alarm). As soon as the alarm occur, the related device will automatically position and make
reaction to the alarms. The alarm relate include sound, video, EMap, TV wall, output (SMS, voice message).

Click to pop up the interface like “Diagram 14-26”.

SSRGS i 6 H Alarm Relate i\‘ ‘r. fn

List Information Device Info

Device List Device List Type 1 2 3 4 5 6 7 9 | 10 11| 12! 13| 144 15| 16
134 [MotonDetect > B P B E B B B | |
B ok Video Loss
s
& 134V Extgrnal Alarm
# 134.V2 Motion Detect
# 134.V-3 Video Loss
# 134.V4 Camera Masking
# 134-V5 External Alkrm
# 134-V-6 Motion Detect
#* 134-V-7 Video Loss
#* 134-V8 Camera Masking
134-A-1 External Alarm
134-A-2 factory Motion Detect
134-A-3 Video Loss
134-A4 Camera Masking
134-A-5 External Alrm
134-A5 Motion Detect
g:‘ﬁg Video Loss
Camera Masking
External Alarm

[of o of o o o

-
Y
0

s O O O I O O O Ol I N N S O O
» 140.v-2 S S
# 149-Vv-3

Task Config List

Plan Config List

Alarm Detail Information

Relate Detect  Cover oss  External  Host iscon Confirm ~ A1l Confirm
MNo. Flag Time Status Event Description
| 16| | 2011-03-24 19:47:23 Alarm(Motion Detect)! Organization: root. Device:
| 15| | 2011-03-24 19:47:06 [iot Confin| Alanm{Motion Detect)! Organization: root. Device
| 14| | 2011-03-24 19:46:48 Alarm(Motion Detect)! Organization: root. Device:
12

2011-02-74 19-46-32 | ot Confinl Alarmi{Motion Netectl Omanization- mat  Device

Diagram 14-26

Top: toolbar (See “Diagram 14-27")

Prote_ction plan Aiarr.'* Iinkz_age Equipment
configuration configuration name minimize  Full screen  closed
\ \\\ | .\\‘\ \ )
w— 0 - Alarm Relate \ . 0 fie Config Manage (ig =
S / N 7 \ / S
Alarm zoning  Save as alarm Alarm global  Stop all Device Protection Configuration Configuration
configuration partition allocation linkage ist status import derived

Diagram 14-27

Stop all relate: stop all alarm relates
Import: import alarm configuration

Export: export alarm configuration
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Confirm: confirm the alarm and stop all relates

—
Click B to change the device information format. Double left click a device to illustrate all the sub channels.

You can rank the list by [View] on top-- . (See “Diagram 14-28)

Aarm Configv o 6 H Marn Relate ‘ﬂ an 8 Fiew Config Ma

List Information Device Info[48]

De ist 134
root

i [
BT 134
r® 134-V-1
# 134-V-2
# 134-V-3
# 134V4
# 134-V5
# 134-V6
# 134-V7
# 134-V-8
“ 134-A1
134-A-2
134-A3
134-A4
134-A5
134-A-6
134-A7
134-A8

-
-
b
-
-
-

—
-
0

# 149-V-1
# 149.V-2
# 149-V-3
Task Config List

Plan Config List

Alarm Detail Information

Loss  External Host  Discen Confirm  A11 Confirm

MNo. Flag Time Status Event Description

| 19| | 2011-03-24 19:48:59 Alarm(Motion Detect)! Organization:

| 18] | 2011-03-24 19:48:16 in| Alarm(Motion Detect)! Organization:

- 2011-03-24 19:47:44 Alarm(Motion Detect)! Organization:

2011-03-74 19-47-723 | ot Confinl Alarmi{Maotion NetectV Omanization-

Diagram 14-28

Left: device list and alarm detail information
Right: device information

e e ——
1 2 T [ 5 134-V-1 134-V-1

U I —ru
Right click on the alarm icon ( mm&  Relate Freview
the relates.

Relate Preview i
) and preview

Right click the blank to save the current status as an alarm task (2 s s s el ),

or choose a rank type.

Bottom right is the event list. Click M to deploy the event list, like “Diagram 14-29”.
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E=o
List Information —— —
Detect Cover Loss External Host Discon Confirm A1l Confirm
No. | Flag Time Status Event Description
| 22| | 2011-0324 19:51:20 Alarm(Motion Detect)! Organization:
% 400t | 2011-03-24 19:50-07 |lot Alarm{Motion Detect)! Organization:
B 134 5
S 2011-03-24 19:49:30 Alarm{Motion Detect)! Organization:
RV Confin| Alarmi ion ect zation:
# 134V m- 2011-03-24 19:48:59 N (Motion Detect)! Organi

# 134-V3 | 18| | 2011-03-24 19:48:16 Alarm(Motion Detect)! Organization:
* 134-v4 | 7] | 20110324 19:47:44 Alarm(Motion Detect)! Organization:
# 134-V-5 m 2011-03-24 19:47:23 (ot Alarm(Motion Detect)! Organization:

i | 15| | 2011-03-24 19:47:06 - {Motion Detect)! Organizati
i 201r0524 154706 | o (MotionDetect) Organiztion:
# 134-V-8 | 14 | 2011-03-24 19:46:48 Alarm(Motion Detect)! Organization:
134-A-1 | 13| 2011-03-24 19:46:32 Alarm(Motion Detect)! Organization:
134-A2 = 3 : P
e _‘ i Dot g
s i Mrm(Moion Detoct)! Orgarszation:
134-A5 | 10| [ 2011-0324 19:44:26 Alarm(Motion Detect)! Organization:
134-A6 | 9| [ 2011-0324 13:44:08 Alarm(Motion Detect)! Organization:
134-A7 = o : T
o —— 2‘“&"’" Do i
5 20110524 194244 rm(Mtion Detoct)! Orgarzation:
# 149-V-1 | 6 | | 20110324 19:42:12 Alarm(Motion Detect)! Organization:
* 149-V-2 | 5| [ 20110324 13:41:22 Alanm{Motion Detect)! Organization:

- 2
R 20110324 19:40.52 Alarm(Mation Detect)] Organization:
Task Config List

Device List

-
-
-
-
-
-
-
14

Alarm Detail Information

Diagram 14-29

Alarm configuration steps:
1. Task

There are FOUR methods to set task. The task icon will be in green as you set the task.
@D manually right click on the camera/device/node to enable or stop the tasks.
@ Select the alarm type in device list, e.g.  Set the task for all the devices and alarm type of “134” group.

(@ right click on the alarm icons -- = K , | , BN t0cnableor stop the tasks.

@ set a task first and tick the items. This is the most convenient way to set the task.
Plan the time periods for different tasks. Please refer 14.3.1 TASK CONFIG, 14.3.2 PLAN CONFIG

[ﬂ Introduction: stop task is the same method as enable it.

2. Global config , please refer chapter 14.3.4 GLOBAL CONFIG

3. Relate config, please refer chapter 14.3.3 RELATE CONFIG

After you set the task, global config and relate config, the alarm icons on screens will be in red as alarm occur. The

alarm relates are:
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® Sound: enable the function and select an audio file (format: .wav)
® TV wall: enable the function, the alarm video will be send to TV wall as the alarm occur.

® Alarm interface: enable the function, the alarm interface will pop up as the alarm occur. (See “Diagram 14-30”)

i 6 H Alarm Relate T{ :

List Information Device Info

Device List Device List Type
134
[Extemal Albrm (9 [ |
[Motion Detect 1= | |

Video Loss
Camera Masking
External Alarm
Motion Detect
Video Loss
Camera Masking
External Alarm
factory Motion Detect
Video Loss
Camera Masking
External Alarm
Motion Detect
Video Loss
Camera Masking
External Alarm

ITLERLEEE

o o o o o o

134-A-8

-
S
0

#* 149-V-1
# 149-V-2
# 149-V-3

Task Config List

Plan Config List

Alarm Detail Information

Relate  Detect &
No. Flag Time Status Event Description

| 23| | 20110324 19:51:48 Alarm(Motion Detect)! Organization

| | 20110324 19:51:20 Alarm(Motion Detect)! Organization

| 21| | 20110324 19:50:07 Alarm(Motion Detect)! Organization
0

2011-03-24 19-49-30 | Int Confinl Alami{Motion Detect W Omanization

Diagram 14-30

Relate the alarm video, support maximum 4 channels. (See “Diagram 14-31”)
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n Confize bl S arn Relatew” | )} A
Klarm Config el o E Alarm Relate S u‘\ - View E E—]

List Information 01-66-V-1 201150324 19557537

Device List

i root ]
BT 134
] 134-V-1
# 134-V-2
# 134-V3
# 134-V4
# 134.V5
# 134-V6
# 134-V-7
# 134-V-8
“ 134-A1
134-A-2
134-A3
134-A4
134-A5
134-A6
134-A7
134-A8

-
-
-
=
-
-
=

=
S
=]

# 149-V-1
# 149-V-2
# 149-V-3

Task Config List

Plan Config List

Alarm Detail Information
Motion Detect

Relate Detect Cover Loss External Host Discon Confirm A1l Confirm
Time Status Event Description
2011-03-24 19:56:57 | ot Confin| Alarm(Motion Detect)! Organization: root. Device: 66. Channel: 66-V-1

Red Flag

Diagram 14-31

On the popup screen, you can find a voice talk icon to apply this function. (See “Diagram 14-32”)
Sent to the main window upshifting Alarm confirm

\
\
“I

Speech talkback Send video matrix doﬁ*vn
Diagram 14-32

[L] Introduction:

1. The on playing relate video corresponding with the flag alarm record.

2. Double left click the alarm record to check the relate video when there are more than one alarms occur.
3. Turn to the next or previous video by down and up icon.

4. Click “Confirm” to end the video relate.

5. Double left click to full screen this window.
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Brickcom

The alarm icon will show on the screen as the alarm occur

03-134-V- 2082 200241

:

R

Camera 03

Diagram 14-33
=3: Motion detect; 7. - video loss; & :cameramasking; ® :external alarm

If you set the alarm relates EMap, the map with alarm indicators will pop up when the alarm occur. (See “Diagram
14-347)
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Diagram 14-34

® SMS output and talk output are selectable. Alarm records will be sent to your phone by SMS or output by sound device.

[ﬂ Introduction: you have to install DMSS and alarm output software for alarm SMS output.

14.3.1 ALARM TASK CONFIG

Click [Alarm] -> E [ Task Config] to pop up the interface as “Diagram 14-35”.
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Task Config @

Title | Taskl

Device List

Alarm Task

M A

A, root

o 134
7% 134-v-1
€ 134-v-2
& 134-V-3
€ 134-v4
€ 134-V-5
€ 134-V-6
& 134-v7
& 134-V-8
& 134-A1
- 13442
& 134-23
& 134-44
& 134-25
& 134-26
& 13427
& 134-48

[ 140

- 66

(-9 factory

[+ e office

MNo.  Device Channel

Loss Cover External

[ Save ] [Cancel] [ Exit ]

Diagram 14-35

Click [New] to name a task; then select devices for alarm task by button; at last save the configuration as

a new task.

Click to edit and enable the alarm type.

Click [Delete] to delete a task.

[ﬂ Introduction: the running tasks are still valid after you restart the system.

14.3.2 ALARM PLAN CONFIG

Set plans to apply the tasks in particular time periods.

Click [Alarm] -> m [Plan Config] to pop up the interface as “Diagram 14-36”.
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Plan Config

Title | Project1 | oW = e
Task List Plan Information
L Task Name | Start Ti.. | End Time
Taoe Taski 00:00  23:59
; Taskz 2000 12302
' Task3 00:00 2359
Task4 00:00  23:59

[ Save] [Cancel] [ Exit ]

Diagram 14-36

Plans will be automatically canceled when all the tasks are canceled.

14.3.3 RELATE CONFIG

r.
Click [Alarm] -> . [ Relate Config] to pop up the interface as “Diagram 14-37".

Relate Config IX\
Device List Relate
ﬁ root & Device Channel AlzrmT... Sound | TV Wall Alarm EMap Camera Output
= ";é“m - ‘ [ 124 13441 Detect 1

& 134-V-2 i 134 13441 Edemal 1 -_

& 134V3 = 56 661 Detect 1 [Config | Output |

& 134-v4

X e B2 D 1 Contg | outaut

& 1346 = 145 1432 Detect 1 (Config  Output

s 13 13442 Extemal 1 [Config | Output |
T 149 143:A2 Bdemal 1 [Config| Output |
134-42 3 865:A1 Exemal 1 [Config [ Output |
134-A-3
134-A4
134-A-5 [petect [ cover [ioss
134-A-6

& 13448

T 149
& 149-V-1
& 1492 @

Diagram 14-37
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Select the device in list and add it to the Relate. (See “Diagram 14-38”)

Relate Config

Device List Relate
ﬁ root i~ Device Channel AlarmT... | Sound | TV Wall Alarm EMap Camera Output
o) 134
7% 134-v-1 I
& 134-V2 134 12441 Edemal
€ 1343 = 88 86-V-1 Datect
€ 134-v4 = ‘
® e 134 134v:2 Detect
€ 134-V-6 = 143 143-V-2 Detect
€ 134-V-7 134 13442 Extemal
€ 134-v-8 T
134-A1 143 149-A2 | Extemal
134-A-2 &6 66-A-1 Extemal
134-A-3
134-A4
134-A-5
134-A-6
134-A-7
134-A-8
- 149
5 149-v-1
€ 149-v-2 S

Diagram 14-38

Tick the alarm type which include sound relate, TV wall relate, EMap relate and alarm interface relate.
Click the camera [ Config] to pop up the window like “Diagram 14-39”.

r——y i

Relate ¥Window Config

Window QOrganization Device Channel Preset Light Auxl Aux2 Ope...

. A root A i et
[ Gean
| Cean

ER d 134 Tl
P VR 134-V-1
- €F 134-V-2
€2 134V3
€7 134-v4
4% 134-V-5 ,
€7 134-V-6 ’ [ oK ] [Cancel]
LoalER 1407 |

Diagram 14-39

Click the [Output] to configurate the SMS output and talk output. (See “Diagram 14-40”)
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......................................

No.

P

Port

Telephone

[ Add ] [Delete] [ 0K ] [Cancel]

14.3.4 GLOBAL CONFIG

Diagram 14-40

Click [Alarm] -> [ Global Config] to pop up the following interface which include motion detect, cover,

video loss, external alarm, host alarm and disconnection alarm.
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Detect ‘ Cover Loss External Host Discon

x
Config Info

Audio
Enzble ]
AudioTest ‘ ‘

Duration n after confirn ’
Video
Enable |

|
Durzation COp-alter conf | |

Assist(e.qg. light)
Enzble ]

Duration

Alarm Interface

Enzble ]
Output
Enable O

[ Save ] [ Exit ]

Diagram 14-41

Audio: enable or disable the function. You can select sound and set duration. The audio format is WAV.
Video: enable or disable the video relate. Set popup video duration.

Assist (e.g. light): enable or disable the assist devices and set the devices start time

Alarm interface: enable the popup alarm interface

Output: enable or disable the alarm output

[Q Introduction: global config aim to the whole system. You have to enable the alarm relate and then set the
SMS and talk output.

14.4PTZ CONTROL

Open the PTZ interface of authority camera to set step, zoom, focus, iris, preset, auto tour, aux and etc. Click [PTZ
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Ctrl] to open the toolbar as “Diagram 14-42”.

PTZ Cirl

Auto tour

Go preset

Diagram 14-42

[L] Introduction: PTZ function is available for PTZ authority.

Description
Control Explain
Direction key 8 | Up, down, left, right, upper left, upper right, lower left, lower right
direction
SIT Single click on screen and position this point to the center

Support 1-36 zoom in/out function enlarge the selected screen by dragging bottom-up, vice
versa.(only controlled by mouse)

Simulate joystick | Enable the function, control the step and camera movement by simulate joystick. Scroll wheel
control the camera zoom.

Step There are 1-8 degrees
Zoom Control the camera zoom
Focus Modify the definition

Iris Modify brightness
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Preset When Pan/Tilt moves to the target position, input the preset number and save it.
Auto tour Auto tour lines
Aux Light on, light off

Form 14-2

14.4.1 PRESET

Click [PTZ] -> [PRESET] -> [ Setup]

number, name and save this preset.

Set Preset

Auto tour

Diagram 14-43

in menu to pop up the preset window like “Diagram 14-43”. Input the

Sef Preset r
MNo.

No. ‘ ‘ |

Tide | \

Sefup

Delete l {

Title

Diagram 14-44

|

length is 16 characters.

ﬂ Introduction: preset number is 1-128, the name could be in number, letter or symbol, and the minimum

Select a preset and click [Delete] to cancel it.
Back to PTZ control, select preset form list like “Diagram 14-45 then click [ Go To] to control the camera motion.
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Auto tour A

Diagram 14-45

14.4.2 AUTO TOUR

Click [PTZ] ->[CRUISE]-> [Setup] to pop up the auto tour window like “Diagram 14-46.

Cruise Config @

Cruise Name ’ MewCurisel ]
Preset Cruise
No. Title No. Title Stay time...
1 front 1 front 5
2 parking 12 parking 5
3 door 3 door 5

<<

p

Down

pown|

[Save] [Cancel] [ Exit ]

Diagram 14-46

Click [New] to add tour. (See “Diagram 14-47)
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Cruise Config @

Cruise Name {

Preset Cruise

| No. Title | No. Title Stay time... | |
| 1 front ‘ ?
| 2 parking i
| 3 door \

<<

\

\

1

Up ;
i

\

Down

[;a*.fe I [Cancel] [ Ex; ]~

Diagram 14-47

(D tour name, can be modified.
(@ select preset in list and add it into tour by . The maximum presets are 100 in one tour.
(@ double left click stay time to modify, the limit is 3-6000 seconds. The default is 5 seconds.
@ select a preset in tour and click to cancel it from this tour.
® [Uup] and [Down] is used for change the presets sequence and the tour line.
® click [Save] to complete the setting
The operation of [ Modify] is the same as add a new tour

[ Delete] is used for delete a tour
Click [Exit] to quit

Q Introduction: you can add several presets into tour at once.

In PTZ control, select a tour (See “Diagram 14-48”) and click “Go Preset” to execute the tour.

Diagram 14-48
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[Q Introduction:

1. PTZ is on working for dome or rotatable camera; it is useless for noormal camera
2. You need authorization to apply this function

145 MONITOR PROJECT

The operations in monitor project include task and plan config; pause and resume project; import and export; run
and stop tasks.

14.5.1 TASK CONFIG

“Task” is the sub item of “Save” in screen contact menu. (See “Diagram 14-49”)

IMS200
01-66-V-1 2011=03=2472086.104" 1 \)2_434-\/-1 2011-03-24 20-34-02

Camera List
Device List b

g ]134--1
® # 134-V2
# 134-V-3
# 134-V4
# 134-V-5
# 134-V6
# 134-V-7
# 134-V-8
BT 149
# 149-V-1
# 149-v2
# 149-V-3

zaz/zé v' et " : == # 149-V4

Camera 02

04-149-V-2|

PTZ Ctrl

Monitor Froject

'
y y
Camera 03 r ’ user-defined Tool

1 OB B B B E B B E 23 X e 1 Device Running

B Marn 4 Query (% EMap ¥ Doy State

Diagram 14-49

Add new task:
In the popup window, firstly input the task title and select the screen number (1,4,6,8,9,13,16,20,25,36), then select
the node or device and add it into the task sub item by , at last, click save to complete the operation.
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Task Config @

Title |Il°:Ta§<1 E Number ;36 | le Modif
Device List Task Subltem
4 root Al [31 ] 32 [ 23 | 34 | 35 | 36| _
LAY |2t [ 22 |23 |24 | 252 |27 ] 28 [ 2 | 30|
Sl %L‘. 12 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 |
€& 134-V-3 |2 || i3 4 || 5 ST | 8 g 10 |
o 134-V4 No. Device Channel Camerz ID Stay time(10-3600s)
% 134-V-5 = 1 134 134-vV-1 100401 20
% 134-V-6 2 134 134-V-2 100402 20
€ 134-V-7 -UD 3 148 148-V-2 100502 20
& 134-v-8 <4 66 66-V-1 100301 20
(=) 140
© 1451
€ 149-v-2
& 149-V-3
& 149-v4
o 66
& 66-V-1
€ 66-V-2 v < ' >

[ save | [cancel| [ Ext |

Diagram 14-50

All the channel information is listed in the task subitem, like the device, channel, camera ID, stop duration (10-
3600s), preset (1-128) and stream. On the contrary, click [ >> | to cancel the channel from tasks.

New: add a new task

Modify: modify the task configuration

Stay time: the default is 20 seconds. Double left click to modify the time between 10-3600 seconds.

Preset: double left click to add preset number

Save: save the configuration

Cancel: cancel the select item

Exit: quit this window

[Q Introduction:

1. There are maximum 100 devices in one task
2. Select a node to add all devices in this node into the task
3. Modify one stay time and apply this time to all in context menu

14.5.2 PLAN CONFIG

“Diagram 14-51” is the [Plan Config] interface. Click “Add” and modify the plan parameter like title, task start/end
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time. You can put the exist tasks into the plan.

Project Config @

Title ' MNewPlanl ' e 1odif Delete
Task List Project Subltem
MewTaskl MonitorTask Name | Start Time
”2;32& NewTaskl 00:00
S I L NewyTask2 00:00
(NewTask4 |
New Task4 NewTask3 00:00
MNewTask4 00:00

&8l k%

| Save | | Cancel | | Exit l

Diagram 14-51

Add several tasks into one plan, set the start and end time to make a cycle execution.
Modify: modify the plan configuration

Delete: delete a plan
Exit: quit this window

ﬂ Introduction: 1. there are maximum 100 tasks in one plan

In monitor project interface, tick the task to carry out.
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Task
Flan
Pause
Import

Export

Task

1 NewTask1
2 NewTask2
3 NewTask3
4 NewTask4

Project
1 NewPlan1 ]

Diagram 14-52

Pause: pause and resume the running project
Import: import tasks and plans list
Export: export tasks and plans list

[L] Introduction: the monitor project configuration is keep in local. Copy the configurations between devices
by import and export data.

14.6EMAP

EMap is used for showing the alarm and device locations. “Diagram 14-53” shows the EMap interface
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1600 3000 4200 Kms
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Diagram 14-53

Upper left: organize structure

Left bottom: screen

Right: map

There are camera icons, alarm icons and the next level map icons on the map window.

Double left click the next level map icon to turn to that map.

Single click the camera in organize structure to get the camera location on map. Double left click the camera in list
or on map to play the live view in left buttom screen.

01-134-V-1 2011-03-24 20 15 30

i

203/9

Camera 02

PTZ Ctrl Start Talk Send main Stop
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Diagram 14-54

Double left click the screen to turn to the full screen mode; double left click again or press “ESC” to quit.
[PTZ Control] : control the camera motion
[ Talk] : talk with front-end device
[Send] : send the video to playback window
[ Stop] : stop the video playing

B minimize the map

W full screen the map. The icon with green highlight in “Diagram 14-55” is the full screen quit button
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Diagram 14-55

MslEi close the map

[Q Introduction:

1. Zoom in/out by scroll wheel

2. %C : alarm occur E : camera unconnected - : device alarm occur - : device unconnected
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14.7DEVICE STATE

[Dev State] shows the current stream, motion detect, camera masking, video loss, external alarm states.
(See “Diagram 14-56”)

Device State @

Device List Type 1 2 3 4 5 6 7 8 g 10 11 12 13 14 15 16 &
Motion Detect
Camera Masking
Video Loss
il factory External Alzrm
Stream(kbps)
Motion Detect
Camera Masking
Video Loss
bl External Alarm
1575 Stream(kbps)
Motion Detect
Camera Masking y [
Video Loss & [ 1% 1% 2 1% 1% 1% 1% 1%
bgi34  IeemalAem EX EX¥ £ O oy oy oy oy ([ [ [ | | [ |
1035 Stream(kbps) 551 484
Motion Detect =
Camera Masking
Video Loss
140 External Alarm
497 Stream(kbps)
Motion Detect
Camera Masking
Video Loss

ol
o111

(][] [c=] (]

CISE(
OIS

| @] [~]|ce
o
o]
o
o]
o]
o]
o
o]

=1y

=
B
.

=
o
[
®

(@] =] 1)

0

SIS
SIS

@]
@]
o)
o]
@]
o]

U

11

Il

=) i, @]l

SIS

Sl

U

el
|
SIS

bl )
bl

o]t
bl )
SIS

2 ] s (][]

kel
Sl

Diagram 14-56

1-16 is the channel number: motion detect . : camera masking 7 :video loss ®. : external alarm

ﬂ Introduction: green icons refer the function on; red is the alarm indication.

14.8USE-DEFINED TOOL

-
Click in [ Use-defined Tool] to check.

14.9DEVICE RUNNING

(D hard disk status (V: enable, X:disable) (2 memory (red: full, blue: enough space) (@ voice talk status
@ recording status  (5) motion detect status  (6) cover alarm status  (7) loss alarm status external alarm
status  (See “Diagram 14-577)
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Device Running

149
10.12.1.149

zeno
v =
EEE=

Recording
aeee

Det Alarm
A A A A

Cov Alarm

Los Alarm

Diagram 14-57

14.10 UPPER RIGHT ICONS

14.10.1MINIMIZE

Click E to hide the interfacell

14.10.2FULL SCREEN

Click E to switch to full screen mode.
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14.10.3SHUTDOWN

Click to pop up the shutdown window. (Diagram 14-58)

A EED
Lock

Licen SwitchOn  Exit

Diagram 14-58

License: get the licensed authority by inputting the password.
Lock: lock the system. You need the password to unlock it. (See “Diagram 14-59”)

Password: I

Input Password

Diagram 14-59

Switch On: the system will reboot as you click the “Switch On” button, then input the new username and password
to login by the new account.
Exit: exit the system.

[ﬂ Introduction: Allocate authority by the “system” account and reboot the system. You have no authority
except live view monitoring in the first login. Set authority and password for further operation.

14.11 CPU & NETWORK

NET :110000NIIT

CPU: wave range refers the CPU utilization

NET: . refers net block
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14.12 DATE & ALARM & LOG

Display the time, date, and alarms

Click alarm number to get the alarm configuration interface, see 14.3 ALARM.
Click date and time to pop up the system log interface.
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15 SYSTEM SETTING

There are local set, modify password, log, update, screen out, virtual keyboard, license and admin config options in
[Setting]. (See “Diagram 15-1”)

Setting
Log
Localset
@ Admin Config
w Import

« Export

Wodi £y Password

Licenze

Diagram 15-1

15.1LOG

Log records the account event, operation and alarm information.
Search and download the records according its time, type, device and username in [LOG] interface. See “Diagram
15-2”
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Log—system

system ¥
By Device: [:

Start Tme |2011- 3-24 v 0:00:00 3 |

By User:

End Time  |2011- 3-24 w[23:59:59 % |

@ Al

{ check | [ Export | [ clean |

No.
1011
1010
1008
1008
1007
1006
1005
1004
1003
1002
1001
1000
999
998
997
986
995
594
993
992
991
S80
989
988
987
986
985
984
983
982
981
agn

£

Time

2011-03-24 20:39:59
2011-03-24 20:39:17
2011-03-24 20:39:17
2011-03-24 20:39:05
2011-03-24 20:38:03
2011-03-24 20:37:58
2011-03-24 20:37:53
2011-03-24 20:37:48
2011-03-24 20:35:40
2011-03-24 20:35:38
2011-03-24 20:35:36
2011-03-24 20:35:33
2011-03-24 20:35:23
2011-03-24 20:35:23
2011-03-24 20:35:23
2011-03-24 20:35:23
2011-03-24 20:35:23
2011-03-24 20:24:00
2011-03-24 20:23:32
2011-03-24 20:23:15
2011-03-24 20:23:07
2011-03-24 20:23:00
2011-03-24 20:22:49
2011-03-24 20:21:49
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-03-24 20:21:41
2011-N3-24 202141

Operation Type
Stop task

Stop video

QOpen task

MNew plan

New task

New task

New task

New task

QOpen Video

Open Video

Open Video

Open Video

Stop video

Stop video

Stop video

Stop video

Stop video

New alarm plan
Delete alarm plan
New alarm task
MNew alarm task
New alarm task
New alarm task
Delete alarm task
Stop alarm task
Channel cancel arm
Channel cancel arm
Channel cancel arm
Channel cancel arm
Channel cancel arm
Channel cancel arm
rhannel Fancel arm

State
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
MNormal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
Normal
MNormal
Narmal

Event

BX)

MonitorTask Name : NewTask3

Device :

66 Channel: 66-V-1 Main Window Mumber: 1

MonitorTask Name : NewTask3
Project Name : NewPlan1

MonitorTask Name : NewTask4
MonitorTask Name : MewTask3
MonitorTask Mame : NewTask2
MonitorTask Name : NewTaskl

Device :
Device :
Device :
Device :
Device :
Device :
Device :
Device :
Device :

148 Channel: 149-V-2 Main Window Number :
134 Channel: 134-V-2 Main Window Number :
134 Channel: 134-V-1 Main Window Number :

66 Channel: 66-V-1 Main Window Number: 1

134 Channel: 134-V-1 Main Window Number:
149 Channel: 149-V-2 Main Window Number :
134 Channel: 134-V-2 Main Window Number :
134 Channel: 134-V-1 Main Window Number :

66 Channel: 66-V-1 Main Window Number: 1

Alarm Plan Name @ Projectl
Alarm Plan Name : Projectl

Alarm Task Name :
Alarm Task Name :
Alarm Task Name :
Alarm Task Mame :
Alarm Task Name :
Alarm Task Name @
AlarmType @
AlzrmType :
AlarmType &
AlarmType :
AlarmType &
AlarmType &
AlzrmTune

Task4
Task3
Task2
Taskl
Taskl
Taskl
External Alarm Device :
Motion Detect Device :
External Alzarm Device :
Motion Detect Device :
External Alarm Device :
External Alarm Device :
Mantinn Natart Nevira @

Diagram 15-2

S

oW

(SRS ]

66 Channel: 66-A-1
66 Channel: 66-V-1
149 Channel: 149-A-
148 Channel: 149-V-
134 Channel: 134-A-
134 Channel: 134-A-
134 Channal: 124.v. )
>

[ﬂ Introduction: click [ALL LOG] to get the all records of the selected device

15.2LOCAL SET

“Diagram 15-3” is the [Local Set] interface. You can set record, display, system and some other parameter.
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Local Se _

Record

Display H System H Qthers

Record Path Default(E:\IMS200\IM5200_315_E\F E] [W]
Download Path DefauIt(E:‘\IMSZOU\,IMS200_3IS_E\EE] [m
Snapshot Path Default(E:\IMS200\IMS200_315_E\F E] [ pefaut |
Tak Path Default(E:\IMS200\IM5200_315_E\1 [3 m

Single file length 60 Minute(10-120)

1 [
iScreen Outi‘[ Board Out
1

Talk Save

[ Cancel ] [ Default ]

Diagram 15-3

15.2.1 RECORDING SETTING

Record (Diagram 15-3): modify record, download, snapshot and talk path, set the single file length and enable the
talk save.

15.2.2 DISPLAY SETTING

Display (Diagram 15-4): enable the toolbar and EMap’s device name, set the map size, log number and media
transfer protocal.
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i ]
Others | Screen Qut

Record Display ‘ System | Board Out

| | | | |

Toolbar Start Up

EMap's Device Name Show

EMap's Minimum Size  [] Maximal

Log Mumber [3000 }Number(SOO-SOOOO)

Mow:TCP

Media Transfer Protocal [TCP VJI

[ Cancel ] [ Default

Diagram 15-4

[ﬂ Introduction: suggest UDP protocal for internal network; TCP protocal for Ethernet

15.2.3 SYSTEM SETTING

System (Diagram 15-5): set start screen mode (1\4\6\8\9\10\13\16\20\25\36), organization level, multi-window
config (main interface, query, EMap and alarm), auto task running config, and system startup mode.
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Local Set

’ Record ‘ Display

Start Screen

Organization Level

B |
System ’ Others liScreen OutH Board Out

£ J

0 (0-9) default 0 refers device level

Multi-wnd Config Mzin Mot Con % | Query Mot Con ¥
EMap Mot Con % | Alarm Not Con %
Auto Task running {Not Config V}
System Startup Mode [ Full screen [ Exclusive
[ Cancel ] [ Default ]
Diagram 15-5

Set the start screens as your requirement;
Set multi-level structure, like “country->province->city->street” 4 levels.

Enable the task auto running;

System startup mode: full screen and exclusive are alterable;

Multi-window config; take the four different operations meanwhile. See “Diagram 15-6”
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Much screen schemes

Inquires the interface Map interface

Alarm interface
The interface

Equipped with IMS200 client console

Diagram 15-6

15.2.4 OTHERS

Others (Diagram 15-7): set playback forward time, interval, disparity, device running and language.
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Local Set

’ Record ” Display H System ‘ Others {Screen Outf Board Out
Plavback Befor 10 Minute(1-60)
Interval 0 Hour(default 0 refers not Verify Time)
disparity 0 Minuter(default 0 refers not consider disparity)
Device Running Record Detect

Cover Loss External
Language iEninsh V}

[ Cancel ] [ Default ]

Diagram 15-7

Introduction: suggest UDP protocal for internal network; TCP protocal for Ethernet

15.2.5 SCREEN OUT

To set the OSD background color and text color.
Diagram 15-8 shows the [Screen Out] interface
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Record Display System Others ’ Screen Out | Board Out

0SD TextColor:

0SD Text Size : O Big ® middle O Small
0SD Position ®upL  OpownL Owmidde Qupr  ODownR
0SD Visible : ® Enable O Disable

[ Cancel ] [ Default

Diagram 15-8

Click “OSD BackColor” and “OSD TextColor” to set color
You can also set the “OSD Text Size”, “OSD Position” and “OSD Visible”
If OSD is visible, the information will show on the upper left, see “Diagram 15-9”

Camera 03

Diagram 15-9
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15.2.6 VIRTUAL KEYBOARD

It is used with Net Keyboard, please consult technical support staff for detail.

Local Set

Board Out

' Record H Display H System H QOthers

Serial Comm ‘— N |

|
iScreen Qut

Baud Rate 9600 v
Parity  NONE v|
Byte Size E v
Stop Bits 1 v

[ Cancel ] [ Default

Diagram 15-10

15.3ADMIN CONFIG

Click [Admin Config] to enter the interface, see Diagram 15-11

em
H @ % “ﬂ:g' Users l =] E @ %

Orgzanization EMap Syste
g Organization
= Login Name Alias User State H

(= 2=z Organizational Structure ‘

super super Activity

2=z root

Diagram 15-11

There are “Organization”, “EMap” and “System” in [Admin Config].

15.3.1 USERS & DEVICE

Click [Organization] to enter the following interface
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[X]
Organization EMap System
g Organization g ¢ % Device [users | = (B N
é == Organization al Structure Device ID Device Name Device Type Channel Count Device IP Manufacturer
=== oot 1005 148 DR 4 10.12.1.149 TYPEI
e 1004 134 DVR 8 10.12.3.134 TYPEI
1003 66 DVR 16 10.12.1.66 TYPEI
1002 factory DVR 8 192,168.0.195 TYPE III
@ 1001 office DIR ® 8 192.168.0.134 TYPEL

Diagram 15-12

(D lists the organization structure. You can add, modify and delete nodes here and click a noke to open the sublist

(only the “system” account has the authority to operate. )
@ contains the users and device parts. You can add, modify and delete users and device here.

1. Users

(1)Add: select a node and click 4 to pop up the following interface

User Name: “ l * ﬁﬁ:ggfte [ ]
User Alias: | | = Hander: | |
Password: [ ] Handler Tel: ’ ]
Confirm: | ] Contact: { J
User State: [JFreeze User Contact Tel: l |
%Il;if:icate BT : Address: ( ]

Diagram 15-13

(2)Modify: select a user and click ¢ icon to modify user information

(3)License: the [Device List] (Diagram 15-14) will pop up when you select one user Tick the device or channel to

in the list to authorize and click = to save the modify.

All Device List

& [[Ja== Organizational Structure
&-[Js== root
- [v] . office
- [v]=» factory
@v.- 86
@v.- 134
@v.- 142
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Diagram 15-14

(4)Delete: select a user or a device you want to delete and click >

2.

Device

(1)Add: select an organization node and click U to add device in this node. Input the device data in popup window

and click to finish the process (the “Device Channel Count” and “Alarm Channel Count” are auto generate according
to the device IP.) . See Diagram 15-15

X

Device ID: | 1006
Device Type: I DVR N ’
Device Manufacturer: |TYPE I v ]

Device Name: I

Device Description:

Device Model: |

|

Device Channel Count:l 0

- (=)

Alarm Channel Count: io

l e

] *Using the machine’s name and device

port of DDNS if DDNS is used

l =

Device IP: 1 192.168.0.0
Device Port: |3ooo
Login Name: |admin

l =

Password: |

|

Cancel

Diagram 15-15

(2)Modify: select a device and click icon to modify the information
(3)Device Information: the interface which contains [Device Information], [Video Channel] and [Alarm Channel]

will pop up when you select a device. See “Diagram 15-16”
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X
Device Information l Video Channel | Alarm Channe! |
D Channel ID Channel M... | Camera Type
100401 1 134-V-1 Dome Camera
100402 2 134-V-2 Camera
100403 3 134-v-3 Camera
100404 4 134-V-4 Camera
100405 5 134-V-5 Camera
100408 [ 134-V-6 Camera
100407 7 134-V-7 Camera
100408 8 134-V-8 Camera
Remote Config

Diagram 15-16 is the [Device Information] interface

Diagram 15-17 is the [Video Channel] interface

Diagram 15-16

| Device Information I Video Channe! :| Alarm Channel |

D Channel ID Channel M... = Camera Type
100401 1 134-v-1 Dome Camera
100402 2 134-y-2 Camera
100403 3 134-¥-3 Camera
100404 4 134-V-4 Camera
100405 5 134-V-5 Camera
100406 & 134-V-6 Camera
100407 7 134-V-7 Camera
100408 8 134-V-8 Camera
Remote Config

Diagram 15-17

Double left click a channel to pop up [Channel Information], see “Diagram 15-18”.
You can modify channel name and type in [Channel Information]. The camera type include camera, PTZ dome

camera and dome camera.
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Channel ID: 100401
Channel Type:

Channel Number: |1

Channel Name: 134-V-1

HiliMs

Camera Type: Dome Came ¥

P ok { [Cancel ]

Diagram 15-18

“Diagram 15-19” shows the [Alarm Channel] interface

| Device Information | Video Channel | Alarm Channel |
D Channel ID Channel Name
1 1 134-A-1
2 2 134-A-2
3 3 134-4-3
4 4 1353-A-4
5 5 134-A-5
6 6 134-A-6
7 7 134-A-7
8 8 1354-A-8
Remote Config

Diagram 15-19

Double left click alarm channel to get a popup window, see “Diagram 15-20”
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Click [ Admin Config] ,

com

AW )
Channel Information @
1 I

Channel ID:

Channel Type:

Channel Number: l’1—i
Channel Name: | 13%-A-1 |

Camera Type:

P ok | [Cancel]

Diagram 15-20

15.3.2 EMAP

[EMap] to get the window as following

Retu:rns upper Map

o grecrano ¥
B'Vymmu{’"

*??Q} - g

hud&w l: o

%_

Returns S
UNITED STATES /
OF AMERICA. ¢

First Map

Pacific {
Ocean \

Pacific

Ocoan South

Atlantic
Ocean

Southern
Copyrgra © *»(l--mw:o—
1800 000 200 )-,’

) X
— e

p Opefatiomussan

Display [P.V‘i ce

FEDERATION

Indian Ocean

The Small Map
Click La

Ocean

COM | EXPERT IN WIRELESS IP SURVEILLANCE



| J./:./ ‘(-";;:ﬂ\ ‘7‘/"-% T;r"ﬁ\-""\’.\

n |
RUUI
i

A\

Diagram 15-21

Two parts:
1. @ isthe management zoom for adding, modifying and deleting nodes
2. (@ is the map management zoom. You can add cameras and alarm on map; drag or modify the map size.

(1) Cancel <:;: delete the unsaved node on map
(2) Save H save the operations

(3) Delete -'5\'3: delete the records or camera on map

~

(4) Show device ™% : pop up the device list and drag the camera or alarm to the map, click H to save the

operation. (see “Diagram 15-22”)

& - 105

- V02

2 V04
< VO-v-1
< VO4-v-2
< VO5-V-3

VO4-v-4
o V05-v-S
« V03V
« V057

I»

VO4-v-8
5-V-9

Pacific | uniteo stATes - 3
.. < V05V-13
osaiR . OF AMERICA B iy

Pacific . e b . voeu @ V0sAS
Ocean (7 » ) \ 1 K 8 V0445
Atlantic ) T ; 8 V0sAS
Ocean oy " wiummus Q V0s-a7

5 ¥

Indian

Southern

—— e o

Diagram 15-22

(5) Show node : show the nodes on map, see “Diagram 15-23”
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All Dewvice List

E === Organization Structure
&-3"2 root

[ -=» office

- factory

@- 66

o - 134
i@t 134-v-1
o 134V-2
- 134V-3
gl 134V-4
o 134V-5
- 134V-6
gl 134V-7
134-v-8
134-A-1
134-A-2
134-A-3
134-A-4
134-A-5
134-A-6
134-A-7
134-A-8

;PPDDDODD L

i
¢

- 149-V-1
) 149-V-2
- 149-V-3
o 149-V-4
- 149-A-1
) 149-A-2
) 149-A-3
) 143-A-4

Diagram 15-23

(6) Tick the node which you want to place on map
(7) Click  on lower right to open the sub-map, you can position on the sub-map. (see “Diagram 15-24")
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Diagram 15-24

15.3.3 SYSTEM

Click [System] to enter the interface as “Diagram 15-25”
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Organization EMap System

&B System
IFrame
Forced I Frame: [Mo v i
Log
Maximum Retention Time: 'g ‘ Months
Authorization
Authorization: O
system password
System Password: | ssssx
DDNS
Server IP Server Port Server Protocol
Dahua DDNS Server 1: T s o 0
Dahua DDNS Server 2: [0 .0 .0 .0 1 [e 1 [o
ik DDNS Server 1 [0.0.0.0 1 [o ] [o ]
Hik DDNS Server 2: (655 0 20:420 | [o 0
Zeno DDNS Server 1: I O 0 1000 ] 0 [l 0
Zeno DDNS Server 2: 0.0 .0 .0 1 [o l 0

(Effective after restart)

Diagram 15-25

There are | frame, log, authorization, password and DDNS in system management module which is only showed by
“system” account login.
1) | frame: enable and insert a | frame when start live view or playback for improving image fluency.
2) Log: log will be deleted as it exceeds the storage period limitation.
3) Authorization: users are allowed to operate in authored module.
4) Password: modify password by “system” only
)

(
(
(
(
(5) DDNS: support DDNS

15.4 INPUT/OUTPUT

Input and output the data of [SETTING] like local set, admin config and log.

15.5 MODIFY PASSWORD

1. In [Modify Password] interface, type in old password and twice new password to modify. Modify the system
password in “Setting”—> “Admin Config”—> “System”—> “System Password”.
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Login Pazzword Config

OldPassword = |

MewPassword :

ConfirmPassword :

Diagram 15-26

2. Modify authorization password by input once old password and twice new one. Modify the authorization
password in Setting = Admin Config > System - Authorization.

Licenze Password Confaig

OldPassword =

MewPassword :

ConfirmPassword :

Diagram 15-27

15.6 LICENSE

Click [License] to enter the interface as following
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License

x)

= [+]Main Window

=[] Manitar Praject
[]Task
[ 1Plan
[ 1Impart&Export
=- ] Query
[ 1Playback
[1Download
[]15earch
[]AlrmShaw
=[] Alarm Windaow
=[] Alarm Relate
[]Glabal Canfig
[ ]Relzte Config
=[] Alarm Config
[] Task Canfig
[]Plan Config
[ 1Impart&Export
[1Armoperate
[] Task&Plan
[ 1Emap
=[] Setting
[lLog
[ ]Localset
[1Admin Config
[ 1Impart&Export
[ 5witchOn

%3

| %

Lo |

’ Select All ] ’ Cancel

Diagram 15-28

Allocate users’ authority include task config (task config, project config, import and export); query (playback,
download, search and alarm show); alarm (relate config, global config, task config, plan config, config import and
export), EMap, setting (local set, upgrade, log, admin config), account switch and authority allocate.

|

Q Introduction:

1. Tick the authority items in “setting” — “onfig” — “system”. Restart the system to enable the configuration.
2. Set authority in top right icons. The gray icon refers the authority is unavailable.
3. Enable the authority at top right icons.
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16 APPENDIXA

16.1FAQ

Q: The prompt “Video Open Fail” shows in live view or tour mode?
A: Probably reasons:

1. The device breakdown.

2. Cannot get the streaming because of the network state.

Q: P/T/Z is incontrollable?

A: Probably reasons:

1. Ensure the camera has P/T/Z function
2. Enable the P/T/Z function

3.configurate the compatible protocal and address code, check the 485 line “+“—"are correct.

17 VSSMobile Simple instructions

17.1 Summary

This manual is mainly on how to install this software and how to use it.
The main functions of the software:

+»Real-time Monitoring Function;

«+PTZ Control Function;

+»Local Record and Snapshot Functions;

«¢*Alarm Prompting Function.

17.2 Runtime Environment

Requires 10S 5.0 or higher, support iPhone, iPod touch etc.

18 Installation and Operating Instructions

18.1 Installation

Search VSSMobile in the appstore, click “install” button, it will install by itself. After installing the program icon
will appear, as shown below:
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Software

18.2 Operating Instructions

18.2.1 Devices List and Preview Instructions

Run VVSSMobile program, it will show you Home interface as below
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Device 01
0010401 b

Channel 1

Channel 2

Channel 3

Channel 4

Playback Meadia Library

Device
Click button to add device. You can add device through IP/P2P/domain. Input device

information, then click “save” button to save device information. Choose channel to start live preview:

other channels’ enable cannot be selected after you have chosen 4ch to preview. Click the screen will display the
PTZ control panel when single-screen previewing.:

Note: In the preview screen you can add multiple channels, it will add camera one by one start from the channel
had not added a video when adding multiple channels (such as: 1, 3, 4 channel had not added a video, it will display
the video on the 1st and 3rd screen although you choose the 4th screen to add 2 channels to live preview. If you add
only one channel, the camera will be opened in selected window)

You can click button to open one camera in selected window. It support up to 4 channels preview, so

You can do the following operations when live preview.
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Icons Name Description
Stop Close the current video
:,.;*’}J Audio Audio on/off
Favorite Group Add channel to device favorites
Channel Change the video of the current window
Snapshot Snapshot the selected window
Two-way talk Start/stop two-way talk
PTZ control Start/stop PTZ control
PTZ direction Up/Down/Left/Right move control
control
Focus PTZ focal length adjustment
Zoom Adjust the PTZ screen size
Aperture Adjust the PTZ screen bright and dark
Record Start/stop record of selected window
Receive NVR alarm information (when alarm
Alarm )
button light)
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18.2.2 Device Manager

Devices History Favorites

: ! | Modify Device
: m| | Delete Device

o, | Add to Favorite

Javice Setting

Playback hedia Library
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i !
/! Edit device: Edit device name, password etc.
L
@ Delete device: Delete device
8!
‘if Favorite Group: Add channel to favorite group

Open the alarm push: Turn on or off the device's alarm push function (this function in subsequent editions

Multi-channel Preview: Multi-channel Live Preview

( Back Multi-View

Device 01

The picture shows the multi-channel preview screen, button belows the picture window enables switching of
channels.
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| Remote Control: The device can be set up for remote operation

Device 01

Function Button

A /

\ Fn 123

N\ Enter Esc
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Remote Control: The device can be set up for remote operation

{ Back Device Setting

Local code setting(Audio Setting)
ENCODING SCHEME —————=+ (pen/Close audio after choosing

Channel - 2| thechanneland stream type
Open Audio 'I/( )

NETWORK SCHEME — == Enable local alarm push functions.

Mobile Push
ALARM SCHEME ==p- | ocalalarm linkage setting:
Channel - 2| Choosethe channel,
then open/close the 2nable
Local Cloud
Mation Cloud
Lost Cloud
Blind Cloud

18.2.3 History

2014-09-29

s_‘:—. Device 01 Channel 1

0O10401 16:14: 58

= Device 01 Channal 2
7 1

0O10401b 16:14:58

Device 01 Channeal 3

DODO104010 16:13:58

Device 01 Channal 4

CO T 0407 b 16:13:59
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Recording all channels played before (Up to 4 simultaneous selection, recording order by date — time) ,you can

select channel to preview, then click “’play” button, also you can click on favorite button to add the channel to
favorite group.

18.2.4 Favorite

History

Device 01

0010401b

Channel 1

O &
Playback

Madia Library More

All Favorite channels can be chosen arbitrarily (up to 4 simultaneous selection), you can delete channel, live preview
channel.

18.3 Playback

18.3.1 Search Settings
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semee REFE F 16:40

Remote Playback

2014-09-29
00:00:00 16:40:27

Select Device Select Channel

Search Result:

Choose date, start time, stop time, device, channel to search. Double-click the record to start playback.
Setting Interface:

Start Tima End Time Select Device

September 29 2014 18 40 48 18 41 03 Device 01 Channel1

Choose record to playback:
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Search Result:

2014-09-29 00:00:00 - 2014-09-29 01:00:00

2014-09-29 01:00:00 - 2014-09-29 02:00:00

2014-09-29 02:00:00 - 2014-09-29 03:00:00

2014-09-29 03:00:00 - 2014-098-29 04:00:00

2014-09-29 04:00:00 - 2014-09-29 05:00:00

18.3.2 Playback Setting

{ Back Remote Playback

Device 01

29/09/2014: 00:00:02
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Pause Play Faster Slower Snapshot Record

- [T I =3 v L

18.4 Media Library

Media Library

Local Playback

Albums

18.4.1 Local Playback

You can playback all video recording and live view record saved,you can select the playback.

18.4.2 Albums

You can view all the shapshots you have saved.

182

| EXPERT IN WIRELESS IP SURVEILLANCE



18.5 More

F [System Settings]
[more]l == [ [Version]
E [ Operating Instructions]

18.5.1 System Settings

System Settings Interface:
Live Preview:
[ Audio] Open/close live preview audio

[ Remote Vibration] On/off vibration when using the remote control
[ Main/Sub Stream] Setting the default stream for live preview

Alarm:

[ Alarm Audio] Open/close voice prompts when the alarm
[ Alarm Prompt] Open/close the state prompts when the alarm

Snapshot:

[ Save to the system album] Setting live preview or playback shots, whether synchronous saved to the phone

album.

18.5.2 \fersion Information

Introduce mobile client version information

18.5.3 Operating Instructions

This is a brief introduction for Functions of vssmobile.

19 Feedback

When using this product, if there is any logical or functional problems, or good suggestion, please contact us.

Contact: mail
E-mail Add: support@vssweb.net
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