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Chapter 1. Introduction

Before You Use This Product

When you first open the product’s package, verify that all the accessories listed on
the “Package Contents” of “Quick Installation Guide” are included. Before installing
the NVR, please read the instructions in the “Quick Installation Guide” to avoid
misuse and then follow the instructions in the “Hard Disk Installation” section to

avoid damages due to faulty assembly or installation.
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Hardware Description

NR-1104
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Figure 1-1. Front & Rear View of NR1104

Power button

LED indicator: HDD
USB 2.0 x2

Power connector
USB3.0x 2

DVI-I

eSATAx 1

HDMI x 1

Gigabit LAN

USB 2.0x 2

Audio mic input(Reserved)

Audio output
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NR-2104 / NR-2108 / NR-2116
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Figure 1-4. Front & Rear View of NR-2104 / NR-2108 / NR-2116

Power button

LED indicator: HDD
USB 2.0 x2

Power connector
USB3.0x 2

DVI-I

eSATAx 1

HDMI x 1

Gigabit LAN

USB 2.0x 2

Audio mic input(Reserved)

Audio output
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LED Indicators Status

NR-1104

Figure 2-3. NR-1104 Front Panel

LAN Port LED Indications
Activity/Link LED SPEED LED
Status | Description Status | Description
Off No Link Off 10Mbps connection
Blinking  Data Activity Off 100Mbps connection
On 100Mbps connection|Yellow |1Gbps connection
@Note:

ACT/LINK SPEED
LED LED

LAN Port

**To turn off your NVR, long pressing power button at least 2 seconds.

**To turn on your NVR, long pressing power button at least 3 seconds.

NR-2104 / NR-2108 / NR-2116

Figure 2-4. NR-2104 / NR-2108 / NR-2116 Front Panel
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LAN Port LED Indications

Activity/Link LED SPEED LED
Status [Description Status |Description
Off No Link Off 10Mbps connection
Blinking|Data Activity Off 100Mbps connection
On 100Mbps connection|Yellow |1Gbps connection

@Note:

ACT/LINK SPEED
LED LED

LAN Port

**To turn off your NVR, long pressing power button at least 2 seconds.

**To turn on your NVR, long pressing power button at least 3 seconds.
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Dual-Monitor Solution: HDMI/VGA/DVI-I Connection
NR-1104/NR-2104/NR-2108/NR-2116 provide HDMI and DVI-I port for local display.

Users can connect both of HDMI and DVI-I at the same time for video output.

Scenario A:lf both monitors are Full HD(1920x1080),those will be shown as Full HD.
Scenario B: If both monitors are VGA (1024x768), those will be shown all as VGA.

Scenario C: If one of monitors is 1920x1080 and another is 1024x768, both monitors
are set as 1024x768

--- Single Monnor--- --- Dual Monitors A-—
1920 x 1080 1024 x 768 1920 x 1080 1920 x 1080
m Or ' Sand S
--- Dual Monitors B--- --- Dual Monitors C-—-

1024 x 768 1024 x 768 1024 x 768 1024 x 768

|
- " . Sand .
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Chapter 2. NVR Installation

System Requirements

The following information is the minimum level of system requirements for a
personal computer to operate NVR in better performance:

*  Operating System

Microsoft® Windows® Vista /7 / 8 (32-bit and 64-bit)

. Browser

Microsoft® Internet Explorer 8.0 or above (32-bit)

. CPU

For channels under 16 : Intel® Dual core CPU 3.0 GHz or above.
For channels over 16 : Intel® i5/i7 CPU 3.3 GHz or above.

*  Network
Minimum 10/100 Ethernet (Gigabit Ethernet is recommended)
rﬁNote: * User is suggested to connect cameras and NVR with Gigabit
switch.
O Memory
For channels under 16: DDR3 4G or above.

For channels over 16: DDR3 8G or above

*  Graphics Adapter
AGP or PCI-Express, minimum 1024x768, 16 bit colors, 1G memory or
above
@Note: It is highly recommended to use a graphics adaptor which provides
higher than resolutions 1024 x 768 in order to experience the full
benefits of the software.
Make sure the display DPI setting is set to default at 96DPI
To set DPI value, right-click on desktop, choose “Settings” tab >>
“Advanced” >> “General.”
¢  CD-ROM Drive
It is necessary to read the operating instructions in the provided
CD-ROM.
* Adobe Reader
It is necessary to read the operating instructions in the provided CD-ROM.
The audio function will not work if a sound card is not installed in the PC.

Audio may be interrupted depending on network traffic.

10
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Connect to NVR

To begin, please insert the product CD-ROM in a PC to access the Quick
Guide, User Manual and install the utilities. As user runs the product CD,

the following menu is displayed.

Brickcom

Install NVR Search

m
English
Install NVR Decoder

Install NVR Player

Install NVR Check

User Manual

Browse CD

Quick Guide

Quick Guide

Click “"Quick Guide” to enter the folder and double

click the file to open. Please read Quick Guide to quickly understand the
process of NVR installation.

Install EZ Search

Install NVR Search

Click “Install NVR Search” to find NVR in the

network. Please follow the instructions to install and NVR Search will run
automatically.

11
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NYER Search

Welcome to the InstallShield Whizard for NVR Search

When installing NVR Search, Shield Wizard window for NVR Search will

pop up.
Click "Next” to continue installation.

NYER Search

License Agreement

End-User License Agreement

IMPORTANT - READ CAREFULLY

This End-User License Sgreement (the "Sgreement”) is & legsl aureement between you (either an individual —
of an entity) and BRICKCOM CORPORATION. ("BRICKCOM") regarding the use of the BRICKCOM s

software, ertitled NYR Search, which may include user documentation provided in "online” or electronic

form (the "Softweare"). By clicking the button marked "l ACCEPT" or "YES" helow, you agree to be bound by

the terms of this Agreement. If you do not agree to the terms of this Agreement, please do not install or use

the Software.

1. Grand of License

This Agreement penmits you to use one copy of the specified version of the Softweare, for internal purpose
only, on only one computer, and only by one user, at & fime. If you have purchased multiple icenses for the
Software, then at any time you may have as many copies of the Software in uze as you have licenses. If
vvou obtain the Software together with & hardware product, you sre slloveed to use the Sofbware as & part
of the harcware sccording to this Agreement. The Software is 'in use" on a computer when i is loaded into
the temporary memory (.. RAW) of installed into the permanent memory (e.g. hard disk, CD-ROM, or other
storage device) of that computer.

In the evert BRICKCOM provides you the upgrade for the Software, you may use the resulting upgraded
Softweare onlv in accordance with the terms of this Aareement .

12
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Read the license agreenﬁent and click “I accept the terms of the license
agreement”. Click "Next” to continue installation.

NY¥E Search

Choose Destination Location

Select folder wh nstall files.

Select a location of destination and select a folder where the setup can

install files. The default location is: C:\Program Files\Brickcom\NVR
Search. Users can also install NVR Search in other folder by clicking
“Change” and select a location as below. Click "OK” to save the setting.

HYE Search

Setup Status

The Ins

Cancel

13
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The window shows that the Install Shield Wizard is installing NVR Search.
Please wait until the Wizard completes the installation.

HY¥R Search

InstallShield Wizard

The Install Shield has successfully installed NVR Search. Select “Create
Desktop Shortcut” and please click "Next” to continue.

N¥R Search

Installation Complete

Thank you far cho

B Launch

Finish

The installation is complete. Please click "Launch application when done
installing” to execute NVR Search.

14
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After finishing the setup,r the window of NVR Search will pop up.
NVR Search will execute automatically and show NO., Name, IP Address,
Mac Address and Model name of connected Brickcom.

£ NYR Search

File Setting Option Help

Stand-alone MYR List

MO Marne IP Address Mac Address Model Marne Search

1 D5z01 192,168.1,110 20:10:7a:8fbS:dc MYR-4225 Pro

Users can click "Search” to search NVR.
Introduction of NVR Search

NVR Search provides three kinds of toolbars for users:
1. File

%" NYR Search

File | Setting Option  Help

Stand-alone MYR List

MO Marne IP Address Mac Address Model Marne Search

1 D5z01 192,168.1,110 20:10:7a:8fbS:dc MYR-4225 Pro

You can click “"Exit” to leave NVR Search and close the window.

2. Setting

15
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Configure UPnP and Network by clicking “Setting” in the top left or in the middle

right.

#% NYR Search

Filt | Setfing Pption  Help

Skand-alone NP Lisk

MO Mame IP Address Mac Address Model Mame Search
L [Dszm 192,168.1.110 20:10:7a:5F:b5:dc MYR-4225 Pro
|| setting | |

rﬂNote: Users will be prompted to enter the login information of NVR

before being allowed to change the setting.

Skand-alone MNVR. List

L Lowgin

[ Cancel

|

i a] Mame IP Address MMac Address Model Mamme Search
1 D5201 192.165.1.110 20:10:7a:8F b5 dc MYR-4225 Pro
Setting
izg= L
Usernams | |
Password | |

When accessing the NVR setting, users will be prompted to enter username
and password. For the first-time use, the default username and password
are admin/admin. When the correct username and password have been
entered, click “Login” to continue.

16
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Username | |

Password | |

[ Logn | [ Cancel l

1) UPnP

Universal Plug and Play (UPnP) simplifies the process of adding a
NVR to a local area network. Once connected to a LAN, NVR will
automatically appear on the internet. You can rename UPnP Name on
the NVR. Click "OK" to finish the setting.

Setting E|

UPAP | Network |
UPRP Marme iDSZDl |
QK J [ Caniel ] [ Lpply
2) Network
Two models are provided for setting the network: DHCP and Static IP.
Setting [E|
LPRP -I-Netwnrk |
) Obtain an IP address automatically
() Use the following IP address
1P Address [ 192 168 . 1 . 110 |
Subnet Mask | 255,255,255, O |
Default Gateway | 192 . 168 . 1 . 1 |
Preferred DNS | 192 . 168 . 1 . 1 |
Alternate DNS | o .0 .0 .0 |
oK i [ Cancel ] l Bpply
17
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3. Option
Option provides several languages

NYR Search
Ciption MzEh

Stand-alone YR List AAEE
Deutach

{[u] harmne Heg L 55 Mac &ddress Model Manne Seatch

1 Dszn1 FREEERT 0 20:10;7ai8FbSide MWR-4225 Pro
Forhuggy Seting |
Frantads
-
Polsld
Espafiol
B
mmlnu

Once you click "Connect” or double click the selected NVR list, IE browser
will pop up automatically for the web-based interface.

18
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Install NVR Decoder

Click “Install NVR Decoder”  nstallNVR Decoder . ;ncta|| decoder and

follow the instructions to setup.

Brickcom

v Quick Guide

Install NVR Search

Install NVR Decoder

Install NVR Player

Install NVR Check

User Manual

Browse CD

RYE Decoder - InstallShield Wizand

Brickcom

Welcome to the InstaliShield Wizard for NVR Decoder

Install Shield Wizard window will pop up and please click "Next” to

continue installation.

19
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HYR Decoder - InstallShield Wizard

License Agreement
P the fi

End-User License Agreement

IMPORTANT - READ CAREFULLY

Thiz End-User License Agreement (the "Agreement”) is & legel aoreement between you (either an individusl —
of an entity) and BRICKCOM CORPORATION. ("BRICKCOM") regarding the use of the BRICKCOM's

software, ertitled MYR Decoder, which may includes user documentation provided in "online” or electronic

form the "Softweare™. By clicking the button marked "l ACCEPT" or "YES" belovw, vou agree to be bound by

the terms of this Agreement. If you do not agree to the terms of this Aoreement, please do not install or use

the Software.

1. Grand of License

Thiz Agresment permits you to Luse one copy of the specified version of the Software, for internal purpose
only, on only one computer, and only by one user, st & time. If you have purchased multipls licenses for the
Software, then st any time you may have as many copies of the Software in use as you have licenses. If
'you obtain the Software together with a hardware product, you are allowed to use the Software as a part
0t the hardvware according to this Agreement. The Software is 'in use” on & computer when it is oaded into
the temporary memary (i.e. RA&M) or installed into the permanent memory (&.9. hard disk, CO-ROM, or other
storage device) of thet computer.

In the event BRICKCOM provides you the upgrade for the Software, you may use the resulting upgraded
Software onlv in accordance with the terms of this Aareemert.

Read license agreement and click "I accept the terms of the license
agreement.” Click "Next” to continue installation.

N¥E Decoder - InstallShield Wizard

Setup Status

The installation Wizard is installing NVR Decoder.

20
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NYE Decoder - InstallShield Wizard

Installation Complete

Thank yau for ¢ ing Brickeom.

Finizh

The installation is complete. Please click “"Finish” to close the window.

User Manual

Click “User Manual” User Manual to open the folder and double-click on
user manual file to read.

Browse CD

Click “Browse CD” Browse CD to open the folder of current
Autorun.exe file.

21
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Activate Live View

Connect to NVR
Log in to the system by entering its IP address 192.168.1.245 in |E browser.
Enter username and password:
For first-time use, the default username and password are
“admin/admin.”

Select the languages for the UI.

Auto
tedtina
Dansk
Deutsch
Cutch

gl
Espaiiol
Francais
Indonesia
[taliana
Magyar
Palski
Portugués

Pyccknii admin
Turkee

Tiéng Vit
sername and Password

Engiiah

Copyright ® 2013, All Rights Reserved

Allow ActiveX Control
After logging in the NVR, users are recommended to install ActiveX control
for the first-time installation.

Left-click on the description “This website wants to run the following add-on:
‘NVR ActiveX’ from.....”

22
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& Ployback

EeHihnTEiE -« mEE

Ik

= BEE- FREQ- IE

Left-click on the description “Run Add on.”

| @ Live View & Ployback

=54 TR 76 B

- BEER- ZEREQ- IE

AR
AR D?

Left-click “Run” to use licensed ActiveX controls.

55 |~ | @ Live View ) Playback

Brickcom

&

L

HEE - FTRH®- I§

ER Pl o W
Infernet Explorer - 33 H- %40
RERRTEEED?
_Tl £%: NYRFlayback cab
L #iT%: Brckeom Corporation
(ElEsmEO

)

Seal e 25 - (BRSEEEElE T a (R
B PRSI T-EA0ENE - AT EHaEkE
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Quick Configuration

After users log in Brickcom and install the ActiveX control, the system will
direct you to set Quick Configuration in five main steps. Follow the
instructions of the Overview of wizard to complete system setup.

Start
System will lead you to “Start” from the drop-down menu of Configuration Utility to
begin.

= MNetwork Settings

= Server Settings

= Date & Time

= Disk Management
= Camera Settings

= Finish

To initial the configuration, please study the Overview of wizard first. Through five
steps, the wizard will guide you to set up the system quickly.

Quick Configuration - Start

--Wizard Overview--

Welcome to the quick configuration wizard. This wizard will guide you through the following steps to configure
this system quickly.

1. Network Settings; Including the IP address, subnet mask, default gateway IP address, and primary DNS.
2. Server Settings; Server Name and Administrator Password Change.

3. Date/Time; Time settings, please enter the date, time, or select a time zone for this server.

4. Disk Management; Initialize the disk volume on this server.

5. Camera settings; Add the IP cameras to be used for this server.

Back to configuratid ( start )

Click “Start” in Overview of wizard page to begin Quick Configuration.

24
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Network Settings
Please select “Network Settings” from the drop-down menu of Configuration Utility
to begin.

¥ Quick Configuration

> Start

= Server Settings

= Date & Time
> Disk Management
= Camera Settings

> Finish

Users need to adjust the settings in the Network Setup page in order to let

NVR work properly within network.
Quick Configuration - Network Setup

Network Setup

Internet Protocol |O Obtain an IP address automancally"@ Specify an IP address

IP Address PRI AR

Subnet Mask M‘

Default Gateway IP Address
Primary Domain Name Server

Secondary Domain Name Server |

|

Tip: To allow this server to be used for NTP or SMTP servers, you must provide the IP address of the primary
DNS server and Default Gateway. The settings will be applied after you clicked the “Next” button.

[ Back ] [ Next ]

There are 2 methods to configure IP address

1. Obtain an IP address automatically (NVR Default)

Obtain an available dynamic IP address assigned by a DHCP server. If this
option is selected, NVR will automatically obtain an available dynamic IP
address from the DHCP server once it connects to the network.

2. Specify an IP address.

If there is no DHCP server existing in network environments, the static IP
address will be given as192.168.1.245. It should be adaptable in most

25
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networking environment, and user can choose to maintain the default IP
address or change it in this page. However, it’s recommended setting different
IP address of NVR if there is more than one NVR in the same LAN.

To assign a static IP address to the NVR:
1. Select “Specify an IP address”
2. Enter the IP address, Subnet Mask, Default Gateway IP Address and DNS
server address.
3. If IP Address is changed, user needs to log out NVR and login in again.
Click “Next” to proceed with the configuration.

Server Settings
Please select “Server Settings” from the drop-down menu of Configuration Utility to
begin.

¥ Quick Configuration

=

> Start

= Hetwork Settings

= Date & Time
= Disk Management
= Camera Settings

= Finish

Quick Configuration - Server Settings

Server name with UPnP

Enabled
SLVENEGEY | DS201 (Max. size: 32 characters)

Tip: To create a unique name for this server. The settings will be applied after you clicked the “Next” button.

Password Settings

ECLEEN admin  [] Use the original password

New Password {Max. size: 15 characters)

Tip: f you select “Use the original password,” the administrator password will not be changed. The settings will
be applied after you clicked the “Next” button.

[ Back ] [ Next ]

26

| BLOCK UP YOUR SECURITY



*  Server name with UPnP
Universal Plug and Play (UPnP) simplifies the process of adding a NVR to a local area
network. Once connected to LAN, the NVR will automatically appear on the internet.

User can select to enable the function with UPnP and edit a sever name.

*  Password Settings

Each NVR comes with a built-in "fadmin” account with password “admin.”
It’s highly recommended to change the password upon the initial login.
Enter a new password in the "New Password” field and enter it again in
“"Retype Password.”Since you confirm “Next,” the administrator

password will be changed.

Date &Time
Please select “Date & Time” from the drop-down menu of Configuration Utility to
begin.

= Start
= Network Settings

= Server Settings

= Disk Management
= Camera Settings

= Finish

1. Manual setting
Use the drop-down list and configure the time manually. Select the Year, Month,

Date and Time. Time setting will be effective when you click “Next.”

Quick Configuration - Date/Time

Time Zone

Date and Time Setting by Manual

Month

Day v
Time [REEGHER A

[ Back ][ Next ]

27
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2. Time Zone: Synchronize with an Internet time server automatically.
Select the time zone of your area and update the date and time of the Brickcom
automatically with an NTP server. User also has an option to automatically adjust

daylight saving time.

Quick Configuration - Date/Time

Manual

Time Zone

Time Zone

K3

Automatically adjust clock for Daylight Saving Time

NREECUE | time stdtime gov tw | [ Metwork Test |

Tip: Please make sure this server is connected to the internet to ensure the date and time are synchronized with
the online NTP service. And please go to camera web page to set this NVR server as NTP server, to synchronize
the date and time of all cameras.

[ Back ][ Next ]

Configure the time and date by verifying and adjusting current local time and
daylight saving to avoid the following errors:
Incorrect display time for playback videos.
* Inconsistent display time of event logs and when they actually occur.

Please enter the hostname of a valid NTP server to synchronize the server time with
an Internet time server. NTP (Network Time Protocol) is a protocol to synchronize

the clocks of a computer system.

28
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Disk Management
Please select “Disk Management” from the drop-down menu of Configuration
Utility to begin.

¥ Quick Configuration
= Start
= Network Settings
= Server Settings

= Date & Time

= Camera Settings

> Finish

If hard disk is not installed in NVR, the page will show "Disk doesn’t exist.”
Once an available hard disk drive is inserted into the tray, Disk Information will show
in Device Information and users can start to create new RAID Disk.

1. Disk Information
Quick Configuration - Disk Management

Delete

Device List Device Information.
Bl RAID List
: o RAID Name IR
E RAID A [Big Drive, 931.51 GB]
: Level RliETg
- HDDA

(sx:ik=lelvl 93151 GB

el active

Action State EeEET

Background Activity BilelsE:]

Progress EilhiE]

[ Back J[ nNext |

Device Information provides details of the hard disk drive: HDD Model,
Serial NO., Capacity and Status.

29
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2. Create

Device List Device Information.

EHDD List
" G\VA9Y14 [465.76 GB]

[z BI0RILLEIN ST3500312CS

Serial Mo, EaEighs
oET Tl 465 76 GB
Status JEELE I

[ Back J[ mext |

As the hard disk drive is available, the status of Device Information shows “Ready,”
which indicates the hard disk drive is ready to be created.

Please click “Create” to enter the window for building New RAID Disk and select the
hard disk drive in the Free HDDs field.

MNew RAID Disk

Free HDDs Assigned HDDs

SVE20DWY (931 GR]

E‘-‘

Target RAID Disk
Big DriveiLincar) [ GB] Mcrformance(Raidd) [0 GB]
Faull Tuleranl{Raid 1) [0 CGE] Faul Toleianl(Raidd)y [0 GB]

Fault Tolerant{Raid10) [ GH]

RAID Modes

A Ck-inear

N - - U
Big Drive(Linaar) Performance(Raldo)

DATA wlpe -+ = i
@ L 3 D +un fgﬂf&' Sl U E L ﬁ & Malkc disl volumz with beticr performance
T

FADS
DATA DATA CATA
b b

Tolerance(RAID-1/5/10)

’]‘ “i I] m ‘#Dlﬂw lj E *|:| \|-m| Eiﬁﬂ?;:amn[.)%x!}h tolerance ability

[ Apply ][ Reset ]

30
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The selected hard disk drive in the Free HDDs field will be marked in blue and please
click [**' to recruit the hard disk drive into Assigned HDDs field.

New RAID Disk

Free HDDs Assigned HDDs

f5VX200WX [931 GB

Target RAID Disk

Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerani(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]
RAID Modes
Fa AL
DATA
Big Drive(Linear) ¥ N Performance{Raid0)

DATA i g Connect all drives to from a big disk
D + o volume D D + e Make disk volume with better performance

oaTA oATA DaTA
Tolerance(RAID-1/5/10)
g_o N Make disk volume with tolerance ability

.

The selected hard disk drive in Assigned HDDs field will be marked in blue.

Target RAID Disk

Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

Meanwhile, Target RAID Disk is ready to build RAID disk and it shows five types of

disk configuration.

The introduction of disk configuration is in the below table.

Disk Configuration

Big Drive Big Drive is a collection of hard disk drives and does not
(Linear) provide any RAID protection. The data are written to the
disks continuously.

Performance | RAIDQis one larger volume with 2 or more hard disk drives. The

(Raid0) data are written to the hard disk drives without any parity
information. The total storage capacity is the sum of all hard disk
drives.

Fault 2 hard disk drives are required to create a RAID1 array.

Tolerant RAID1 can provide disk mirroring by duplicating the data

(Raid1) between two hard disk drives.
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Fault A minimum of 3 hard disk drives are required to create RAID5. The
Tolerant data are striped in all hard drives in a RAID5 array and the parity
(Raid5) information is stored in each drive. If a hard disk drive fails, the
array enters degraded mode. The data can be rebuilt from other

member drives after installing a new drive to replace the failed

one.
New RAID Disk
Free HDDs Assigned HDDs
SVX20DWX [931 GB]
b2

Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Rald5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

RAID Modes
RAID-O
Big Drive(Linear) N
DATA - Performance(Raid0)
lj + un s:lme;l aldiives o omaig ok Ij D N e Make disk volume with better performance
RAID-1 RAID.5
oATA OATA OATA
Tolerance(RAID-1/5/10)
f ‘> 1 [ LA . | I—M] Make disk volume with tolerance ability
D D D B +D T U B IE P E|... F-Allow failed HDD(s)

Select a type of disk configuration, and please click “Apply” to execute building new
RAID disk.

& Note: Don’t turn off the server or unplug any hard drives when RAID Disk is in
building process.

Please wait. The disk configuration is in a process.
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Device List

Device Information.

E-RAID List
& RAID A [Big Drive, 465.75 GB]
HDD1

RAID Name

RAID A

Level

linear

Capacity

46575 GB

active

Acti

Backgroun

A clean

A none

Ll formatting . 20% I

[ Back J[ mext |

The progress is under “formatting....20%". Please wait till 100%.

Device List

Device Information.

E- RAID List
& RAID A [Big Drive, 465.75 GB]
HDD1

RAID Hame

Level

Capacity

Status

Action e
Background Activity

Progress

RAID A

linear

46575 GB

active

clean

none

create swap

[ Back [ mext |

The progress is in “Create swap” and is going to finish the disk building.

Device List

Device Information.

E RAID List
B RAID A [Big Drive, 465.75 GB]
“ HDD1

RAID Name
Level

Capacity

RAID A

linear

46575 GB

active

A clean

Background Activity

Progress

none

none |

([ Back [ mext |

Finally, the RAID disk building is complete.

After the RAID disk is created, RAID List shows RAID Name and available
storage devices. Device Information provides status of the hard drive:
RAID Name, Level, Capacity, Status-Active, Action State,
Background Activity and Progress-none.
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3. Delete
After the RAID Disk is created, “Delete” option is available.
If user is going to delete RAID disk, please refer to following description.

Quick Configuration - Disk Management

Disk Information

Remove RAID Disk

s

® RAID A Big Drive 931.51GB active

[ Remove ][ Format ]

In “Delete” option, user can remove or format RAID disk by selecting the RAID disk.
In the table, RAID Name, RAID type, Capacity and Status are shown.

. Remove
Click “Remove” to delete RAID Disk. Once “Remove” is clicked, a window will

pop up to ensure the execution.
Message from webpage M

o~
@ The RAID will be deleted. Are you sure?

[ ok ][ cancal

To delete RAID Disk, click “OK” to proceed.

Quick Configuration - Disk Management
[ T
Please wait.....

("] RAID A Big Drive

Remove RAID Disk

active

[ Remove ][‘ Format ]

Please wait. The deletion is in a process.

Device List Device Information.

B HDD List
- 6VV49Y14 [465.76 GB]

MR NLE TN ST3500312C8
Serial No. GWEELEES

(e=NEleil 465.76 GB
Ready |

[ Back ] [ Next ]
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If users want to change the RAID level setting, please click “Remove.” After the
RAID Disk is removed, the Status in Device information shows “Ready,” then

users can go back to Create page to continue the new RAID level configuration.

A Note: Once you remove the disk and continually create it, the recorded
video will be formatted.

Format

Click “Format” to format the RAID disk, all recorded videos will be deleted.

Remove RAID Disk

@ RAID A Big Drive

465.75 GB active

[ Remove ][ Format ]

Once “Format” is clicked, a window will pop up to ensure the execution.
Message from webpage Lﬂ

\e\ The volume will be formated Are you sure?

[ ok [ concel

To format RAID disk, click “OK” to continue.

e T [ [T TTTTCI
| Please wait.....

o | RaiD | Big Drive | 28575 6B

Remove Format

Hard disk drive is formatting.

Please wait for formatting until 100%.
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Device List

= RAID List
B RAID A [Big Drive, 465.75 GB]
HDD1

Device Information.

GERENETGEN RAID A

N linear

yfl 465.75 GB

active |

A clean

none

none

Camera Settings

NVR provides two options for adding cameras: UPnP Search and Detect

Camera Settings

[ Back | wext

l

Camera No. §3

Camera Name |Camera 5

® NVR Suggestion
(0 Camera Defined

Streaming Parameters

IP Address

192 1681

Port |E

Username |admin

Password |""'

Vendor |Aut0

Model

Generic URL |

RTSP port |

Recording Enabled Enable recording on this camera

(uPnP search) [ Apply |

Detect:

In this option, users are asked to enter IP Address and vendor. Then, click

“Apply” to start adding camera.

Camera Settings

Camera No. b3

(L EENEL Y | Camera 12
1P Address |REPRIRN

S admin |

vendor | X0 ~l

Generic URL

GEECUISEE N (V] Enable recording on this camera
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Please wait.....

Apply ¢ Reset

Camera Name, Username and Password are editable.
After selecting a specific camera vender, username and password will be

automatically filled in by vendor ‘s default information.

Memorize modified username and password:

NVR also can memorize username and password which is modified by users
after users click “Apply” button. Then, the default username and password of
that vendor will be replaced by the modified one. Next time when users add
new camera of the specific vendor, username and password will be
automatically filled in by new modified one.

& Note: Each vendor has its own default username and password.

If there is any error occurred in entering the following information, the
notification window will pop up as below.
f Message from webpage l—&r

I _ The camera name length is [1-50]

When an inappropriate address is entered, a window will pop up as below.

Message from webpage ld?-J

l . ThelP address is illegal

oK
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When an inappropriate user name is entered, a window will pop up as below.
Message from webpage &J

l b The length of administrator name is [4-30]

When an inappropriate password is entered, a window will pop up as below.
f Message from webpage w1

I k The length of password is [4-30]

4

After the detection is complete, the camera list shows connected camera
with Camera Name, IP Address, Port, Vendor and Mode.

Camera List

[ Mo | Comeratiame | Adaross
1 Cameral 192.168.1.108 80 Auto C1100 ete
2 cameraz 192.168.1.64 a0 Brickcom Corporation CB-1014g
3 cameras 192.168.1.108 a0 Brickcom Corporation FB-130Mp
4 Camera 4 192.168.1.245 a0 Auto C1100-W
L a0
6 WOB-130Mp 1921681129 a0 Brickcom Corporation WOB-130Mp
7 80

= 80
9 80
10 a0
11 a0
12 a0
13 a0
14 a0
15 a0
16 a0
1 a0
18 a0
19 a0

( Back J[ nNext |

All applied cameras will be shown in Camera List and if no more camera needs to be

connected, please click “Next” to continue configuration.

* Delete
If any camera should be deleted from camera list, please click the column turning

into blue and click “Delete.”
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Brickcom

Camera List
I e O
Cameral 192.168.1.106 Auto C1100
cameras 192.168.1.108 Brickcom Corporation FB-130Mp Delete
4 Camera 4 . 192.168.1.245 a0 Auto C1100-W Delete

A window will pop up to ensure the action.

Message from webpage m

@ The Information of IP Camera Will be Deleted

[ o ][ concel

To delete the camera, click “OK” to proceed.

Camera List
No. | Camera Name | IP Address | Port | Vendor
1 Cameral 192.168.1.106 80 Auto
3 cameras 192.168.1.108 a0 Brickcom Corporation FB-130Mp Delete
4 Camera 4 192.168.1.245 80 Auto C1100-W Delete
- I T | I
g 80
I 80 \ ? ) IP Camera information will be deleted.
3 a0
] 30 BTl
10 a0
Please wait. The deletion is in a process.
Camera List
Cameral 192.168.1.106 a0 Auto C1100 Delete
cameral 192.168.1.108 a0 Brickcom Corporation FB-130Mp Delete
4 Camera 4 192.168.1.245 30 Auta C1100-W Delete

The camera has been deleted from camera list.

*  Generic RTSP/ Generic MJPEG

Brickcom NVR provides the interface for users to enter RTSP/ MJPEG URLs of IP
cameras to receive the video streaming from IP camera. The streaming will be
applied to monitoring, recording and playback.

Generic RTSP and Generic MJPEG function can be selected in the vendor list of
camera setting page.
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Vendor (G M Model

Genie
Generic URL JFatuy i RTSP port

- GigaMedia
Recording Enabled HikVision camera
Hunt
iCanTek
JVC
] LILIM
Linksys

2 Messoa
Camera List Moo

MEXCOM
a0

|

(uPnP search| [ Apply

Cameral PROBE Auto 1100
Samsung
-_ SANYO ___
cameras gECUBEST a0 Brickcom Corporation FB-130Mp

ecuRex
Camera 4 SHANY 80 Auto C1100-W Delete
. |Sony 1
Sunell = |an
Takex
ViDigi
VIVOTEK 80
VISEO a0
YOKD
ZAVIO ay
10 CMNVIF 30

11 Generic_ RTSP (H264

s

W0

Generic MUPEG

Follow by entering the Generic URL column with proper RTSP or MJPEG URLs.
If Generic RTSP is selected, RTSP port should be filled out too.
Click “apply” to make parameters enable

Camera Settings

Camera No. [

®NVR Suggestion

Camera Mame |Camera2 | Streaming Parameters Oc s
amera Define

IP Address

192.168.1. | Port |ER |

Username |admin | Password |""| |

Vendor |Aut0 V|

Generic URL | | RTSP port || |

Recording Enabled Enable recarding on this camera

(uPnP search) [ apply |

&The most correct URLs should be provided from each camera vendors.
&Users may also refer to websites
- https://www.soleratec.com/rtsp/

- http://www.ispyconnect.com/sources.aspx

UPnP Search:
Click "UPnPSearch” to find out UPnP devices within the LAN.
Please make sure IP camera supports UPnP Search function.
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Please go to IP Camera web page to enable UPnP search function.

Quick Configuration - Camera Settings

Please wait.....

Please wait. The UPnP search is in a process.

Quick Configuration - Camera Settings

=

N N S —

1 192.168.1.1 80 Brickcom DWRT-G00MN 600N 00-00-00-00-00-00

2 192.168.1.108 a0 NetwarkCamera C1100 v1.0.1.3 00-11-8B-70-FD-EF

3 192.168.1.245 a0 NetwarkCamera C1100-W v1.1.6.9 AC-81-12-B1-DC-15

The available cameras in the network will be displayed.
Add any camera you want by clicking "Add” from the list one by one.

After the search, the window displays Camera Name, IP Address, User Name,
Password, Port, Vendor and Model. Please click “"Apply” to add new camera.

Camera Settings

[o=EER LY Camera 12

INLIEES 192.168.1.186 Port i)
VEOL LY VIVOTEK INC. [{GLER H.264 Mega-Pixel Network Camera

GO BB [ Enable recording on this camera

Note: NVR will automatically fill in default username and password of each
vendor. Camera Name, User Name and Password can be modified by users.

Memorize modified username and password:

NVR will memorize username and password which is modified by users after
users click “Apply” button. Then, the default username and password of that
vendor will be replaced by the modified one. Next time when users add new
camera of the specific vendor, username and password will be automatically
filled in by new modified one.

Note: Each vendor has its own default username and password.

All applied cameras will be shown in Camera List and If no more camera
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Brickcom

needs to be connected, please click "“Next” to continue.

Camera List
No. Camera Name | IP Address | Port | Vendor Model | Delete
1 Cameral 192.168.1.106 80 Auto C1100 Delete
— | e | |
. L R T =
4 Camera 4 192.168.1.245 a0 Auto C1100-W elete
= | o |
(3] a0
( Back J[ wext |
You can also click "Delete” to disconnect the camera.
Finish
Please select “"Finish” from the drop-down menu of Configuration Utility

to begin.

¥ Quick Configuration
= Start
= Network Settings
= Server Settings
> Date & Time
= Disk Management

= Camera Settings

Once five steps of Quick Configuration are completed, the window will show
the completed status. You can click "Back” to return to the previous steps
to modify the configuration or click “Start Live view” to start monitoring.
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Quick Configuration - Finish

Quick Configuration

--Completed--

The settings you have made are shown below. Click Start Live View for monitoring, or click Back to return to the
previous steps and modify settings. If you want to modify other items, please click Configuration at the top right.

Step 1 - Network Setup

NGEpEa Gl Specify an IP address
192.168.1.110
LGN ELTS 255 255 255.0
Default Gateway IP Address [krSERRE|

Primary Domain Name Server eS|

Secondary Domain Mame Server

Step 2 - Server Settings

Server Name Bkl

Step 3 - Date/Time

QiGN (GMT+08:00)Taiwan
R ERE LD EN 2014/2/27 17:58:27

Step 4 - Disk Management

(BIELEe TN linear (Big Drive)

Step 5 - Camera Settings

e e==10: W You have configured 3 camerais)

[ Back ][ startLive view |

To review the setting or information of Quick Configuration, user can also select
“Quick Configuration” in the left of the Configuration main page.

¥ Quick Configuration

= (uick Configuration
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Use NVR by Local Display
NVR can be connected to a monitor via HDMI and VGA port to execute quick
configuration and display live view.

& Note: Local display feature is supported in NR-1104 , NR-2104 ,
NR-2108 , NR-2116.

To start local display, please check the steps below:
Please install at least one hard disk drive in your NVR.
Connect NVR and IP cameras to the network.
Make sure the monitor is connected to the port (HDMI /VGA/ DVI-I) of NVR rear
panel.
Please connect a USB mouse to the USB port of NVR.
Please connect power cord and connector to turn on NVR.
When you enter the log in interface of NVR, please enter default user name

“admin” and password “admin” and select languages.

Log in NVR
Users have to key in the correct username and password to login NVR

Brickcom
—.

Username
Password  [ETY

Remember Username and Password

Engiish 4

Resolution:
User can select the resolution 1920x1080 or 1024x768 in login page, when
the monitor supports both types of resolution.
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Anonymous login
Anonymous login allows users to login without username and password.

‘ username

password

Anenymous Access
B Remember Username and Password

.
1024x764 e

Anonymous user can only view live monitoring and playback page in local

monitor, however, the configuration page will be disable. While anonymous
login is applied, system will automatically log in without authorization
process after boot up.

Start to setup the anonymous login
Please go to “Configuration->Management->Users Management->Advance

Settings” in remote web browser.

Check the “Enable Anonymous Access.”

Users Management

Create Users Modify Users Change Password

Advanced Settings

Local Display Settings Enable Anonymous Access
Apply

Enable the “Anonymous” at the local display login page, and then log in.

r'-.r.—--.n---u—-—-—m. — I-l-‘lr-mnr—ﬂlmhnmllmlmw-w—nnnnw——n‘. )’

username ‘

coowors S
P =

Anonymous Access
B Remeimioer Username and Password

1024x768 w
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Virtual Keyboard
Users can choose to use USB keyboard for typing in local display of
DIGISTOR, or fill out columns with virtual keyboard. The virtual keyboard in
local display can be enabled from the right side of each column.

username

password

B Anonymous Access

B Remember Username and Password

N ST
There are 3 types of virtual keyboard can be chosen, including Upper case,
Lower case and Symbols.

-Upper case -Lower case -Symbols

COEODEODODEGEO0O|oDODONODODEOOjODODEBEERE 000
OoOEEDO0ND 0B0| DoODOODOD ool EEEEEE0E0 OB0
OEON0NODODE D00|oENEoooaE ool COREREEEE OB0

. .
FEEEENCNE] 080] BEEENEIE) DAL
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Quick Configuration
After you log in local display of NVR, the system will direct you to set Quick
Configuration in five main steps. Follow the instructions of the Overview of
wizard to complete the system setup.

Start
System will lead you to “Start” from the drop-down menu of Configuration Utility to
begin.

= MNetwork Settings

= Server Settings

= Date & Time

= Disk Management
= Camera Settings

= Finish

To initial the configuration, please study the Overview of wizard first. Through five
steps, the wizard will guide you to set up the system quickly.

Quick Configuration - Start

--Wizard Overview--

Welcome to the quick configuration wizard. This wizard will guide you through the following steps to configure
this system quickly.

1. Network Settings; Including the IP address, subnet mask, default gateway IP address, and primary DNS.
2. Server Settings; Server Name and Administrator Password Change.

3. Date/Time; Time settings, please enter the date, time, or select a time zone for this server.

4. Disk Management; Initialize the disk volume on this server.

5. Camera settings; Add the IP cameras to be used for this server.

Back to configuratid ( start )

Click “Start” in Overview of wizard page to begin Quick Configuration.
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Network Settings
Please select “Network Settings” from the drop-down menu of Configuration Utility
to begin.

¥ Quick Configuration

> Start

= Server Settings

= Date & Time
> Disk Management
= Camera Settings

> Finish

Users need to adjust the settings in the Network Setup page in order to let

NVR work properly within network.
Quick Configuration - Network Setup

Network Setup

Internet Protocol |O Obtain an IP address automancally"@ Specify an IP address

IP Address PRI AR

Subnet Mask M‘

Default Gateway IP Address
Primary Domain Name Server

Secondary Domain Name Server |

|

Tip: To allow this server to be used for NTP or SMTP servers, you must provide the IP address of the primary
DNS server and Default Gateway. The settings will be applied after you clicked the “Next” button.

[ Back ] [ Next ]

There are 2 methods to configure IP address

1. Obtain an IP address automatically (NVR Default)

Obtain an available dynamic IP address assigned by a DHCP server. If this
option is selected, NVR will automatically obtain an available dynamic IP
address from the DHCP server once it connects to the network.

2. Specify an IP address.

If there is no DHCP server existing in network environments, the static IP
address will be given as192.168.1.245. It should be adaptable in most
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networking environment, and user can choose to maintain the default IP
address or change it in this page. However, it’s recommended setting different
IP address of NVR if there is more than one NVR in the same LAN.

To assign a static IP address to the NVR:
1. Select “Specify an IP address”
2. Enter the IP address, Subnet Mask, Default Gateway IP Address and DNS
server address.
3. If IP Address is changed, user needs to log out NVR and login in again.
Click “Next” to proceed with the configuration.

Server Settings
Please select “Server Settings” from the drop-down menu of Configuration Utility to
begin.

¥ Quick Configuration

=

> Start

= Hetwork Settings

= Date & Time
= Disk Management
= Camera Settings

= Finish

Quick Configuration - Server Settings

Server name with UPnP

Enabled
SLVENEGEY | DS201 (Max. size: 32 characters)

Tip: To create a unique name for this server. The settings will be applied after you clicked the “Next” button.

Password Settings

ECLEEN admin  [] Use the original password

New Password {Max. size: 15 characters)

Tip: f you select “Use the original password,” the administrator password will not be changed. The settings will
be applied after you clicked the “Next” button.

[ Back ] [ Next ]
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*  Server name with UPnP
Universal Plug and Play (UPnP) simplifies the process of adding a NVR to a local area
network. Once connected to LAN, the NVR will automatically appear on the internet.

User can select to enable the function with UPnP and edit a sever name.

*  Password Settings

Each NVR comes with a built-in "fadmin” account with password “admin.”
It’s highly recommended to change the password upon the initial login.
Enter a new password in the "New Password” field and enter it again in
“"Retype Password.”Since you confirm “Next,” the administrator
password will be changed.

Date &Time
Please select “Date & Time” from the drop-down menu of Configuration Utility to
begin.

= Start
= Network Settings

= Server Settings

= Disk Management
= Camera Settings

= Finish

3. Manual setting
Use the drop-down list and configure the time manually. Select the Year, Month,

Date and Time. Time setting will be effective when you click “Next.”

Quick Configuration - Date/Time

Time Zone

Date and Time Setting by Manual

Month

Day v
Time [REEGHER A

[ Back ][ Next ]
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4. Time Zone: Synchronize with an Internet time server automatically.
Select the time zone of your area and update the date and time of the Brickcom
automatically with an NTP server. User also has an option to automatically adjust

daylight saving time.

Quick Configuration - Date/Time

Manual

Time Zone

K3

Time Zone

Automatically adjust clock for Daylight Saving Time

NREECUE | time stdtime gov tw | [ Metwork Test |

Tip: Please make sure this server is connected to the internet to ensure the date and time are synchronized with
the online NTP service. And please go to camera web page to set this NVR server as NTP server, to synchronize
the date and time of all cameras.

[ Back ][ Next ]

Configure the time and date by verifying and adjusting current local time and
daylight saving to avoid the following errors:
Incorrect display time for playback videos.
* Inconsistent display time of event logs and when they actually occur.

Please enter the hostname of a valid NTP server to synchronize the server time with
an Internet time server. NTP (Network Time Protocol) is a protocol to synchronize

the clocks of a computer system.
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Disk Management
Please select “Disk Management” from the drop-down menu of Configuration
Utility to begin.

¥ Quick Configuration
> Start
= Network Settings

= Server Settings

= Date & Time

= Camera Settings

> Finish

n”

If hard disk is not installed in NVR, the page will show “"Disk doesn’t exist.
Once an available hard disk drive is inserted into the tray, Disk Information will show
in Device Information and users can start to create new RAID Disk.

4. Disk Information
Quick Configuration - Disk Management

Delete

Device List Device Information.
Bl RAID List
: o RAID Name IR
E RAID A [Big Drive, 931.51 GB]
: Level RliETg
- HDDA

(sx:ik=lelvl 93151 GB

el active

Action State EeEET

Background Activity BilelsE:]

Progress EilhiE]

[ Back J[ nNext |

Device Information provides details of the hard disk drive: HDD Model,
Serial NO., Capacity and Status.
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5. Create

Device List Device Information.

EHDD List
" G\VA9Y14 [465.76 GB]

[z BI0RILLEIN ST3500312CS

Serial Mo, EaEighs
oET Tl 465 76 GB
Status JEELE I

[ Back J[ mext |

As the hard disk drive is available, the status of Device Information shows “Ready,”
which indicates the hard disk drive is ready to be created.

Please click “Create” to enter the window for building New RAID Disk and select the
hard disk drive in the Free HDDs field.

MNew RAID Disk

Free HDDs Assigned HDDs

SVE20DWY (931 GR]

E‘-‘

Target RAID Disk
Big DriveiLincar) [ GB] Mcrformance(Raidd) [0 GB]
Faull Tuleranl{Raid 1) [0 CGE] Faul Toleianl(Raidd)y [0 GB]

Fault Tolerant{Raid10) [ GH]

RAID Modes

A Ck-inear

N - - U
Big Drive(Linaar) Performance(Raldo)

DATA wlpe -+ = i
@ L 3 D +un fgﬂf&' Sl U E L ﬁ & Malkc disl volumz with beticr performance
T

FADS
DATA DATA CATA
b b

Tolerance(RAID-1/5/10)

’]‘ “i I] m ‘#Dlﬂw lj E *|:| \|-m| Eiﬁﬂ?;:amn[.)%x!}h tolerance ability

[ Apply ][ Reset ]
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The selected hard disk drive in the Free HDDs field will be marked in blue and please
click [**' to recruit the hard disk drive into Assigned HDDs field.

New RAID Disk

Free HDDs Assigned HDDs

f5VX200WX [931 GB

Target RAID Disk

Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerani(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]
RAID Modes
Fa AL
DATA
Big Drive(Linear) ¥ N Performance{Raid0)

DATA i g Connect all drives to from a big disk
D + o volume D D + e Make disk volume with better performance

oaTA oATA DaTA
Tolerance(RAID-1/5/10)
g_o N Make disk volume with tolerance ability

.

The selected hard disk drive in Assigned HDDs field will be marked in blue.

Target RAID Disk

Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

Meanwhile, Target RAID Disk is ready to build RAID disk and it shows five types of

disk configuration.

The introduction of disk configuration is in the below table.

Disk Configuration

Big Drive Big Drive is a collection of hard disk drives and does not
(Linear) provide any RAID protection. The data are written to the
disks continuously.

Performance | RAIDQis one larger volume with 2 or more hard disk drives. The

(Raid0) data are written to the hard disk drives without any parity
information. The total storage capacity is the sum of all hard disk
drives.

Fault 2 hard disk drives are required to create a RAID1 array.

Tolerant RAID1 can provide disk mirroring by duplicating the data

(Raid1) between two hard disk drives.
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Fault A minimum of 3 hard disk drives are required to create RAID5. The
Tolerant data are striped in all hard drives in a RAID5 array and the parity
(Raid5) information is stored in each drive. If a hard disk drive fails, the
array enters degraded mode. The data can be rebuilt from other

member drives after installing a new drive to replace the failed

one.
New RAID Disk
Free HDDs Assigned HDDs
SVX20DWX [931 GB]
b2

Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Rald5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

RAID Modes
RAID-O
Big Drive(Linear) N
DATA - Performance(Raid0)
lj + un s:lme;l aldiives o omaig ok Ij D N e Make disk volume with better performance
RAID-1 RAID.5
oATA OATA OATA
Tolerance(RAID-1/5/10)
f ‘> 1 [ LA . | I—M] Make disk volume with tolerance ability
D D D B +D T U B IE P E|... F-Allow failed HDD(s)

Select a type of disk configuration, and please click “Apply” to execute building new
RAID disk.

& Note: Don’t turn off the server or unplug any hard drives when RAID Disk is in
building process.

Please wait. The disk configuration is in a process.
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Device List

Device Information.

E-RAID List
& RAID A [Big Drive, 465.75 GB]
HDD1

RAID Name

RAID A

Level

linear

Capacity

46575 GB

active

Acti

Backgroun

A clean

A none

Ll formatting . 20% I

[ Back J[ mext |

The progress is under “formatting....20%". Please wait till 100%.

Device List

Device Information.

E- RAID List
& RAID A [Big Drive, 465.75 GB]
HDD1

RAID Hame

Level

Capacity

Status

Action e
Background Activity

Progress

RAID A

linear

46575 GB

active

clean

none

create swap

[ Back [ mext |

The progress is in “Create swap” and is going to finish the disk building.

Device List

Device Information.

E RAID List
B RAID A [Big Drive, 465.75 GB]
“ HDD1

RAID Name
Level

Capacity

RAID A

linear

46575 GB

active

A clean

Background Activity

Progress

none

none |

([ Back [ mext |

Finally, the RAID disk building is complete.

After the RAID disk is created, RAID List shows RAID Name and available
storage devices. Device Information provides status of the hard drive:
RAID Name, Level, Capacity, Status-Active, Action State,
Background Activity and Progress-none.
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6. Delete
After the RAID Disk is created, “Delete” option is available.
If user is going to delete RAID disk, please refer to following description.

Quick Configuration - Disk Management

Disk Information

Remove RAID Disk

s

® RAID A Big Drive 931.51GB active

[ Remove ][ Format ]

In “Delete” option, user can remove or format RAID disk by selecting the RAID disk.
In the table, RAID Name, RAID type, Capacity and Status are shown.

. Remove
Click “Remove” to delete RAID Disk. Once “Remove” is clicked, a window will

pop up to ensure the execution.
Message from webpage M

o~
@ The RAID will be deleted. Are you sure?

[ ok ][ cancal

To delete RAID Disk, click “OK” to proceed.

Quick Configuration - Disk Management
[ T
Please wait.....

("] RAID A Big Drive

Remove RAID Disk

active

[ Remove ][‘ Format ]

Please wait. The deletion is in a process.

Device List Device Information.

B HDD List
- 6VV49Y14 [465.76 GB]

MR NLE TN ST3500312C8
Serial No. GWEELEES

(e=NEleil 465.76 GB
Ready |

[ Back ] [ Next ]
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If users want to change the RAID level setting, please click “Remove.” After the
RAID Disk is removed, the Status in Device information shows “Ready,” then

users can go back to Create page to continue the new RAID level configuration.

A Note: Once you remove the disk and continually create it, the recorded
video will be formatted.

Format

Click “Format” to format the RAID disk, all recorded videos will be deleted.

Remove RAID Disk

@ RAID A Big Drive

465.75 GB active

[ Remove ][ Format ]

Once “Format” is clicked, a window will pop up to ensure the execution.
Message from webpage Lﬂ

\e\ The volume will be formated Are you sure?

[ ok [ concel

To format RAID disk, click “OK” to continue.

e T [ [T TTTTCI
| Please wait.....

o | RaiD | Big Drive | 28575 6B

Remove Format

Hard disk drive is formatting.

Please wait for formatting until 100%.
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Device List Device Information.

E* RAID List
2 : g GRIBENETEN RAID A
E- RAID A [Big Drive, 465.75 GB]
M linear
HDD1

yfl 465.75 GB

active |

A clean

none

none

[ Back J[ wext |

Camera Settings
NVR provides two options for adding cameras: UPnP Search and Detect

Camera Settings

Camera No. §3

® NVR Suggestion

Camera Name |Camera L | Streaming Parameters
(0 Camera Defined

IP Address

192.168.1] | Port [N |

Username |admin | Password |""' |

Vendor |Aut0 v| Model

Generic URL | | RTSP port | |

Recording Enabled Enable recording on this camera

(uPnP search) [ Apply |

Detect:
In this option, users are asked to enter IP Address and vendor. Then, click
“Apply” to start adding camera.

Camera Settings

Camera No. b3

(RN BN | Camera 12
[ 1921681, |
Usemame JELIT
Vendor [ |

Generic URL

GEECUISEE N (V] Enable recording on this camera
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Please wait.....

Apply ¢ Reset

Camera Name, Username and Password are editable.
After selecting a specific camera vender, username and password will be

automatically filled in by vendor ‘s default information.

Memorize modified username and password:

NVR also can memorize username and password which is modified by users
after users click “Apply” button. Then, the default username and password of
that vendor will be replaced by the modified one. Next time when users add
new camera of the specific vendor, username and password will be
automatically filled in by new modified one.

& Note: Each vendor has its own default username and password.

If there is any error occurred in entering the following information, the
notification window will pop up as below.
f Message from webpage l—&r

I _ The camera name length is [1-50]

When an inappropriate address is entered, a window will pop up as below.

Message from webpage ld?-J

l . ThelP address is illegal

oK

60

| BLOCK UP YOUR SECURITY



When an inappropriate user name is entered, a window will pop up as below.
Message from webpage &J

l b The length of administrator name is [4-30]

When an inappropriate password is entered, a window will pop up as below.
f Message from webpage w1

I k The length of password is [4-30]

4

After the detection is complete, the camera list shows connected camera
with Camera Name, IP Address, Port, Vendor and Mode.

Camera List

[ Mo | Comeratiame | Adaross
1 Cameral 192.168.1.108 80 Auto C1100 ete
2 cameraz 192.168.1.64 a0 Brickcom Corporation CB-1014g
3 cameras 192.168.1.108 a0 Brickcom Corporation FB-130Mp
4 Camera 4 192.168.1.245 a0 Auto C1100-W
L a0
6 WOB-130Mp 1921681129 a0 Brickcom Corporation WOB-130Mp
7 80

= 80
9 80
10 a0
11 a0
12 a0
13 a0
14 a0
15 a0
16 a0
1 a0
18 a0
19 a0

( Back J[ nNext |

All applied cameras will be shown in Camera List and if no more camera needs to be

connected, please click “Next” to continue configuration.

* Delete
If any camera should be deleted from camera list, please click the column turning

into blue and click “Delete.”

61

| BLOCK UP YOUR SECURITY



Brickcom

Camera List
I e O
Cameral 192.168.1.106 Auto C1100
cameras 192.168.1.108 Brickcom Corporation FB-130Mp Delete
4 Camera 4 . 192.168.1.245 a0 Auto C1100-W Delete

A window will pop up to ensure the action.

Message from webpage m

@ The Information of IP Camera Will be Deleted

[ o ][ concel

To delete the camera, click “OK” to proceed.

Camera List
No. | Camera Name | IP Address | Port | Vendor
1 Cameral 192.168.1.106 80 Auto
3 cameras 192.168.1.108 a0 Brickcom Corporation FB-130Mp Delete
4 Camera 4 192.168.1.245 80 Auto C1100-W Delete
- I T | I
g 80
I 80 \ ? ) IP Camera information will be deleted.
3 a0
] 30 BTl
10 a0
Please wait. The deletion is in a process.
Camera List
Cameral 192.168.1.106 a0 Auto C1100 Delete
cameral 192.168.1.108 a0 Brickcom Corporation FB-130Mp Delete
4 Camera 4 192.168.1.245 30 Auta C1100-W Delete

The camera has been deleted from camera list.

*  Generic RTSP/ Generic MJPEG

Brickcom NVR provides the interface for users to enter RTSP/ MJPEG URLs of IP
cameras to receive the video streaming from IP camera. The streaming will be
applied to monitoring, recording and playback.

Generic RTSP and Generic MJPEG function can be selected in the vendor list of
camera setting page.
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Vendor (G M Model

Genie
Generic URL JFatuy i RTSP port

- GigaMedia
Recording Enabled HikVision camera
Hunt
iCanTek
JVC
] LILIM
Linksys

2 Messoa
Camera List Moo

MEXCOM
a0

|

(uPnP search| [ Apply

Cameral PROBE Auto 1100
Samsung
-_ SANYO ___
cameras gECUBEST a0 Brickcom Corporation FB-130Mp

ecuRex
Camera 4 SHANY 80 Auto C1100-W Delete
. |Sony 1
Sunell = |an
Takex
ViDigi
VIVOTEK 80
VISEO a0
YOKD
ZAVIO ay
10 CMNVIF 30

11 Generic_ RTSP (H264

s

W0

Generic MUPEG

Follow by entering the Generic URL column with proper RTSP or MJPEG URLs.
If Generic RTSP is selected, RTSP port should be filled out too.
Click “apply” to make parameters enable

Camera Settings

Camera No. [

®NVR Suggestion

Camera Mame |Camera2 | Streaming Parameters Oc s
amera Define

IP Address

192.168.1. | Port |ER |

Username |admin | Password |""| |

Vendor |Aut0 V|

Generic URL | | RTSP port || |

Recording Enabled Enable recarding on this camera

(uPnP search) [ apply |

&The most correct URLs should be provided from each camera vendors.
&Users may also refer to websites
- https://www.soleratec.com/rtsp/

- http://www.ispyconnect.com/sources.aspx

UPnP Search:
Click "UPnPSearch” to find out UPnP devices within the LAN.
Please make sure IP camera supports UPnP Search function.
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Please go to IP Camera web page to enable UPnP search function.

Quick Configuration - Camera Settings

Please wait.....

Please wait. The UPnP search is in a process.

Quick Configuration - Camera Settings

=

N N S —

1 192.168.1.1 80 Brickcom DWRT-G00MN 600N 00-00-00-00-00-00

2 192.168.1.108 a0 NetwarkCamera C1100 v1.0.1.3 00-11-8B-70-FD-EF

3 192.168.1.245 a0 NetwarkCamera C1100-W v1.1.6.9 AC-81-12-B1-DC-15

The available cameras in the network will be displayed.
Add any camera you want by clicking "Add” from the list one by one.

After the search, the window displays Camera Name, IP Address, User Name,
Password, Port, Vendor and Model. Please click “"Apply” to add new camera.

Camera Settings

[o=EER LY Camera 12

INLIEES 192.168.1.186 Port i)
VEOL LY VIVOTEK INC. [{GLER H.264 Mega-Pixel Network Camera

GO BB [ Enable recording on this camera

Note: NVR will automatically fill in default username and password of each
vendor. Camera Name, User Name and Password can be modified by users.

Memorize modified username and password:

NVR will memorize username and password which is modified by users after
users click “Apply” button. Then, the default username and password of that
vendor will be replaced by the modified one. Next time when users add new
camera of the specific vendor, username and password will be automatically
filled in by new modified one.

Note: Each vendor has its own default username and password.

All applied cameras will be shown in Camera List and If no more camera
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needs to be connected, please click "“Next” to continue.

Camera List
No. Camera Name | IP Address | Port | Vendor Model | Delete
1 Cameral 192.168.1.106 a0 Auta C1100 Delate
S | 5 | |
4 Camera 4 192.168.1.245 a0 Auto C1100-W elete
= | | e |
g a0

You can also click "Delete” to disconnect the camera.

Finish

Please select “"Finish” from the drop-down menu of Configuration Utility
to begin.

¥ Quick Configuration
= Start
= Network Settings
= Server Settings
> Date & Time
= Disk Management

= Camera Settings

Once five steps of Quick Configuration are completed, the window will show
the completed status. You can click "Back” to return to the previous steps
to modify the configuration or click “Start Live view” to start monitoring.
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Quick Configuration - Finish

Quick Configuration

--Completed--

The settings you have made are shown below. Click Start Live View for monitoring, or click Back to return to the
previous steps and modify settings. If you want to modify other items, please click Configuration at the top right.

Step 1 - Network Setup

NGEpEa Gl Specify an IP address
192.168.1.110
LGN ELTS 255 255 255.0
Default Gateway IP Address [krSERRE|

Primary Domain Name Server eS|

Secondary Domain Mame Server

Step 2 - Server Settings

Server Name Bkl

Step 3 - Date/Time

QiGN (GMT+08:00)Taiwan
R ERE LD EN 2014/2/27 17:58:27

Step 4 - Disk Management

(BIELEe TN linear (Big Drive)

Step 5 - Camera Settings

e e==10: W You have configured 3 camerais)

[ Back ][ startLive view |

To review the setting or information of Quick Configuration, user can also select
“Quick Configuration” in the left of the Configuration main page.

¥ Quick Configuration

= (uick Configuration
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Live View
After the Quick Configuration is complete, users can successfully monitor IP
cameras. In live view page, users can monitor cameras in various display
modes and control PTZ cameras.

2 | T

Select View Modes on Live View Page

On top right of live view, users can select four view modes.

Mode Description
% Live View:
Click “Live View” to control the monitoring
instantaneously.
> Playback:
Click “Playback”to play and to export the recorded video
files.
nﬁ Configuration:

Click “Configuration”to configure camera, recording,
event, management, network, quick configuration and
system.

l}’ Logout:

Click " Logout" to leave NVR.

Main Functions for Live View
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Camera
status

B T

NVR information Basic functions Display mode

Camera status

Wi, Camerz 4

EventLog

Icon

Description

cam3

Camera name:

The name of the camera is located in the top left corner in
each video window. Users can rename the camera via the
path “Configuration->IP Camera->Camera Settings.”

H2g4

Video compression format:
M-JPEG/MPEG-4/H.264

Audio: Once camera supports audio, NVR shows audio in
blue. Vice versa, DIGISTOR shows audio in grey.

Event: When event happens, NVR shows warning to user for
instant alert.

Recording status:
The window shows whether camera is recording or not.

Blue border:
The outline border surrounds the selected window to
highlight the focus image.

NVR information

Firmware version

User can easily find out the firmware version in the live view page.

8

& 0

- = E W

= O =
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Disk and CPU loading indicator:

Users can find out Disk and CPU loading directly without entering

configuration page.

m EE === EE OEE = O

= ) [=a o

Disk and CPU loading indicator shows blue when loading is70% or under,

and shows red as a warning when it reach to more than 70%.

&

2 1

With changing the video configuration, like resolution, FPS and video quality

or changing RAID type, can influence the CPU loading, and users can easily
find the best balance in NVR.

Basic functions

Icon

Description

Snapshot:

Take a shapshot on the camera that you select. The snapshot will
be saved in “Public ->liveview_snapshot.” It can be access
through Windows Networking or FTP service at File Sharing
service in Configuration page.

Digital zoom in/ out:
Select a channel to enable digital zoom function

Drop:
Drop the camera from monitoring.

Drop all:
Drop all cameras from monitoring.

B Add all:
Add all cameras from monitoring.
ute:
e Alter sound instrument from camera.
Date & Time:

Showthe specific day and time.
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Display mode
NVR supports multi-display modes for monitoring. Click the icon of display
mode to monitor live view. When you click a display mode, the mode icons
will turn into blue.

Icon Description
Full Screen
1 screen
4 screen
-
E 9 screen
G- creen
H-+H
— creen
====
i 25 screen
C.Ji
E +1 screen
Sequential mode
| A~
7
3
Click rl_L| to choose the page of liveview % .
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PTZ Control Panel
If the IP camera supports PTZ function, user can use the control panel to
adjust the viewing angle. The following functions are available depending
on the camera models.

Icon Description

PTZ panel:
PTZ allows users to monitor large areas with a single
network camera. Pan, tilt, and zoom functions can be

controlled remotely by users. If device supports PTZ
control, users can click on the arrows to pan and/ or tilt
the camera. The house in the middle can take you back
to original monitoring position.

~| | Preset positions:

Select the preset positions which are defined in PTZ
camera and the camera will move to the position that
user selects.

Optical zoom in/ out:
If camera supports PTZ control, adjust the PTZ camera to
zoom out or zoom in.

Schedule for PTZ:
Select “Set” to set camera preset position.

It can open the dialog to set how many times PTZ cruise
to repeat and how many seconds stay between each
preset point.

Repeat{1~999 times, 1000:infinite): IlDOO

Interval(3~1200 seconds): 5

Schedule for PTZ:
ko Click “Go” to start PTZ patrol schedule.
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Event Log

Event log is a convenient feature to notify users of motion detection at the

very first time. When a motion is detected, the icon will start blinking.

By clicking the button, a window will pop up to display the list of event log as

below.

Event Log

[ server Mame [ Date & Time:

.| Descripbion

Local WvR.
| | Local YR
Local NVR.
Local YR
Local HVR
Local VR
Local VR
Local NVR.
Local MVR
Local VR
| Local hvR.

2014-02-27 15:26:39
2014-02-27 13:01:38
2014-02+27 13:00:15
2014-02-27 12:58:56
2014-02-27 12:59:22
2014-02-27 12:99:59
2014-02-27 12:48:49
2014-02:27 11:29:35
2014-02-25 16:49:50
20140225 18:49:39
2014-02-24 22:01:48

[ Enable tert Sourd

LLCLCELLLR T LR

cameralz

Discornected
Connected
Disconnected
Connected
Disconnect ted
Connected

Discornected
Disconnected
Connected
Discannected
Connected

Cancel

Refresh | oK

Users can view all detailed list of motion detection in both local display and

remote web browser. At the same time, the icon will stop blinking.
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OptionE B ]

Option button can let users directly to do live-view setting such as warning
setting, windows setting and sequential mode setting.

General

@ Genersl | 4y Mult-Server | [B] Sequentiol Mode Setting | . Toystick |

e

[ Automatically reoxder Liveview windows.

[~ Eesze all video sizes at the same time.

v Highlight wideo window when an event is triggered.
v Enable Alert Sound

[~ Liveview event notfication with video pop-ont window

]..—* Pop-outwindow s closd i X s=e.

[0):4 ] Cancel

Resize all video sizes at the same time
Only a right click on the video, users can set "all" video size either in original size

or fit size.
Video Size k Criginal
Go To Web v | Fit
v Original Original
Fit | Fit
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Highlight video window when event is triggered
The option of “Highlight video window when event is triggered” is a warning
frame which will pop out on the channel when an event is detected.

When the motion event is awarded, user can simply click on the channel with
mouse, the warning frame will be stopped.

Sequential mode setting
Click sequential interval to set the numbers of user-defined seconds for
sequential mode.

B Generol | &) MuliServer [ Sequentisl Mode Setting | g Taystick |

&

Sequential Inferval: 1] ﬂ

0K | Canel
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Exchange Streaming Type
NVR allows users to setup the dual streaming configurations in camera
parameter page if cameras support dual stream. It is suggested stream 1 is
set for higher resolution and stream 2 for lower resolution, which helps
users to choose the proper streaming in live view with intuitive control.

To switch the different streaming, users can select the channel in live view
page and right click the mouse to show the list.

TITHTTETy
|

6512

When “Optimization” is enable, streaming type is adjusted automatically in
different display modes.

When “Optimization” is disabled, users can manually adjust streaming type,
which will be memorized in different display modes.
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Playback
Playback is a function that allows users to view recorded videos from
cameras connected to NVR. NVR offers synchronized playback up to four
cameras and easy steps provided to help user sort through the recorded

videos quickly.

Steps to Playback Videos
Users can easily search recorded videos by following playback steps. Frame by frame

playback and rewind features help users to minimize searching time.

1.Camera

£ C7 eEES EEEEEE () EEEEER = = = E3 w 2 mmmE | ) Date and

Time period

Carmeral

Camera 4

4.Play 3.Recording Type

Please follow the following four steps to start playback:
Select cameras from camera list

Select date and time period

Select recording type

Click “Play”
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1. Select cameras from camera list
Users can select up to four cameras to play the recorded video.

192.165.1.110

Cameral
O o
Camera 4

2. Select date and time
Users can designate the specific date and time to playback video.
If the selected cameras have recorded videos, the date will be shown in a blue

background in default (Normal Record).

Type Mormal -

Start Time

Ercd Tirne:

Users can select the date from calendar to start playback for a specific day. Or users

can set up specific date and time in Start Time and End Time column.

3. Select recording type:
There are five types of recorded videos in different colors: Normal Record , Event ,

Video Clip ,Recovered File and Daylight Saving time .
Type

Start Tirme

End Tirne

77
| BLOCK UP YOUR SECURITY



The date will change the color of background when users select different recording
type.

4. Click “Play”
Please click play button m to start playback.

Frame by Frame Playback
1 Follow above four steps of Playback
2 Click “Pause”

3 Click “Previous image” or “Next image”

1.Camera

2.Date and
Time period

Pause Previous 4.Play Next 3.Recording Type
Image Image
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Main Functions for Playback

o ]
——
— 01wz ux S s as 0y 0 :

Camerai

Camera 4 I

Time Digital zoom Video plackback Display Audio
Table infout speed control mode control

1. Display mode
The screen shows the recording time of each channel in the top of each grid.

Click to view the video in full screen.

-
One-screen and four-screens are also provided to display
playback.

Digital zoom in and digital zoom out! # | & |
The image can be enlarged by clicking digital zoom-in button.
The image can also return to previous sizes by clicking the digital zoom out

button.

Video playback speed control

v @ G @ 6 © @

Pause: to temporarily stop the playback.

Previous Image: to show the earlier image.

Speed down: to play in slower speeds.

Play: to play video file.

Speed up: When you click “speed up,” the recorded video will play faster.
Next image: to show the next image

Rewind: to let video automatically wind backward

79

| BLOCK UP YOUR SECURITY



Playback speed status is beside scroll bar.

Scale bar
Users can move the bar to enlarge or narrow down the time period to check video

files from time table.

Scroll bar
By moving scroll bar, users can go to the specific recording time directly.
Date and time are shown above scroll bar to provide time reference.

The audio will be played according to the channel selected on the screen.

Icon Description

Disable audio for all playback channels.

m Mute:
Lo |

L Volume:
volume open
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Export Files
Export function allows users to export file to USB device or USB type DVD

burner directly.
mmom- == =i

of- o

Cameral
Camera 4

Please select cameras, video file types, date and the time period first, and

then click the export button to copy the files.

Snapshot

Users can have the snapshot while having the playback in local display. It
needs to plug in USB device for the export of snapshot images and it will
have 10 sequential images to be saved in the USB dongle.

D 7 S TRy () EEEEEn = = =

o |

Cameral
Camera 4

Others

Screenshot in Local Display

Press "PrtSc Sys
pictured in the NVI
and users can reach the folder from remote web browser.

the image of full screen in local display can be
DDs. The image will be saved in the folder “Public *,

Users can access the file by the Windows Networking and FTP Service.

A\ Note: To use Windows Networking and FTP Service, please enable both
in “File Sharing Service” in configuration page.

System Upgrade in Local Display

NVR supports system upgrade in local display.
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USB Backup by Software USB BACKUP Virtual Button

Users can easily back up recorded video by clicking “USB Backup” button in local
display user interface. Depending on different requirements, users can insert USB
dongle or USB type DVD burner to export confidential videos.

A Note: Once users click “USB Backup” button, NVR will save settings and export
videos to your device.

Davice Information

Manutactures Info JetFlash Model: TSZGJFVES  Rev. 807

1956 MBytes (Remaining: 1914 MBytes)

Ready

[ Format ]

USB Backup Setting

63 =i

M7 e
[ camera he, 9 [ camera no. 10 [ camera ne, 11 [] camera to. 12
[ camera b, 13 [ camera bo. 14 [ camera No. 18 [ camera bio. 18
[ camera17 [ camera 18 [ camera 18 [ camera 20
[J camera 21 [ camera 22 [J camera 23 ] camera 24

[ camera No. 26

] I[ USB Backup ]4

M Notification Picture

(1) Enable USB backup in configuration page: Management > USB Backup

(2) Insert USB dongle or USB type DVD burner in USB backup port.
(When USB is ready to begin, the Device Information will show the status “Ready”
as below.)

Device Information

[TEYI T (TR Model: SAD2G Rev: PMAP

ferliete ] 1912 MBytes (Remaining: 1059 MByles)
SEEN Ready ||

lgilnEulddl | Format

(1) Choose The latest duration of recordings and Channels.
(The time period to backup is counted from now to previous time.)
(4) Click “USB backup” button to back up

Use NVR by Remote Web Browser
Users can adopt multiple web browsers ( IE/ Chrome/ Firefox/ Opera
browser in Windows) to monitor the network camera and view playback.
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Live View
After the Quick Configuration is complete, NVR will guide you to live view.
Users can view live video stream from IP camera via network and monitor
the instantaneous view remotely.

2 | T
=1

2.1.6.51+c2

Live view displays the video according to the camera list which has been
configured in camera settings of Quick Configuration.

Quick Configuration

> Quick Configuration
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Select View Modes on Live View Page

2 | T
=1

2.1.6.51+c2 18144116

On top right of live view, users can select four view modes.

Mode Description
% Live View:
Click “Live View” to control the monitoring
instantaneously.
> Playback:
Click “Playback”to play and to export the recorded video
files.
nﬁ Configuration:

Click “Configuration”to configure camera, recording,
event, management, network, quick configuration and
system.

l}’ Logout:
Click " Logout" to leave NVR.
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Main Functions for Live View

Camera
status

B T
=]

2.1,6.51-rc2

NVR information

Camera status

Wi, Camerz 4

EventLog

Basic functions Display mode Date & Time

Icon

Description

cam3

Camera name:

The name of the camera is located in the top left corner in
each video window. Users can rename the camera via the
path “Configuration->IP Camera->Camera Settings.”

Video compression format:
M-JPEG/MPEG-4/H.264

Audio: Once camera supports audio, NVR shows audio in
blue. Vice versa, DIGISTOR shows audio in grey.

Event: When event happens, NVR shows warning to user for
instant alert.

l : ]
Ler]
.

Recording status:
The window shows whether camera is recording or not.

Blue border:
The outline border surrounds the selected window to
highlight the focus image.

NVR information

Firmware version

User can easily find out the firmware version in the live view page.
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8

& 1

Disk and CPU loading indicator:

Users can find out Disk and CPU loading directly without entering
configuration page.

Disk and CPU loading indicator shows blue when loading is70% or under,
and shows red as a warning when it reach to more than 70%.

B e

—
-

With changing the video configuration, like resolution, FPS and video quality
or changing RAID type, can influence the CPU loading, and users can easily
find the best balance in NVR.

Basic function:

The function of each button will be briefly described below:

Icon Description

e Snapshot:
! Click on the “Snapshot” to save snapshots. Then, a window

will pop up to display the image.

Clipboard Save

There are three functions for snapshot:
Clipboard:
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Copy the image to device’s temporary memory. User can
paste image to graphics painting program such as Paint
for advanced editing.
Save:

Save image to default path.
Cancel:

Cancel snapshot.

[ 2 | & || Digital zoom in/ out:
Select a channel to enable digital zoom function

E b 4 | Drop:
Drop the camera from monitoring.
BX | Drop all:
Drop all cameras from monitoring.
= Add all:

Add all cameras from monitoring.

Camera information:
Consist of Camera Name, IP address, bit rate, and status.

Remote IO:

Click & o, J to check camera DI/DO control for its input pins and output

pins.

IO Devices 10 Devices
—— —

17 -

Pin Name ] Status | Pin Name Status |

When camera does not support DI/DO feature, a window will pop up as
below.
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' =<

Remote [/O EE

Camera is unreachable!

r
|

Display mode

NVR supports multi-display modes for monitoring. Click the icon of display
mode to monitor live view. When you click a display mode, the mode icons

will turn into blue.

Description

Full Screen

One screen

Four screen

Nine screen

creen

creen

creen

creen

/30/ 36/49 screen

5+1 screen

7+1 screen

DoEoEooEoon:
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12+1 screen

i Sequential mode
[va] q

3
Click 1 =] to choose the page of liveview# . In option,

F A

;J@' Users can set sequential interval in

user-defined seconds for display mode.

PTZ Control Panel
If IP camera supports PTZ function, users can use the control panel to adjust
the viewing angle. The following functions are available depending on the
camera models.

Icon Description

PTZ panel:

PTZ allows users to monitor large areas with a single
network camera. Pan, tilt, and zoom functions can be
controlled remotely by users. If device supports PTZ

control, users can click on the arrows to pan and/or tilt
the camera. The house in the middle can take users
back to original monitoring position.

Preset positions:
~| | Select the preset positions which are defined in PTZ
camera and the camera will move to the position that

user selects.

- - Optical zoom in/out:
If camera supports PTZ control, users can adjust the PTZ

camera to zoom out or zoom in.

Schedule for PTZ:
Select “Set” to set camera preset position. (reserved)

It can open the dialog to set how many times PTZ cruise
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to repeat and how many seconds stay between each
preset point

Repeat{1~999 times, 1000:infinite): Ilggg

Interval(3~1200 seconds): 5
| oK | Cancel

Schedule for PTZ:
= Click “Go” to start PTZ patrol schedule.

5

Event log:! L
Event log is a convenient feature to notify users of motion detection at the very

first time. When a motion is detected, the icon will start innking.“

By clicking the button, a window will pop up to display the list of event log as

below. Users can easily read detailed information from the window.

Event Log
Server Name | Date &Time | Camera Name l Camera Mo. | Description ~
Local NVR 2013-11-22 16:31:25 Cam5 5 Motion Detection

Local NVR 2013-11-22 16:30:35 Cam3
Local NVR 2013-11-22 16:29:17 Cam35
Local MVR 2013-11-22 16:28:10 Cam5
Local NVR 2013-11-22 16:27:31 Cam5
Local NVR 2013-11-22 16:27:00 Cam35
Local NVR 2013-11-22 16:26:28 Cam5
Local MVR 2013-11-22 16:25:57 Cam35
Local NVR 2013-11-22 16:25:22 Cam5 Motion Detection

Local MVR 2013-11-22 16:24:51 Cam5 Motion Detection hd
£ >

[~ Enable Alert Sound Refresh | oK | Cancel |

Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection

(LT W W T T W T )

At the same time, the icon will stop innking._

Enable Alert sound

Event Log
Server Name ] Date & Time | Camera Name l Camera No. ] Description ~
Local NVR 2013-11-22 16:31:25 Cam5 5 Motion Detection

Local MVR 2013-11-22 16:30:35 Cam5
Local NVR. 2013-11-22 16:29:17 Cam5
Local MVR 2013-11-22 16:28:10 Cam5
Local NVR 2013-11-22 16:27:31 Cam5
Local NVR 2013-11-22 16:27:00 Cam5
Local NVR. 2013-11-22 16:26: 25 Cam5s
Local NVR. 2013-11-22 16:25:57 Cam5
Local NVR. 2013-11-22 16:25:22 Cam5s Motion Detection

Local NVR 2013-11-22 16:24:51 Cam5s Motion Detection hd
£ >

[~ Enable Alert Sound Refresh | oK | Cancel |

Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection
Motion Detection

Wittt ; o ;

If users enable the function, the remote web browser will sound the alarm to
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notify users when motion detection is triggered.
(Alert sound can also be set in Option>General.)

Option: | B |

General:
Option. fil

B Genered | 5 bult Server | [ Seqventiel Mo Seting | gl Toystick |

e

I~ Automatically reorder Liveview windows

I~ Resize all video sizes at the same time

[v Highlight video window when an event is trigsered
[ Enable Alert Sound

[~ Liveview svent notication with video pop-out window §

0K Cancel

Dynamic sort:
Users can use dynamic sort to rearrange video in order without blank grid
after droping video from live-view.

Resize all video sizes at the same time
Only a right click on the video, users can set "all" video size either in original
size or fit size.

Video Size k Criginal
Go To Web v | Fit

v Original Original
Fit | Fit

Highlight video window when event is triggered
The option of “Highlight video window when event is triggered” is a warning
frame which will pop out on the channel when an event is detected.
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When the motion event is awarded, user can simply click on the channel with
mouse, the warning frame will be stopped.

Enable Alert sound

If users enable the function, the remote web browser will sound the alarm to
notify users when motion detection is triggered.

Multi-Server:

Users can save the camera list of multi-server in live-view page.

B General 1 Multi-Server |. Sequential Mode Settingl -3 Joystickl

¥ Save Multi-Server's info in this NVR server.

OK I Cancel

Sequential Mode Setting:

Click sequential interval to set the numbers of user-defined seconds for
sequential mode.
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Option
® Genera\] il Multi-Server - Sequential Mode Setting l [~ Jnysth:k]

0

Sequential if ﬂ

oK | Cancel Apply

Joystick
Users are able to manipulate PTZ camera with USB joystick.
Choose the joystick column and select joystick model then press “Apply”

Option
B Gonornl | 3 Muti-Server | [l Sequential Mode Setting I Wl Joyeck: |
I [EH PRODUCTS 1P DESKTOP CONTROLLER] -] I

OK I Cancel Aoply

Joystick can work on PTZ cameras as the status bar is with PTZ icon.

hiki1 89
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Right Click Functions on Video Window

Mute

Video Size 3
Streaming change »
Go To Web

go to NVR's setting page
go to Playback
EXIT Full Screen

Fisheye Display Mode 3 ‘

Mute: To mute the audio of the video
Video Size: Original or Fit

v Orginal Original
Fit ¥ | Fit

Streaming change: To exchange the streaming resource.

Exchange Streaming

NVR allows users to setup the dual streaming configurations in cameras
parameters page if cameras support dual stream. It is suggested stream
1 is set for higher resolution and stream 2 for lower, which helps users to
choose the proper streaming in live view with intuitive control.

To switch different streaming, users can select the channel in the live view
page and right click the mouse to show the list.
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Mot

3 |
 Soam
Go To Camera WebUI Streamn 2
| Go 1 NVRY Setting page
G0 1o Playback
EXIT Full Screen

v Enable optimzation
Ennble strwam 1 from serve:

2| Ty

When “Optimize” is enable, streaming type will be adjusted automatically
for different display modes.

When “Optimize” is disabled, users can manually adjust streaming type,
which will be memorized in different display modes.

Stream from Server
In case that NVR performance is violated by camera limitation, stream from
server is an optional choice for users to view video images. It is highly
recommend to use “Enable Optimization” to perform real-time
monitoring

&3]
(3o 4o VR 5 Seting page
o 4o Plorback
EXIT Full Screer.

w Enahl

& Note: Enable stream 1 from server may influence the efficiency of
NVR.

Go To Web: Go to camera configuration page.
Go to NVR's Setting page: To open a new browser to camera configuration

page.
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Go to Playback: To open a new browser to Playback.
EXIT Full Screen: To exit full screen
Fisheye Display Mode: To view the best image quality by choosing use the

proper engine of fisheye cameras or cameras with Immervision lenses

Dewarp for fisheye cameras

Choose mounting type:

Mute

Video Size [
Streaming change 2
Wall

Go To Web

_ Mount Type r
go to NVR's setting page CEI'IHQ
go to Playback Dewarp Type L
EXIT Full Screen A Floar
Fisheye Display Made >_

Choose dewarp Type :

Original
PTZ

Panorama
Perimeter

v QUAD

Dewarp for Immervision Lenses

Choose dewarp type:

Mute
Video Size

Streaming change Panorama SDK >

Disable
Sollo CameraiWab Camera Position 7l G
Go to NVR's Setting page % mmvervVision

Go to Playback Other
EXIT Full Screen
Fisheye

Chosse display mode:

96

| BLOCK UP YOUR SECURITY



Panaroma .
Perimeter

PTZ
Panorama PTZ

Perimeter

v QUAD
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Multi-NVR server
Users can add multi-NVR server by clicking “Searching NVR.”

(L[N
4 Local NVR
‘4 Camera 1
“J Camera 2
W, camers
% Camera 4

Please insert account and password of the NVR which you are going to add
to the local server, and then the NVR which is located in LAN will appear,
including the local NVR. Click cameras up to 144 channels to add them into
camera list. Click "Ok” to add cameras or “"Rescan” to search for NVR
again.

Search NYR.

|:] Multi-Server User Name:
+ € Local NWR [IP : 192.168.1.110) [sdmin

Password:

Rescan
Add Server
Cancel

Add Server
With correct IP, port, username and password, then click OK to apply, NVRs
can be manually added in WAN or LAN.
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Brickcom

Search NYR

D Muld-Server User Name:
2 Local MR (IP : 192,168.1,110) admin
Password:

rr==n o
Rescan I

Cancel I

Web LIRL: Ihttp:”

Paort: IBD =
User Rame: Iadrmn— —
Password: IF
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Playback

Playback is a function that allows users to view recorded videos from cameras
connected to NVR. NVR offers synchronized playback up to four cameras and easy
steps to help users sort through the recorded videos quickly. Playback video can be

viewed in full screen; snapshots can be taken and saved during a video playback.

Steps to Playback Videos

Before viewing recorded videos, “Setting” [ B Jbutton is offered to set recorded

videos for playback.

1.Camera

2.Date and
Time period

Carmeral

Camera 4

4.Play 3.Recording Type

e  Settingl B . Please click the button to set view settings and file path such as

snapshot path and format, AVI path, and OSD setting.

Setting

View Settings

Show Name

Show Time:
File Path

Snapshat Path:

|C: \Wsers\Catherine. Yeh\Pictures Browser

AVI Path:

|C: Wsers\Catherine. Yeh\Videos Browser

Snapshot Setting

Format I~ Bmp ¥ Jpg Sheet |1 e

05D Setting

Color Fontsize | 0 -

oK I Cancel
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Please follow four steps below to quickly search recorded videos:
Select cameras from camera list

Select date and time period

Select recording type

Click “Play”

1. Select cameras from camera list
Please select channel number from channel list to search recorded videos. Up to 4

channels can be selected at the same time.

192.168.1.110

Caumnera 1
Camera 2
Camera 4

Once the camera is selected, the time line will be shown on time table

e EErEey () EDEEEES = = = KB

0 Wi B4 [ ) D T T
amera 1 I
amera 2
amera 4

2. Select date and time
Please select the date to search recorded videos. The date marked in bluehas

recorded video.

fon Mon Twe Wed Thu Fr @ Hat

2 3 4 5 & T 8

9 m 11 = 12 14 15
e 17 18 18 20 2 22
23 W B W 1M 1
m o n
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Users can also select specific time period from time searching list (start time to end

time.) Start time and end time layout is Hour: Minute: Second.

Type

Sart Tirne |
End Time | 23:59:50 =

The default time period is from 00:00:00 to 23:59:59.

3. Select recording type
There are five types of recorded videos in different colors: Normal Record , Event ,
Video Clip ,Recovered File and Daylight Saving time .

Start Tinne

End Tirne

With the changing of recording types, time table will present in different color in
remote browser.

10 I N 16
17 18 19 20 21 22 23
24 25 26 17 B 20 30

4. Click “Play”

Please click the play button E] to start playback.

Frame by Frame Playback
1 Follow above four steps of Playback
2 Click “Pause” button

3 Click “Previous image” or “Next image” button
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1.Camera

Vied  Thu

5 ]
12 13
oo
0 En

2.Date and
Time period

Cameral

Camera 4

Pause Previous 4.Play Next 3.Recording Type
Image Image

o Scale bar

Users can move thebarto enlarge or narrow downthe time period to check video files

from Time table.

¢ Seek bar
By moving seek bar, users can go to the specific recording time directly.
Time is shown above seek bar to provide time reference.

*  Thumbnail in Playback

With thumbnail function in the playback, users can move the pointer of the mouse
to the footage and the snapshot of the specific time will be shown.

It helps users easier to locate the period of time for play the recording file.

From the thumbnail, users can also read the related information such as date, time
and camera name.

The thumbnail will be shown while pointer moves on the footage.
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Main Functions for Playback

Camera 1
Camera 2
Camera 4

Time Digital zoom infout Video playback Display Mute
table speed control Mode control
Display mode

The screen shows the recording time of each channel in the top of each grid.

Click to view the video in full screen.

—_— (-
One-screen and four-screen S are provided to display playback.

Video playback speed control

(1) 2 3 @ G)@6) @)

Pause: to temporarily stop the playback.

Previous Image: to show the earlier image.

Slow motion: to play in slower speeds.

Play: to play video file.

Speed up: When you click “speed up,” the recorded video will play faster.
Next image:to show the next image

Rewind: to let video automatically wind backward

The play speed status is beside display mode.
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Mute control
Users can choose whether to play audio when playback videos. The button
will change icon appearance while clicking:

Mute : [ i ] Sound : L%

Digital zoom out and digital zoom in BB

The image can also return to previous sizes by clicking the digital zoom out
button.
The image can be enlarged by clicking digital zoom-in button.

Snapshot | = ]
Users can save the image of playback by clicking “Snapshot”.
Before taking snapshot from NVR, users are recommended to set snapshot

[ e

path 1 from “Setting.”

n”

Sequential snapshot in remote playback
Users can have the sequent images from recording video while in playback,
which helps users to catch the key frame in the recording files. It can be
setup up to 5 sequential snapshots.

- Sefting

I:I Cumnazad

Yiew Settings
Show Mams

B show Tiene

File 2ath

Snapshat -atk:

|c:iDocurents and Settings|Admingtrazarily Cacunents|fty Pidures — Bromser

AVIPalli;

‘(‘\DuLquHLs annd Selling\ Al oy Coumenls\Me Vieeos— Browser

Snaashct Setting

Formst Emp & om

03D Sexting

Calor Fantsize [20

Dewarp for fisheye cameras
By right click on the video, users can choose the proper dewarp engine for
fisheye camera.
a. Choose the dewarp engine:
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Image Ratio r - i
iy
Snapshot y & R

Panorama b Enable Mone

Toggle Fullscreen Display mode b Brickcom
Camera position 4 Wivotek

Config Immervision

Enakle

Image Ratio 4

Snapshot
Panarama 3 »

Toggle Fullscreen

Display mode »
Camera Position 3

Config

v Enable Ceiling
Display mode D v Ground
Camnera Position L4

. Wall
Config

c. Choose the display mode

PTZ
v Quad

Perimeter

Change OSD color and font size
Users can select different OSD color while having the playback of recording
files.

r - b |
Click ”Setting"! Et J

View Settings

Show Mame

Shaw Time

~File Path

Snapshot Path:

]C:\,Documents and SettingsiAdministratoriMy DocumentsiMy Pictures Browser
AV Path:
1C:'|,D0cuments and SettingsiAdministratoriiy Documentsiiy Videos Browser

~Snapshot Setting

Farmat [~ Emp W Ipg Shest |1 ¥

OS50 Setking

Calar FontSize |20 -

Canicel ‘

Click OSD “color” setting button the select the OSD color and click “OK”

107

| BLOCK UP YOUR SECURITY



- x|

=
Wigw Settings
Show Mame

Show Time

£33 X
File: Path EFEIE):
Snapshot Path: . EmEf el § N

|C:1Dncuments and Settings)Admin R . Browser
_Benen § | .
91 Path: HTMEEEEEN

|C:1Dncuments and Settings)Admin

Browser

Snapshot Setting
Format I~ EBmp vl BETERC:
P
) [ 0o oL M WM W
Q50 Setting

 Cdar | EHEITERD) - |

oK | Cancel

Select font size and click “OK”
Setting X
Wiew Settings

Shaw Mame

Show Time

File Path
Snapshot Path:
|C:'|,D0cuments and SettingsiAdministratoriiy Documentsiiy Pictures Browser
&Y Path:

|C:'|,D0cuments and Settingsiadministratorify Documentsiiy Videos Browser

!

Snapshot Setting

Format I~ Bmp W Ipg Sheet |1 b

50 Setting
Calar FontSize |20
o ~
21 E
22

23 oK | Cancel

All OSD color will shown as the selection
Brickcom

E M & B

Comer 2

Camerad

Sui Mom Tme Wec Thm  bn

5 A 7
12 .
19 20
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Export Files

Export function [E”'] allows users to retrieve recorded files from the
server. Before exporting file, users are recommended to set AVI path from

“Setting” button.| B2 ]

Select the Storage AVI Path

Playback setting page indicate the path where exported files to be saved.

Sething
Vieww Settings
Show Mame

Show Time

File Path

Snapshot Path:

|C:'|,D0cuments and Settings\ AdministratoriMy DocumentsiMy Pictures

Browser

44T Patht

1C:'|,D0cuments and Settings!Administratoriiy DocumentsiMy Yideos

Erowset

i

Snapshot Setting

Farrnak [ Bmp v Ipg

Q50 Setking

Colar FontSize |zn -

Sheet |1 -

Cancel

Select cameras and time period

Users can indicate which cameras and what time range is to export the

recording file.

Start to export files from the NVR

By pressing the Export button, the process of export will start.

To cancel the transfer.
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25% 2014031 2-000000-000500_192.168.1.105-CH2 Completed

Retrieving the File

20140313-000000-000500_192,1658.1,105-CHZ from 192.168.1.110

IRRERREER
Estimated time 15 sec (26,72 ME of 103,73 ME copied)
Transfer rate: 5136 KBlSec

Users can cancel the files transferred while downloading files from NVR.

Play Video Files
Users can access the video files by Windows Networking and FTP Service.

A\ Note: To use Windows Networking and FTP Service, please enable both
in"“File Sharing Service” in configuration page.

= Disk Management

= Filesystem Management

By using the link button on file sharing service page, users can open the
dialogdirectly after the service is enable.

File Sharing Service

Windows Networking FTP Service
Senvice List Status Action Link
Windows Metworking O Disabled Link
FTP Service OoN Disabled Link

Windows Networking
Through Windows Networking, users can search video files via choosing a
computer of NVR or entering IP address from Windows Start menu.

Choose a Computer of NVR
Please go to "Network” folder and choose NVR. If more than one server
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exists in the network, "Network” folder will display all servers.

N\ Note: The default device name of each connected NVR is from “Mac
Address” of each NVR, which can be found in configuration page.

(= [ & [t
C)C ) [@ s Network » ~+ [#2 ][ Search Networt £
b 4
Organize v Network and Sharing Center ~ Addaprinter  Add a wireless device g A @

¥ Favorites Cameras (35)

4 Computer (12)
i Libraries
‘k ANGELUX-NB “}&,‘ COLDEST-PC '&,‘ DIGIEVER-TIFEZE
% Computer bt - =

‘k JEFFREVCE :&.‘ NVROOS043000202 }&C NVRO05043000203
18 ANGELUX-NB

1% COLDEST-PC p . 1 = 1
9B DIGIEVER-TTFEZE ‘k NVR005043100203 -“A' NVR05043281524 :k“ NVROOS043782A15

8 JEFFREYCE

- 1 !
#% NVRO05043000202 ‘k‘ NVRSOES494 CO5E4 'A.‘ ORZ-NB ‘k\‘ TEST-31CTAIBEAR
86 NVRO0S043000203 . : T

75 NVRO05043100203
- (8 NVRO0S5043281524
5 NVRODSO043782A15 Other Devices (11)
18 NVRSOES494C95E4

8 ORZ-NB

» /Ml TEST-31CTA3BEAR

Network Infrastructure (12)

__ NVR005043000203 Categories: Computer Network location: Sz A3
* Workgroup: WORKGROUP

To acquire Mac address, users can refer to “System” > "“Device
Information” >"System Information” in configuration page.

Information

HOLad DGR MNYR-4225 Pro

¥ System
y Firmware Version BN Ele
LT MAC Address 20:10:?a:Bf:b5:dc,20:10:?3:8ﬁb5:dd|

> System Upgrade I = Embedded Linux

= Language (SRl Linux version 3.2.29

= Date & Time @208 Intel(R} family
W EnTieE Gl Gigabit Ethernet Card 10/100/1000 Mbps
= Buzzer

Locate [ Bl
= Reboot & Shutdown

“Computer Name” is shown in “"Network” > “Network Setup” >
“Information” in configuration page.

Computer Name [BE=NE

192.168.1.110

¥ Network 255 2552550

= Network Setup

= Metwork Service

192.168.1.1

Primary Dormnain Mame Server iteal |

Secondary Domain Name Server

= DDNS
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For example, the computer name is DS201.
Thus, users can select a NVR in Network folder by this computer name.

As you select the NVR, a window will pop up and ask to enternetwork

password.

% ANGELUX-NB

% COLDEST-PC

/% DIGIEVER-7TFE2E
& JEFFREYCE

1% NVR05043000202
1% NVR05043000203

— [ [username |
W=
in: COLDEST-PC
7] Remember my credentials

me or bad password

OK Cancel

@ Logon failure: unknown user na

& NVR005043100203
M NVR005043281524
™ NVR005043782A15
18 NVRSOES494CO5E4
% ORZ-NB

1% TEST-31C7A3BEAB

1
S

NVR005043000203 Categories Computer

> Other Devices (11)

Network location: S iEHm=#THRE
Workgroup: WORKGROUP

|',L NVR005043000203

=~

i L NVRO0S043782415
-

'AL TEST-31CTA3BEAB
=

[E=NET =5
. Seareh NeEwerk ]
) € » Network » = [ 5¢] [ seorch Netwo o
Organize v Networkand Sharing Center  Add aprinter  Add 2 wireless device - A @
' Favorites Windows Security B
3 Libraries Enter Network Password
Enter your passward to connect to: NVR05043000203 2
i DIGIEVER-T7FE2E
18 Computer b
€ Network

If users don’t amend the user name and password, please enter the default

ones:“admin/admin.”

- |&? | | Search NVR

@-\;J-vijli » MNetwork » NVR005043000203 »
Organize v Metwork and Sharing Center View remote printers
-
£ Favorites Public
E| *--EI Share
4 Libraries
videodatal
. Computer - — Share
e‘!l Metwork e
2 items
A
|

"

A

After users enter accurate user name and password, the NVR will display the
folder “"Public” and “videodatal.” Please select “videodatal” to check

video files.
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SEEIC)
&)= L]> Network » NVR005043000203 » videodatal + | « [ %2 ][ Search vice 2]
Organize * New folder R S| @l
> < Favorites MName Date modified Type {27
J db 9/8/2011 3:40 AM File folder
b (7 Libraries | RecordFolder20110908 9/8/2011 3:40 AM  File folder 5
J RecordFolder20111020 10/22/2011 8:50 PM  File folder
b Computer . RecordFolder20111021 011 4:20 PM  File folder
. RecordFolder20111022 10/29/2011 3:45 AM  File folder =
I eb Metwork . RecordFolder20111023 10/31/2011 3:10 PM  File folder
. RecordFolder20111024 11/1/2011 3:40 PM  File folder
. RecordFolder20111025 11/2/201112:41 PM  File folder
. RecordFolder20111026 10/27/2011 1:11 PM  File folder -
1| " | F
16 items Offline status: Online
J i Offline availability: Not available
~!
L A
H W, = ” H
After entering videodatal, the folder displays

RecordFolderchronologicallyby recording dates. Please select a folder to
enter.

All video files lists chronologically by recorded time and video length of each
chunk is five minutes.

Select a video file to play.

Enter IP Address to Search
Please enter NVR IP address from the Windows Start menu.

[ = [ (=] [ |
i o 3 Searih ocalt Bk TH |
Jelea] 021681205 ] [#3 | [ Seorch Locat Disk (H: e
Organize * Include in library = Share with = Mew folder = I@I
b Caivoites Mame Date modified Type
J Program Files 10/21/2011 4:13 PM  File folder
- Libraries
8 Computer
‘;'ﬁ Metwork
< I b
1 item
“ =
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o ———— LRl s —— L 1
LA fSH: 0
®U | 1| Windows Security %
Organize * Ing =~ 00 @
Enter Network Password a
“ Favorites Enter your password to connect to: 192.168.1.245 Type
M File folder
.~ Libraries
 — User name |
M Computer ||:’ |F'as:+\u:|rd |
| Domain: COLDEST-PC
@h Metwark [7] Remember my credentials
@' Legon failure: unknown user name or bad password. b s
1ite
— [ DK ][ Cancel l

“

As you enter the IP address, a window will pop up and ask for network
password. If users don’t amend the user name and password, please enter

the default ones:“admin/admin.”

After users enter accurate user name and password, the folder of NVR
displays the folder “videodatal.” Continuously, select a RecordFolder and

a video file to play.

-

[ [ |

@U*'E » Metwork » 1921681.245 » - | J-f| Search 192.168.1. 24, pe) I

Organize * Metwork and Sharing Center View remote printers D | I@I
- Favorites || Public

| Share

o

. Libraries

II videodatal
. __N Share
18 Computer —
Ghﬁ MNetwork

2 items

A
2
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= | ] |

@Qvl L » MNetwork » 1921681245 » videodatal » | ~ [ 45 || Search videodatal ol
Organize = Mew folder SEEE O I@I
S Favorites Mame Date modified Type =
. db 9/8/2011 3:50 AM File folder |
s Libraries . RecordFolder20110908 9/8/2011 3:50 AM File folder g
. RecordFolder20111020 10/22/2011 8:50 PM  File folder i
il Computer . RecordFolder20111021 10/26/2011 4:20 PM File folder
. RecordFolder20111022 10/29/2011 3:45 AM  File folder =
Gmp Metwork . RecordFolder20111023 10/31/2011 3:10 PM File folder
. RecordFolder20111024 11/1/2011 3:40 PM File folder
. RecordFelder20111025 11/2/201112:41 PM  File folder
. RecordFolder20111025 10/27/2011 1:11 PM  File folder -
4 | . | r
| 16 items Offline status: Online
i Offline availability: Mot available
-
w A
FTP Service

To access FTP service in a web-based interface, please open Windows

Internet Explorer and enter NVR IP address which users configure.

3¢ Favorites W Internet Explorer cannot display the webpage

a0

f v B v = o= v Pagev Safetyv Toolsw @~

- X
o o-

»

-

Internet Explorer

e

? To log on to this FTP server, type a user name and password.

IFI'Pserver: 1592.168.1.245 I

User name:

Password:

After you log on, you can add this server to your Favorites and return to it easily.

[ Log on anonymously

Log Cn ]I Cancel

@ Internet | Protected Mode: On

#100%

-

3 -

As you enter the IP address, a window will pop up and ask to typea user

name and password to log in FTP server.

If users don’t amend the user

name and password, please enter the default ones:"admin/admin.”
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-

Internet Explorer

FTP server: 192.158.1.245
User name: admin
Password: ssan

L

[ Log on anonymously

% To log on to this FTP server, type a user name and password.,

After you log on, you can add this server to your Favorites and return to it easily.

[ Log On ][ Cancel

Please click “"Log On” to proceed.

r b
@ FTP root at 192.168.1.245 - Windows Intemnet Explorer oo (5
) ;) 5 45, - | k& e Yah -
O [ mm=mm | | &[4 ] x |[¥ vanoo s

o Favorites | @ FTP root at 192.168.1.245

B0 -

=

E‘-!B v Page~ Safety > Tools~ @"

FTP root at 192.168.1.245

To view this FTP site in Windows Explorer, click Page, and then click Open FTF Site in Windows Explorer.

09/06/2011 07:27PN
09/06/2011 07:24PX
10/2042011 10: 194K
10/2042011 D&: 5940

Directory Public
Directory Recovery
Directory log
Directory lost+found

09/06/2011 07:24PN 536,870,912 svapfile
IUQID?;’EDII 0&: 54PN Directory videodatal I

e

Done

E&J, e Internet | Protected Mode: On 3 v| B100% ~

IE browser shows the folders on FTP server.

“videodatal”.

116

Please select folder

| BLOCK UP YOUR SECURITY



' ™
@ FTP directory fvideodatal/ at 192.168.1.245 - Windows Internet Explorer =R
@@ - |31 ftp://192.168.1.245 /vid eodatal/ v| 2 | ¢¢| X | |1r; Yahoo P~

¢ Favorites | (& FTP directory /videodatal / at 192168.1.245 fB-8 - # v Pagev Safetyv Took~ @~ =
FTP directory /videodatal/ at 192.168.1.245
To view this FTE site in Windows Explorer, click Page, and then click Open FTF Site in Windows Explorer.
Up to higher level directory
09/07/2011 07:35PM Directory § :
102272011 12:-50PXK Directory RecordFolder20111020
10/26/2011 0&-204) Directory RecordFolder20111021
102872011 07:45FX Directory RecordFolder20111022
103172011 07104 Directory RecordFolder20111023
11/01/2011 07-404% Directory RecordFolder20111024 E
11/02/2011 04:-414% Directory RecordFolder20111025
10/27/2011 05:114K Directory RecordFolder201110246
102872011 05:404) Directory RecordFolder20111027
10/29/2011 02 504K Directory RecordFolder20111028
10/29/2011 11:50PX Directory RecordFolder20111029
10/30/2011 D&:50PK Directory RecordFolder20111030
10/31/2011 09: 10PM Directory RecordFoldex20111031
11/01/2011 09:-40PK Directory RecordFolder20111101
1170272011 05:224M Directory RecordFolder20111102
090772011 07:35P Directory db
[@ € Internet | Protected Mode: On 3 - H100% -
L A

The folder displays RecordFolder chronologically by recording dates. Please
select a folder to enter.

All video files lists chronologically by recorded time and video length of each
chunk is five minutes.

Select a video file to play.
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Configuration
In configuration page, users can configure Quick Configuration, IP Camera,
Recording & Event, Disk Management, NetworkManagement and System
from each drop-down menu.

& Note: NVR will automatically log out from configuration page after idle
for 10 minutes.

IP Camera

* Camera Parameter

= Camera Status

Camera Settings

Please refer to Camera Settings.

Camera Parameter
Please select “Camera Parameter” from the drop-down menu of IP Camera to begin.

» Camera Settings

= Camera Status
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Camera Parameter

=

Camera Parameter

Camera No Camera Name Ferl IRl

Main Stream (Recording / Live view option 1)

Video Format MPEG4 H264 MJPEG
Resolution
Frame Rate

Video Quality M@RY=1=} @CEIR

Enable Audio Recording

Enable Mobile Snapshot il

[ Apply ][ Reset ]

Camera List
o | Camoratame P Addross Vendor oo ongna Wob
Camera 2 192.168.1.105 Auto C1100-W Go to Web
3 cameras 192 168.1.108 Brickcom Corporation FB-130Mp Go to Web
4 Camera 4 1982.168.1.106 Auto C1100-W Go to Web

NVR supports multi-stream for monitoring and recording. Users can modify
camera’s configuration such as video format, frame rate, resolution, video
quality, audio enable and stream target via NVR in this page.

There are two parts in this section: Parameter and Camera List.

Please select a camera in Camera List first.
Camera List

o | Comeratiame | Phddess | Vemor | thodel | orgnalied

Camera 2 192.168.1.105 Auto C1100-W Go to Web
3 cameras 192.168.1.108 Brickcom Corporation FB-130Mp Go to Web
4 Camera 4 192.168.1.106 Auta C1100-W Go to Web

As you click one column turning into list , please wait and the window below
will appear to allow users configure multi-stream.
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Camera Parameter

Camera No. Camera Name FetTil=leR
Main Stream (Recording / Live view option 1)
VCEZIES O MPEGY ® H264 O MIPEG

REELTGE | 1280x720 »
Frame Rate |Be[URiv-38
Video Quality [gRy=I=H8} & cBR|4000 Khps %

Enable Audio Recording

Enable Mobile Snapshot Sl

Subordinate Stream (Live view option 2}

Enabled

VLERREd O WPEG ® H264 O MIPEG

Resolution JEETELINE
Frame Rate |B[URis-R8

ULEROENWE ) ypRr (6 ¥ (O cBr| 2000 Kbps

Enable Audio Recording

( appy J[ Reset |

Camera List
5 e o ]
Camera 1 192.168.1.107 Auto C1100 Go to Web
3 camera3 192.168.1.108 Brickcom Corporation FB-130Mp Go to Web
4 Camera 4 192.168.1.106 Auto C1100-W Go to Web

After loading camera’s information, users can modify camera parameter.

Video Format
Choose a video compression format for live view and recording: MPEG4,
H.264 and MJPEG.
& Note: Types of video format varies depending on the camera brands and
models.
Frame Rate
Select frame rate from drop-down list.Frame rate of IP camerawill be
influenced by the network surroundings.
Resolution
Select resolution from drop-down listfor your camera.
Video Quality
Select either "VBR"”(Variable bit rate) or "CBR"” (Constant bitrate) to set the
video quality.
Audio Enable
To make audio recording function enable or disable.
Stream Target
Apply stream settings to different target including live view, record, and
live view & Record.
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Brickcom

Furthermore, click "Go to Web” for advanced camera configuration in
camera’s user interface.

Camera List
5 e e B = S B = R =
Camera 1 192.168.1.107 Auto c1100 Go to Web
3 cameraz 192.168.1.108 Brickcom Corporation FB-130Mp Go to Web
4 Camera 4 192.168.1.106 Auto C1100-W Go to Web
5 Goto Web

At the same time, a window will pop up to ask for user name and password
for camera configuration.

& hitpy//102.16 iy ] C==
4 - ‘
O 2 http:/192168.1174/ - [ 4] x |2 varoo o -]
{i Favorites | e http://192.1681174/ | | ﬁ - o P @ ~ Pagev Safety~ Tools~ @v ey
- —
Windows Security u
The server 192.168.1.174 at Brickcom FB-100Ap requires a username and

password,
‘Warning: This server is requesting that your username and password be

sent in an insecure manner (basic authentication without a secure
connection).

| Ea kg [User name ]
Iw [Passwnrd I

[7] Remember my credentials

G

i
Waiting for http://192.168.1.174/. _ ) Unknown Zone | Protected Mode: On v HI0% - I
]
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Brickcom

Camera Status

Please select “Camera Status” from the drop-down menu of IP Camera to begin.
¥ |P Camera

» Camera 5Settings

» Camera Parameter

Camera List shows connection status of recording.

Camera Status

Came(a Status

Camera Status

m IP Address Conn. Status m Framerate(fps) Bitrate(Kbps)

Camera 1 1892.168.1.107 Disconnected Stopped 0fps 0 Kbps
2 Camera 2 192.168.1.105 Connected Recording 231ps 3114.0 Khps
3 cameras 192.168.1.108 Cisconnected Stopped 0fps 0 Kbps
4 Camera 4 192.168.1.106 Caonnected Recording 25fps 34418 Kbps
5 - - 0fps 0 Kbps
122
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Recording & Events

Recording & Events can provide different event modes and recording schedule
for users to configure IP camera. Event & Action Management also allows users
to combine various events and its triggered actions to achieve the security
surveillance.

= Recording Settings
= Event & Action Management

= E-Mail

If the hard disk is not installed, the following window will pop up when you
click “Recording & Event”.
Message from webpage &Jw

! _ Hard disk is not ready

oK

After the hard disk is ready, users can continue the following settings.

Recording Settings

Please select “Recording Settings” from the drop-down menu of Recording & Event
to begin.

= Event & Action Management

= E-Mail
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Recording Mode
Users can set the mode of “"No Recording,” “"Event Recording”,
“Recording by Schedule” and “Always Recording” for each connected

cameras.
Recording Settings

Recording Schedule

Recording Mode

&
<]

Camera 2 camerad

EH E
7
(3|

Ooooogaod
o

| R R )
o 0
(| T
o

i

No Recording: Once “No Recording” is selected, all cameras will be disabled to
record the video.

Event Recording: Once “Recording by Schedule” is selected,

Recording by Schedule: Once “Recording by Schedule” is selected, users can set
the scheduled time to record the video. Users should configure the schedule in
“Recording Schedule” section.

Recording Settings

Recording Mode

Always Recording:Users can select the camera or click “All” camera to apply

“Always Recording” function. The video will be recorded continuously.

NVR provides two ways to delete the recorded videos.

HDD Automatic Recycle: Users can set recording percentage for keeping videos
to overwrite the oldest video files automatically. The maximum threshold is
90% while the minimum is 20%. For example, once the threshold is set as 70%
and the storage of HDD arrives 70%, server will automatically delete the oldest
recorded videos.

Video Keeping Period: Users can set time period for keeping videos. For
example, once 7 days is set and the storage of HDD has kept over 7 days,
DIGISTOR will automatically delete the recorded videos of the earliest day.

Click “"Apply” to apply setting or click "Reset” to change the setting.
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Recording Schedule

Users can configure Recording Schedule to define time range for all
channels.

Recording Settings

Recording Mods

Recording Schedule

CameraList Schedule
Dy e
— | Camers List
{Camera 1}
Camara 2
camerad
Camarad
sl [ camerz 1 [ cameraz [ camerzz Ccamers ¢
Camara s
el O camerzs O camerss O camera7 Ocams
Camarsd O cams O camto Ocamit Ccamiz
L Oeamiz O cam 14 O eamis Oeamis
Camarata
. Oeami? O ecam1z O camz Oeama
oy O camz1 Ocamz O camzs Ccam2
Cameratd O camas
Cameraid
Camerals
Camerals
Cameral? S Time End The - Recor
Camarais )
Camenals
Camsra [ otzne
Camara! Dlzte
Camaraz? 00 01 02 03 04 0% 06 07 08 09 10 11 12 13 14 15 16 17 18 19 70 21 22 X3 24
camarazs =t (T
::::ﬁ G 100000 ORLARTEAREREDELED DL OCL TR FAERIRRR VAR DR RCRTRCRERRTERRRECARRTh
<= [T T

Insert schedule
Select time range and channel for recording schedule and click “Insert.”

Start Time End Time
Apply Options [ Select Al

[Flcamz2 [[lcama Flcam4

[[lcamé Flcam7 [Clcams
[Flcamg [[lcam 10 [CJcam 11 [Flcam 12
[Clcam13 [Clcam 14 [[lcam 15 [[lcam 18
Insert
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After inserting time range and channel, the time/camera bar displays the
selected time.

Start Time End Time Record
09:00 17:00 Always

[ Delete Al

00 o1 2 03 D4 OS5 D6 OF OB 09 10 11 12 13 14 15 16 1F 18 19 200 21 22 23 24

Click “Apply” to finish setting or "Reset” to rearrange time and camera
channel.

& Note: A camera can set multi-recording schedule at same time as below

picture.
C———

Start Time End Time Record
02:00 03:00 Always
10:00 11:00 Always
14:00 20:00 Always

[“IDelete All |

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 19 20 21 22 23 24

cam {[[[]]]]pewe] 1 TF1TT0TFRTTTTTTEEC 1T pmmpmppemnpn ]

Delete schedule
Users can erase the specific time in recording schedule by selecting the time
then click"Delete".

00 01 02 03 04 05 06 07 OB QoL | e 17 18 19 20 21 22 23 24

come [T

BC-C,.C0 NN VRN VRN N0 URD U0 FUND CNOD RO (AN TNNNUONR 1000 DUND DURD DUND DURD INND INOD MOV INORIODRIRNEINOR

Delete All
With checking the Delete All and then select the camera, users can remove
the whole recording schedule for the certain camera after
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click"Delete".

Recording Schedule

Camera List Schedule

[ Day
— Camera List Start Time End Time
-
-Cameraz
Camera? Apply Opticns [l Ssiect A1l

i~ Camerad

- Cameras [#] home [Ccamz2 [[camz [T cam =

- Camerat

. Ceam s [ came [Jcam7 Ccams
| CameraT
- e [[lgam 9 [Elcam 10 [Flcam 11 [ gam 12

| Cameras Ccam 13 [Clcam 14 [(cam 15 [ cam 18

[ Camerall Flcam a7 [C]l cam 12 [Clcam 12 [l cam 20

{-Camerat1
[ cam 21 [ camzz [Ccam 23 [ cam 24
L Camera12

[ Fleam 25

- Cameratd
‘- Camerals

.- Cameralf

: Start Time 'End Time Record
i Cameral?

i 04:00 05:00 Always

-~ Camerald

i 08:00 16:00 Always

. Cameral®

“Camera20
i Delete All
\~Camera21

- Cameraz?
00 01 02 03 04 05 06 O7 OB 09 10
i Camera2l = —

com - e [ [T TTITITITIITTIT

LR IR0RAE0 RN 0NN DORRELRRRDL RN ANNLRRNRUREDARRL A0 EORDCOARCOURURLU IR IR AmOpIRR ML
LR UDUREI0RRN10RRORDEOUR0R AR ARR0RNDERRVRDA AR AN ENRQSORRLOLRTRLV NN IARRIRRRMIRR DY
carme [T T T TR T T

[ Camera2d
' Camera2s B

Cam3
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Event & Action Management

Please select “Event & Action Management” from the drop-down menu of

Recording & Event to begin.

* Recording Settings

= E-Mail

“"Event & Action Management” allows users to define alarm setting that
manage events and its corresponding action. When an event occurs, NVR
will perform certain actions. This setting can strengthen security level
during monitoring and recording to notify users when necessary.

Event & Action

Event & Action

Event List Action List

' 124 (No.3)
F CAM (No.4)
189 (No.5)
[ Disconnected
1 Motion from Camera
[ Digital Input_1
NVR event
[] Disconnected
[] Recording Error
[ pigital Input_1
] Digital Input 2
[ Digital Input_3
- [] Digital Input 4
El[External event (HTTP.in)
7| O Defined_1
[ Defined_2
[ ] Defined_3
[] Defined_4
[ Defined 5

G o= 5

Oy

| Delete All Events & Actions |

[ Apply ][ Reset ]

NVR supports different actions which can be activated when the selected
events are triggered in IP cameras. Users can configure multiple types of
event for camera, and NVR also provide various types of event for NVR

system.
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Disconnected

Motion from Camera
Digital Input

NVR event: Disconnected
NVR event: Recording Error
NVR event: Digital Input
External event(HTTP-in)

An event type is a set of parameters that defines different actions.
Check an event type and click "Add” to select NVR Action.

Event & Action Management

Agvanead Ssttings Event Sshaduls

Event & Action

Ben LS

= Camera 1 (No.1)

B Camera 2 (No.2)
# cameral (No_3)
# Camera 4 {No.4)
) Camera 3 (No.3)
B Camera § (No.6)
# Camera 7 (No.7)
BiNVR event
[ Disconnected
O Recording Error
O Digital Input_1
[ Digital Input_2
O Digital Input_3
O Cigital Input_4
= External event (HTTP-in)
[ Defined_1
[ Defined_2
[ Defined_3
O pefined_4
[ Defined_5

Note: The action will be only triggered when the action is added to the event.

Disconnected
You can set action as “"Send E-Mail”, “"Digital Output”, "User Defined
Action” and “"SMS”. Once there is a connection lost with the camera,
defined actions can be triggered.
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Send E-Mail
E-Mail Configuration window will pop up as you add “Send E-Mail” to
action. But there will be no contactor listed in the configuration at fist,
please go to add a new contactor in the following section “E-Mail.”

= Recording Ssttings

= Evant & sction Managemsnt

After contact information is added, Contact List shows the information of
Name and E-Mail. Select Contact List and Apply Options for cameras.
Then please click "Ok” to finish E-MAIL Configuration.

If "Attached with the snapshot” is enabled, the Email will be sent with
snapshot of the event.
E-Mail

SMTP Server

Contact

Name |
E-Mail |

Add Contact
Contact List
L %me | EMa | Do |
Jessie jessie.chen@digiever.com
[ Apply ] [ Reset ]

Click “"Apply” to finish the configuration.

E-Mail action will be triggered once per 20 seconds as the event is happening,
which means if an event is lasting for one minutes, NVR will send email 3
times per every 20 seconds.

Digital Output
Digital Output Configuration window will pop up as you add “Digital
Output” to action.
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Buzzer can be enabled up to sound for 60 seconds.

& Note: User can press "“USB BACKUP” button on the front panel of
NVR for one second to stop the buzzerbeeping.USB Backup button is
supported in DS-8200-RM Pro Series, DS-4200-RM Pro Series, DS-4200
Pro Series, DS-4000 Series and DS-2000 Pro Series.

Digital Outputl and Digital Output2 are supported by other digital
outputs of server and can be enabled up to 60 seconds.
Select Apply Options for cameras to finish the configuration.

| Action Digital Output Configuration -- Webpage Dialog &J

(&) hitp://192168.1.245/cfq_event buzzerhtm \

Digital Output Configuration

ETSIEREE] [ enabled 1Time: 60 ~ sec

I E TSRS [ Enapied /Time: 60 ~ sec

Digital Ouput2 Enabled = REA T

Camera 1 [lcamera2 [[Tcamera3 [[lcamera4

[[lcameras [CIcamera6 [[lcamera? [Clcamera8
Apply Otm-cm;i [[lcamerag [[]camera 10 [[Icamera 11 [[lcamera 12
[[lcamera 13 [[lcamera 14 [[lcamera 15 [Clcamera 16

MNote: This option will be apply to other cameras

http://192.168.1.245/cfg_event_buzzer.htm €D Internet | Protected Made: On

User Defined Action

User Defined Action allows users to send the specific HTTP command out when
an event is triggered in order to manage devices such as power controller,
fire/smoke protection device, etc.
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=
21 Action Digital Output Configuration -- EEHE

Action Name

IP Address

Port

HTTP URL

Username

Password

Apply Options
W an

User Defined Action Configuration

101
[Tl camera &
[Tl camera g
[T camera 12
[7] camera 17
|7 camera 21

[T camera 25

[ camera 2
[Tl camera &
[Zl camera 10
[Tl camera 14
[Tl camera 18

[7] camera 22

[l camera 3
[Cl camera 7
[Tl camera 11
[l camera 15
[Tl camera 13

[" camera 23

Hote: This option will be applied to other cameras.

[T camera &
["] camera &
"l camera 12
[7] camera 16
["] camera 20

"l camera 24

m

SMS

SMS stands for Short Message Service. Users can be notified by short
message service while the event is triggered. The service is supported by
Clickatell and users need to register for the service. It supports only for
English message currently.

Settings:

1. Fill out the correct username, password and APl ID about SMS server.

2. Select country and input cell phone number.

3. Put the message for sending out to the cell phone.

4. Users can test whether the account information and cell phone is correct

before application.

5. Click “OK” to complete the parameters settings.
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skcom

SMS Server and Notification Settings

SMS Service Provider

Usernan «

asswor

SMS Server AP1 IC

Cell Phone No.

. Taiwan (+886)
Cell Phone No.:

Messazi

Motion from Camera
You can set action as "Event Trigger Record,”"Send E-Mail”, “Digital
Output”, “User Defined Action” and “"SMS.”Once a motion is detected
by camera, various actions can be triggered.

Event & Action Management

Event & Action Advanced Settings Event Schedule

Event & Action

Event List Action List

= Camera 1 (No.1) Delete All

- [ Disconnected Event Triggered Recording

3 Send E-Mail Configure
- [] Digital Input_1 Digital Output

- Camera 2 (No.2) User Defined Action

SMS

]

]

"~ cameral (No.3)

“ Camera 4 (No.4)

“Camera 5 (No.5)
Camera 6 (No.6)

" Camera 7 (No.7)

“NVR event

" External event (HTTP-in)

e e e e e e

-

[ Delete All Events & Actions ]

[ Apply ][ Resat ]

Event Triggered Record
You can enable Event trigger record and Video Clip.
Event triggered record: When event is triggered, NVR records video and records
every five minutes as the event continues happening.
Video Clip: Video clip will be sent by E-mail and you can change the Pre-time
and Post-time through “Advanced Settings.”
Event & Action Management

Event & Action Advanced Settings Event Schedule
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Select cameras in Apply Options field to finish the configuration.

Fa T
£ | Event Trigger Record Configuration -- Webpage Dialog M

€| http://1921681.245/cfg_event_record.htm ‘

Event Trigger Record Configuration

Eventtrigger record

@ Enabled ) Disabled

Mote: Video clip will be sent to email

VideoClip e e
Pre-time:| 3~ lsec. / Posttime: |  gec.

Mote: Time can be changed through (Advance Settings)

[“Icamera 1 [[Icamera2 [Flcamera3 [[1camera 4

Clcameras [lcamera6 Clcamera7 [Clcamerag
Apply Options I FoPRRET [l camera 10 [Clcamera 11 [l camera 12

Clcamera 13 [l camera 14 [Clcamera 15 Camera 16

Mote: This option will be applied to other cameras

hittp://192.168.1.245/cfg_event_record.htm &) Internet | Protected Mode: On

Digital Input
You can set action as "Event Trigger Record,"Send E-Mail” and "Digital

Output”, “User Defined Action” and “"SMS.” Once Digital Input is

detected from camera, various actions can be triggered.
Event & Action Management

Event & Action Advanced Settings Event Schedule

Event & Action

ction List

Delete All

B Camera 1 (No.1)

[ Disconnected Event Triggered Recording
Digital Input 1) Digital Output
Camera 2 (No.2) User Defined Action

SMS
cameral (No.3)

Camera 4 (No.4)
Camera 5 (No.5)
Camera 6 (No.6)
Camera 7 (No.7)

NVR event

- External event (HTTP-in)

[ Delete All Events & Actions ]

[ Apply ][ Reset ]
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NVR event : Disconnected

You can set action as "Digital Output.” Once NVR loses its network

connection, the actions can be triggered.
Event & Action

Event List

Delete Delete All

Digital Output

E Camera 1 (No.1)
"Camera 2 (No.2)
" camera3 (No.3)
"Camera 4 (No.4)
" Camera 5 (No.5)
" Camera 6 (No.6)
"Camera 7 (No.T)
E‘ NVR event

[ Recording Error
[ bigital Input_1

[ pigital Input_2

[ pigital Input_3

[ Digital Input_4

B External event (HTTP-in)

[ Delete All Events & Actions ]

Action List

[ appy J[ Reset |

NVR event : Recording Error

You can set action as "Send E-Mail” and "SMS.” Once NVR fails in recording,

the actions can be triggered.

Event & Action

Event List

Action List

Delete Delete All

Send E-Mail
SMS

B Camera 1 (No.1)
"Camera 2 (No.2)

" camera3 (No.3)
"Camera 4 (No.4)

" Camera 5 (No.5)

" Camera 6 (No.6)
"Camera 7 [No.7)

B NVR event

- [ Disconnected
[ bigital Input_1
[ pigital Input_2
[ pigital Input_3
- [ Digital Input_4
B External event (HTTP-in)

[ Delete All Events & Actions ]

[ appy J[ Reset |
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NVR event: Digital Input

You can set action as “"Event Trigger Record,” "Send E-Mail” and “"Digital

Output”, “User Defined Action” and “SMS.” Once Digital Input is
detected from camera, multiple actions can be triggered.

Event & Action

Event List

Action List

E- Camera 1 (No.1)
Camera 2 (No.2)
ameral (No.3)
amera 4 (No.4)
Camera 5 (No.5)

Delete Delete All

Event Triggered Recording

Send E-Mail
Digital Output
User Defined Action

Configure

amera 6 (No.6)
Camera 7 (No.T)

- [] Digital Input_2
- [] Digital Input_3
- [] Digital Input_4
External event (HTTP-in)

[ Delete All Events & Actions ]

( appy J[ Reset |

External event(HTTP-in)
You can set action as “"Event Trigger Record,” "Send E-Mail” and “"Digital
Output”, “User Defined Action” and “"SMS.” Once Digital Input is
detected from camera, multiple actions can be triggered.

Event & Action Management

Event Schedule

Event & Action

Advanced Settings

Event & Action

Event List Action List

B Camera 1 {No.1)
B Camera 2 (No.2}
L_q camerad (Mo.3) : Options
B Camera 4 [No.4)

B Camera 5 (No.5}
B Camera & [No.§)
B Camera 7 (No.7)
Bl NVR event
B External event (HTTF-in}
[ Defined_2
[ Defined_2
O Defined 4
[ Defined_3

][ Reset |

[ Apply
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Event could be triggered by external HTTP-in CGI command. It allows users
to define up to 5 different HTTP-in events. With the “External Event”, users
can set its actions just like other events.

The format of external HTTP-in event
CGI :http://<NVR_IP>/login.cgi/cgi_main.cgi?cgiName=event_ipc.cgi&ev
entName=Defined_<int>

- <NVR_IP>is the IP of NVR that command need to be delivered to.

- <int>is defined for what number(1~5) of external HTTP-in event need to
be triggered.

For example
htt
c.cgi&eventName=Defined 3

- The CGI is for sending message to the NVR with IP 192.168.1.245 and
trigger the external event #3

192.168.1.245/login.cqi/cgi main.cqgi?cgiName=event i

Finally, please click "Apply” to execute all settings.

Advanced Setting

Event & Action Management

Event & Action Advanced Settings Event Schedule

Advanced Settings

Action Triggered Interval 3[] ;.ésec

Seconds befare event being triggered. | 10 ¥ lsec. Start Recording Video
Video Clip —_—

Seconds after Event;__m _‘fjsec Stop Video

Seconds before event being triggered. | 300 __;sec. Start Recording Video
Recording Settings

Seconds after Event 3_00 ! sec. Stop Video

Event Triggered with Audio [l

Tip: When 'Event Triggered with Audio’ is enabled, the audio of all cameras will be disabled to do recording until the
eventis triggered. And when the event stops, the audio will be disabled again accordingly. All above will not
influence the audio function in liveview.

([ appy J[ Reser |

Action Triggered Interval

Users can set proper time interval when events are triggered in sequence.

Video Clip and Recording Settings
Users can set Pre-time of record and Post-time of record for video clip and
event recording.
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Pre-time of record can up to 300 seconds before the event is triggered and
Post-time of record can up to 300 seconds after the event ends.

Event Triggered with Audio
Users can set up whether Audio is recorded only when an event is triggered.
When “Event Triggered with Audio” is enabled, camera audio will be
recorded when an event is triggered. When the event stops, the audio will
be disabled again automatically.

Click “Apply” to apply setting.

Event Schedule

Users can setup the event detection for certain period of duration.

Setup event schedule
A. Enable the event detection in “"Event & Action” by clicking any of the event
checkbox.

Event & Action Management

Advanced Settings Event Schedule

Event & Action

Event List Action List

E Camera 1 (No.1) ot

.’5‘."-‘;";‘.’;‘;“; Camers [ Acton | Opons | Comigwe |
~CJ|Digital Input_1
Note: It will automatically start the alarm schedule with “always” mode.

B. Go to the event schedule setting page to setup.
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Event & Action Management

Event & Action Advanced Settings Event Schedule

Event Schedule

Day Oweek
~Camera List Start Time End Time

Camera 2
camera3 Apply Options
~Camera 4
Camera 5 [Ccamers 1 [Icamera2 [Jcamera3 [camera 4
~Camera 6

[lcameras [Jcameras [Jcamera 7 Ccame
Camera 7
atBo Ccama Clcam1a Clcam 11 Ccam 12
~Camerad Clcam 13 [Clcam 14 Clcam 15 Clcam 16
Camerall Ocam17 [CJcam 18 CJcam1a Clcam20
~Camerall

Ccam21 [cama2 [Jcam23 [cam24
Camera12
Camera13 Oecamzs
~Cameral4
Canats =

Setup event schedule.

Event & Action Management

Event & Action Advanced Settings Event Schedule

Event Schedule

Camera List

I Day O week I
—-Camera List Start Time End Time
s H u H [0 Su
-.Camera 2
..camera3 Apply Options Il Select All
--Camera 4
~Camera 5 Ocamera1 Ocamera 2 [eamera3 Ocamera4
--Camera 6
Ocameras [dcamera s Ccamera7 Ocame
~-Camera 7
g [Ocama [Ccam 10 Ccam 14 Ocam 12
-.Camerag [Ocam 13 [Jcam 14 [Jcam1s [Ocam 16
ety Clcam 17 Clcam 18 Clcam 19 Clcam 20
--Camerall
[dcam 21 [cam 22 [dcam23 [cam24
--Cameral2
..Cameral3 Ocamzs
~-Cameral4
--Camerals

Select the type of event Schedule

By Day
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Alxrm Schedule

z:ﬁ AN R DR LR LR LR LIR L]

Camersia ) 801000 S0 0080300 0080 50 10803 0 0000 50 0
i —

1. Select the camera

2. Designate the time period

3. Click Insert button to be effective

4. Designated duration will be displayed

5. Desighated duration is shown on chart

Press “Apply”

By Week

Event Schedule

Camera List

O pay] ® week | 1
~ Camera List Start Time End Time

S B 0 Viu [18 v [0 V]u
[Sunday
Monday Apply Options M Select Al
Tuesday
Wednesday 2 4 [Clcam2 [Clcam3s [Clcams
AL [l cams [lcams [lcam7 [lcams
Bre 130 162 Hikvision (1473 Clcam 12

+c“m’_ [T111 [cam 14 [Ceam 15 [cam 16

+Cmm3 Ocam17 Ccam 18 Clcam 19 [Ccam 20

+ Camerad [Jcam 21 [Jcam 22 [Jcam23 [Jcam 24

gites Ccam2s

+ Camera6

+ Camera7

+ LCamera$

+ 180

+ 162 Hikvision

+478

+ Camera12

+411

+ Camera1a 7 E

+ Camerats s TR

. Select the schedule as “Week”
. Select the day for the specific recording schedule
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3. Desighate the time period

4. Select the camera for adaption

5. Click insert to be effective

6. The designated duration will be displayed

7. The designated duration will be shown in chart
Press “Apply”

Remove event schedule
Please follow the following steps to remove the certain period of duration

Start Time End Time
09:00 18:00

fagl? 20 21 22 23 24

Start Time End Time

[ Delete Al
Delete

00 O1 O2 O3 O4 05 06 O7 08 09 10 11 17 13 14 15 16 17 18 19 20 21 22 23 M
Cam I i | 1 i i l

Cam2

1. Designate the time period on chart by clicking on it
2. Click the Delete button
3. The designate period is removed

Remove all alarm periods in one camera

VAR CARA GRRA AR R FRSE ISP E PR FRew e b - e HJN
AN IEUR RPN PR VEEY PR VNN FREN VRN VRN PR PRRN IR VR ER AN
[¥] Delete AN

000N 0F O3 04 O3 06 OF 08 09 10 11 17 13 34 15 U6 17 18 19 30 31 72 I3 M

it 00 OO0 1000 L 0 TOURPRURCRRDHORR NN TROUINUR0URDFERTIEREIRIUTONDIURRINR N0 T00UTNUDIODD 000 MR
B e e i e e e S

1. Click any period of the camera
2. Select Delete All checkbox
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3. Click on Delete button
4. All durations of the camera are removed
Note: It will remain the alarm schedule as“always” mode
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E-Mail

Please select “E-Mail” from the drop-down menu of Recording & Event to begin.

¥ Recording & Event
* Recording Settings

= Event & Action Management

SMTP Server

E-Mail

Contact

SMTP Server

Sender
Subject (Max. size: 64 characters)

Message

Authentication JRSIEaT] v

[ appy [ reset |[ sendtestman |

(Max. size: 127 characters)

Server Address: Enter the Server Address of the SMTP server.

Sender: Specify sender’s E-Mail in the “Sender” field.

Subject: Enter the Subject.

Body: Enter the content for Body.

Authentication: Depending on the mail sensor, SMTP Server provides three
types of authentication. Select “Authentication” as “PLAIN”, “LOGIN”, or
“LOGIN with TLS” according to the regulation of different SMTP servers.

User name: Specify username.

Password: Specify user password.
Click “"Apply” to finish or "“Send Test Mail” to check the availability.

Contact

Add contactor by entering name and E-Mail and click "Add Contact.”
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E-Mail

SMTP Server

Contact

Name | :
E-Mail [

Add Contact
Contact List
[ e Ewm | Dokn
Jessie jessie.chen@digiever.com

[ Apply ][ Reset ]

Contact List will show the information you entered. Please click “"Apply” to
finish settings.

Result will show in the following Contactors List and users can delete the
contactor or continue to add a new contactor.

Disk Management

NVR can create new RAID disk or delete/format the RAID disk. Also, users
can manage NVR’s storage device for data transmission and file sharing
service.

= Disk Management
= Filesystem Management

# File Sharing Service

Disk Management

Please select "Disk Management” from the drop-down menu of Disk
Management to begin.
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= Filesystem Management

= File Sharing Service

1. Disk Information

When there is no hard disk installed in NVR, the page will show “Disk doesn’t
exist.”

The steps for creating and deleting hard disk, please refer to the disk
management of Quick Configuration.

Please select "Disk Management” from the drop-down menu of Quick
configuration to begin.

= Start

W

Network Settings

W

Server Settings

W

Date & Time

W

Camera Settings

W

Finish

> Quick Configuration

File System Management

Please select “File system Management” from the drop-down menu of
Disk Management to begin.
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¥ Disk Management

*» Disk Management

= File Sharing Service

= Filesystem Management

When there is no hard disk installed in the NVR, the page will show "No File

system.”

Once the hard disk is installed, the file system will show the volume of RAID

as below.

Filesystem Management

T —

Filesystem List

B Filesystem List
‘- Volume1 [916.89 GB,RAID A ]

Filesystemn Information

Name

Volume

Capacity

916.89 GB

Size Used, Usage

T72.38 GB, 84.23%

]

Device

RAID A

Status

Mounted

File system provides an efficient method to organize data expected to be
retained after a program is terminated by providing procedures to store,

retrieve and update data, as well as manage the available space on the

device.
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File Sharing Service

Please select “File Sharing Service” from the drop-down menu of Disk
Management to begin.

> Disk Management

> Filesystem Management

Arrange data transmission service including Windows Networking and
FTP service.

When there is no hard disk installed in the DIGISTOR, the screen will show
“No Filesystem.”

Information
Once the hard disk is installed, the filesystem will show status as below.
Turn On or turn off sharing service to enable or disable Windows
Networking and FTP service.
File Sharing Service

Windows Networking FTP Service

Senvice List Status Action Link
Windows Metworking ol Disabled Link
FTP Service OFF Enabled

After the service is enable, by using link button on the File Sharing Service
page, users can open the dialog of windows to share service and FTP
service directly.
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File Sharing Service

Il{wmﬂtmll Windows Networking FTP Service

Senvice List Action
Windows Metworking an Disabled Link
FTP Senvice ON Disabled Link

Windows Networking
In Windows Networking field, users can enable or disable the services and
Computer Name is already shown. Computer Description and Domain
or Workgroup Name can be changed.

File Sharing Service

Information FTP Service

Windows Settings

EEVTEEY (&) Enabled O Disabled

(N GEENERGE DS201

Computer Description
Diomain or Workgroup Name JEIEHER ]

[ appy J[ Reser |

FTP Service

File Sharing Service

Information Windows Networking FTP Service

FTP Settings

EEWVEEE &) Enabled O Disabled

Command Port Jj4]

Passive Poris |10241 |K|55535 |

Note: Ports: 1234~1362 and some others ports are reserved by system

[ appy [ Reset |

In FTP Settings, users can enable or disable FTP Services. User can arrange
Command Port and Passive Port and configure language interface in
Client Coding Type.

Please click “"Apply” to finish FTP settings.
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Cloud

NVR provides cloud backup to upload recorded files to Dropbox. With cloud
backup, users can share recorded files with a link.

Please select “Dropbox” from the drop-down menu of Cloud to begin.

Setup Dropbox Service

Please click “Apply” to start Dropbox webpage connection and to establish a

folder in Dropbox.

Configuration Setup

At the same time, a window will pop up to ask users to sign in account.

+# Dropbox

Sign in

Another window will pop up to enter Dropbox password again to connect
NVR.
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| Enter your Dropbox password to link this host to your account.

Password: | sssssees

After successfully connecting with NVR, Dropbox will automatically create a

file named “Dropbox”.

< g T =
4 Dropbox Q;S DI’OpbOX [¢# @@ @@ @ |Q Search Dropbox
et PhOTOS
) Name 4 Kind Modified
(@ Sharing =
E dropbox folder -
@ Links
\9 Events _\B Muse - The 2Znd Law (2012) folder -
=4 Get Started =
(L] Photos folder -
Quit Setup

When NVR is accessing to Dropbox, the NVR will display as below:

Configuration Setup

I Apply I

If users want to cancel the Dropbox setting, please click “Apply” to remove

setup.

Share Files to Dropbox Server

Users can move the files from Public (snapshot, config,

etc.)orVideodatal(continuous recording, event recording, video clip, etc.)to

Dropbox folder in order to share files to the clouds.
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- e s X R
2 Active Directory  EEAIZEDL  BESEISE
Jr BHEE L i =
g 7= 1 [Brophox =H
o =8 _'E Public =5
o BROE | videodatal s
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Remove Configuration and Online Sync

Please press"“F5 button”on the keyboard to refresh the webpage.You can
see the webpageas below:

Dropbox Service

m Advanced Settings

Configuration Setup

Online Sync

Enabled Fj| [ _ﬁr_n_p-i-x-nTF_diEer_

Status LI

Remove Configuration and Data
Please Click "Apply” to remove Dropbox service from NVR. All configuration
and data of Dropbox in NVR will be deleted.

Dropbox Service

m Advanced Settings

Configuration Setup

Online Sync
Users can choose whether NVR automatically synchronizes with Dropbox

Server.
If users want to enable synchronization, please check “Enable ” and click

\\Apply.ll
If users want to disable synchronization, please uncheck “Enable ” and click

\\Apply.ll

Online Sync

bled Drapbox Folder
atus

Statu: e

Enal

=1

Dropbox Folder
Users can click “"Dropbox Folder” to open the folderdirectly.
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T ey wanaiee

2eFd v AWAdreDiecoy ARENRETL  BAdasaw

i BnER ikl
BTE & Dwoplan
max T P
i OF L & wdeodatal
et

A warning will pop up when the folder cannot open. Please enter the same

Lan domain as NVR.

(== S

Connection failure!

& It may happen due to the Internet Explarer failed to access during
the data transfers.
Please try to type link "\ 192.168.3.84 " in windows networking.

Network Setup

v Network

= Network Setup

= MNetwork Service

= DDNS

Network Setup

Please select "Network Setup” from the drop-down menu of Network to

begin.

v MNetwork

= MNetwork Setup

= Network Service

= DDONS

153

COM | BLOCK UP YOUR SECURITY



This section explains how to configurenetwork connection with NVR.

Information
Network Setup

Setup DHCP Setup Port Setup

LAN 1

Computer Name [kl
IP Address [lrRlI-RRElI]
L EETY 255 255 255.0

Default Gateway IP Address REESERE

il ER G EIIRETGERT T 192.166.1.1

Secondary Domain Name Server

Network  information displays present  network  configuration
including:Computer Name, IP address, Subnet mask, Default Gateway,
Primary and Secondary DNS.

Setup
NVR supports dual IP application to connect different network segments
to maximize network efficiency. Dual IP application allows users to
efficiently communicate between internet and surveillance system. Dual IP
application largely increased the resistibility of unauthorized data theft and
the unavailability of accessing to cameras. In addition to high security and
data protection, NVR makes the management of video surveillance much
easier and more flexible.

@ \%
= — Ll
‘ gwﬁ s
]

- S Public IP:
IP: 192.168.1.XX < 218.211.71.XX
T IP: 192.168.1.XX
1P: 182.168.4.XX G ~ﬁ
~ -
s,
e ' '

Shared IP
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Network Setup

Information DHCP Setup Port Setup

Network Settings

RENLAEENER &) Shared IP O Seperated IP

LAN 1

Computer Name i}yl

IEGERRGGEGN (O Obtain an IP address automatically (& Specify an IP address

[N (192 168 1 110 |

Subnet Mask |PIRTRTRY |

Default Gateway IP Address [192 168 1.1

Primary Domain Name Server i192_188_1_1 |

Secondary Domain Name Server | |

Users can rename Computer Name and to assign DHCP or Static IP.

DHCP: Obtain an available dynamic IP address assigned by a DHCP server. If this
option is selected, NVR will automatically obtain an available dynamic IP
address from the DHCP server when connecting to the LAN.

: Static IP: If no DHCP server exists in the networking environment, the IP
address will be given as192.168.1.245. It should be sufficient in most network
environments, and users can maintain the default IP address or alter IP address
in this page. However, it’s recommended to set different IP address of NVR if
there is more than one NVR in the network.

Separated IP

Network Setup

Information DHCP Setup Port Setup

Network Settings

LELEREEE O chared P (): Seperated IP

LAN 1

Computer Name
LEREERw (O Obtain an IP address automatically (& Specify an IP address
LN | 192.158.1.110
Subnet Mask
Default Gateway IP Address
Primary Domain Name Server

Secondary Domain Mame Server

|

LAN 2

IP Address
Subnet Mask

Please enter two IP address to in LAN1 and LAN2 to set up different network
environments. Please click "Apply” to execute the settings.

192.168.1.110
255.255.255.0
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Port Setup
Please set up transmission port to access NVR. Default port for NVR

connection is 80.

Network Setup

DHCP Setup Port Setup

Information Setup

Settings

Note: Ports: 1234~1362 and socme others ports are reserved by system

(__apply J[_ Reset )

Network Service

Please select "Network Service” from the drop-down menu of Network to

begin.

v MNetwork

> Network Setup

= DONS

Black/ White List

Network Service

BlackMWhite List UPnpP

Black/White List

el O wiite List O Black List

| Jto] |

[ Phamess | e | doee |

(__apply J{_ Reser ]

Edit White or Black List to allow or block different IP address.
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Black/White List

lALUER () White List ) Black List

IP Address Access Delete

[ appy J[ Reset |

As White List is enabled, a window will pop up to make sure the execution.
(i Message from webpage ﬁ‘

. Mote: When the white list enabled, you can't access the device. If you
f__L\ still want to access device, you need to add you IP address into white
list

=

As Black List is enabled, a window will pop up to make sure the execution.
f Message from webpage @1

. Mote:If black list is enabled and your IP address in the blacklist, you
f__L\ can't access the device next time

Please enter the IP address range to add to White List or Black List.

@ White List (' Black List

192.168.1.10 iy 192.168.1.20 A
Add

& Note: The above IP address is only an example for reference. User
isrecommanded to add White List or Black List carefully according to
different demand. Also, user can set either White List or Black List in the
same time.

After the White List or Black List is added, the following information will
display the accept access or deny access. You can also delete the list.
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(@ White List () Black List
to

No. IP Address Access Delete

1 192.168.1.10-192.168.1.20 Accept

) White List @ Black List

to

No. IP Address Access Delete

3 192.158.1.10-192.158.1.20

UPnP

Network Service

Black/White List Ianl'

UPnP

Enabled

UPnP Name JiBk=iy] (Max. size: 32 characters)

[ Apply ] [ Reset ]

Enable or disable UPnP search.
Rename UPNP.

.@Note:The maximum character limitation for UPnP Name is32 characters.

Please click "Apply” to execute the settings.

DDNS

v Network

> Network Setup

> Network Service

Please select "DDNS"” from the drop-down menu of Network to begin.
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Dynamic Demain Name Service

- @ @

Dynamic Domain Name Service

BEGEAEEY O jpcamjp O nweamjp O DynDNs O no-ip

:

(Max. size:54 characters)
l:l (Max. =ize:128 characters)
l:l {Max. size:64 characters)
l:l (Max. =size:128 characters)

:

(Max. zize:84 characters)
l:l (Max. =size:128 characters)
l:l (Max. size:84 characters)
I:l (Max. =size:128 characters)

DDNS links a domain name to an IP address, allowing users to easily access
their camera even with a changing IP address. NVR is compatible with four
DDNS service providers (1) ipcam.jp (2) mwcam.jp (3)DynDNS, and (4)

No-IP.

.@Note: Before utilizing this function,please apply for a dynamic domain

account from a DDNS provider.
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Management

In Management, users can easily create, modify and change users' live view
access and playback access. Also, users can read various log information
through log system and quickly save or load configuration of NVR.
Emergent backup of the latest video files as well asthe external input and
output control can also be set here.

W

Users Management

W

Log System

» Save/Load Configuration

W

USE Backup

W

External |0 Device

W

UPS Management

User Management

Select "User Management” from the drop-down menu of Management to
begin.

* Log System
* Save/Load Configuration
= USB Backup

» External 10 Device

> UPS Management

NVR can be accessed by multiple users simultaneously. Except the built-in
Administrator account (user name "admin" and password "admin").
Administrator can create other Power User and User accounts.
Administrator possesses the highest privilege, compare to Power User and
User. And Power User and User can be given different privilege of live view
and playback of different channels.

Create User
Please go to Create User page
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Power User

Enter a username and password in “"User List” and select a group from the
“Group” drop-down list to assign a new power user.

Live View Access and Playback Access are selected automatically for Power
User.

Users Management

— R S

User List

Plapbask
1 omsse pawer user 12345578510 11124314 15,1817,18.13.230, 21 20232425 o | o o 1E3LEETES0 111213141516, 17.18.18.20, 3122 235428

Create Users

camm Icameraz czmmzd
=] camerm & ClcameaT 1= crannets
(7] Cranmel 10 [“lensopei 11 [7] cranmat 1z
/| Craneed 14 | Channed 15 7| Craceet 16
< craneei 1z ] | onannet 20
[ cnancet =2 B [ cnannerze
i [7] 30 Cormon (7] pem-Samar
oz zeme Cloamem
czmmzs CzmmenT Szl
[l cneanet g [“|cnannei 11 [l enameizz
[=] onanns 14 (=] cnanmei 15 (=] Crannei 16
(] onannsi 43 [<]onannel 19 [ crannei 2o
7| Cnanveizz 2] ez 7] Erannet 21

e ) (et )

Click “Apply” to add new Power
User.

Ctangs Fasewans

User List

Create Users

Camem 3

Camen

o Cmm )
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After the Power User is created, user list will display the information as
below.

User List
No. Name Group LiveView PTZ 1o Playback Backup Data Delete Data
1 Hannah fpoweruserl} 1,.2,3,4,56,7.8,9,10,11,12,13,14,15,16 | O 0 1,2,3,4,56.,7,8.9,10,11,12,13,14,15,16 |0 o]
User

Administrator can select a group from “Group” drop-down list to assign a
new User. Please enter a username and password in “User List.” And
select Live View Access and Playback Access for the new User.

After User is created, user list will display the information as below.

User List

Ho. Hame Group LiveView Playback Backup Data Delete Data

1 Hannah |poweruser | 123456,7891011,121314,1516 |0 0 |1234567891011121314,1516 |0 o
2 Rita Iuserl 159,13 0 o |15913 o 0
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Modify User
Please go to Modify User page.

Select an account to modify the Power User or User.

ser List
St _ Backup Delete
No. Name  Group LiveView o} Playback Data Data
1 Hannah |POY&T 14034567,291011,1213141516 |0 0 |123456789,1011121314,1516 0 o
user

2 Rita user  [1.59.13 I o o |15913 o o

The selected account will turn to blue and the page for modifying user will

appear as below. You can change Live View Access and Playback Access.
Please click "Apply” to proceed.

iztias “ S Ko s

User List

Modify Users

e B

O A

Dlicamens 1 O cameraz O cameraz O camers 4

Ocamem s [Jcamerae Oicamen7 [Clcnamness

DOcnanneis O crannei 10 D1 chnarnei 11 O crasanes 12

Cletanne 13 [ crannei 14 DOienaeei s Clcnanne 16

DOlchanne 17 Oenaenei 1z Dlicnamet 13 Olcnmnneizo

Olicranne 24 O cramnei 22 Ocrammaizs O cramnerze

Ozrmnne 2

772 conol (130 Convol [JMun-Saner

Lo
Ocameaz Clcamens4
Oeameas Clcamnnz
O zmsmaes 12 Dlcramnss 12
O cramne 12 Ocnmnne 1z
O cramme iz O cresmei 20
Ccrasme 2z Clnaemei e

After User is modified, user list will display the renewed information.

User List
No. MName  Group LiveView 10  Playback gt
Data
1 Hannah |POY€T 141234567.89.10,11,121314,15,16 | 0 0 |1234567.89.10,11,121314,15.16 |0 s}
user
2 Rita user ) 0 0 0

To delete the user account, please click "Del.” from User List.
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Change Password
Each NVR comes with a built-in "admin” account with password “admin” for
administrators. It's highly recommended to change the password upon the
initial login.

Select anaccount from “"User Name” drop-down list to change password.
Enter a new password in the "New Password” and enter it again in
“"Retype Password.” Click "Apply,” the password will be changed.

Users Management

Create Users Modify Users Change Password Advanced Settings

Password Settings

(OLEGEER | admin v

New Password [ | (Max size: 15 characters)

Retype Password l J

[ Apply ][ Reset ]

Log System

Please select "Log System” from the drop-down menu of Management to
begin.

W

Users Management

W

Save/Load Configuration

W

USE Backup

W

External 10 Device

W

UPS Management

If the hard disk is not installed, the following window will pop up when you
click “Log System.”
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Message from webpage lé]

I \ Hard disk is not ready

w A

After the hard disk is ready, Log system starts to record the events of the

NVR and to provide basic information for troubleshooting. Six types of log
record are offered to check: Hardware Log, NVR Log, Event Log,
Current User, Historical User Log, and File Access Log.

Hardware Log
The log information in Hardware Log includes RAID creation, RAID deletion,
RAID modification, CPU, buzzer, fan, system, sensor and USB.

Log System

NVR Log Event Log

Current User History of User Log File Access Log

Hanhimie logllat. =~
Datel Al v|LevelAl v|Page[t ¥ << < > s NumberofDisplays[20 v|

oao & e Lov

2014/0318 121617 notice [HW] enable buzzer notice.
2014/03M18 12:16:17 notice [HY

enable fan control

2014/03M18 121617 info ystem is starting to work.
201440318 10:43:14 natice W] enable buzzer notice.
201410318 10:43:14 notice [HY] enable fan control
2014/03/18 10:43:14 info V] System is starting to work.
2014/03/10 16:32:35 notice W] enable buzzer notice.
201440310 16:32:35 natice [HW] enable fan control
201440310 16:32:35 info [HW] System is starting to work.
2014/03/08 00:09:03 notice [HW] LISB Backup.
2014/03/07 22:17:34 notice [HW] enable buzzer notice.
2014103/07 22:17:34 natice [HW] enable fan control
2014/03/07 22:17:34 info [HW] System is starting to work.
201402/27 1123216 notice [HW] enable buzzer notice.
2014/02/27 11:32:16 notice [HW] enahle fan contral
NVR Log

The log information in NVR Log includestime zone, daylight, system,
firmware upgrading, configuration IP, recording files export,and storage.
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Log System

Hardware Log

Current User

NVR Log

Date] Al ~| Level Al

~|Page 1 ~|

History of User Log

=E g = =3

Date & Time Account IP Address

2014/04/09 11:32:07
2014/04/0911:31:53
2014104102 14:33:23
2014/04/02 14:22:19
2014/03/31 09:59:51
2014/03/31 09:59:37
2014/03/28 17.07:28
2014/03/28 16:59:04
2014/03/28 16:41:42
2014/03/28 12:00:00
2014/03/28 11:59:45
2014/03/27 17:34:34
2014/03/27 17:34:20
2014/03/2017:17:23
2014/03/2017:17:08

Event Log

The log information in Event Log includes “"Camera is connected,” “The
camera is disconnected,” “Digital Input,” “Motion detected” and “Storage

info SYSTEM
info SYSTEM
info | SYSTEM
info SYSTEM
infe | SYSTEM
info SYSTEM
info | SYSTEM
info SYSTEM
info | SYSTEM
info SYSTEM
infa | SYSTEM
info SYSTEM
infa | SYSTEM
info SYSTEM
info | SYSTEM

usage is out of limit,” etc.

Log System

Hardware Log

Current User

Event Log

LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost
LocalHost

NVR Log

History of User Log

Date] Al | Level Al

~|IP CamAll ¥ Page/1 ~|

2014/04/09 11:32:35
2014/04/09 11:32:31
201410409 11:31:56
2014/04/02 18:23:51
2014/04/02 14:34:03
2014/04/02 14:34:03
2014/04/02 14:33:50
2014/04/02 14:33:40
2014/04/02 14:33:23
2014/04/02 14:33:23
2014/04/02 14:33:22
2014/04/02 09:52:34
2014/04/02 09:43:43
2014/04/02 041211
2014/04/02 04:08:39

Current User

The log information in Current User shows the current users logged in the

notice
notice
notice
notice
notice
notice
notice
notice
notice
notice
notice
notice
notice
notice
notice

JEE RO 7T TS BV ) RV ) i N B [ U I e B
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Number of Displays

@ < B > NumberofDispIays
S O T "

Event Log

File Access Log

Save

[MNVR] netwark eth is disconnected
[MVR] network eth is discennected
[MVR] network eth1 is disconnected
[MVR] netwaork eth is disconnected
[MVRI network eth1 is disconnected
[MVR] network eth is discennected
[NVR] network eth is disconnected
[MNVR] netwark eth is disconnected
[MVR] network eth is disconnected
[NVR] netwark eth1 is disconnected
[MVR] network eth is disconnected
[MVR] network eth1 is disconnected
[MNVR] netwark eth is disconnected
[MVR] network eth is discennected
[NVR] netwark eth is disconnected

File Access Log

[Event] Camerais connected
[Event] Camera is connected.
[Event] Camera is disconnected.
[Event] Camera is disconnected.
[Event] Camera is connected.
[Event] Camerais connected.
[Event] Camera is disconnected.
[Event] Camera is connected
[Event] Camera is disconnected.
[Event] Camera is disconnected.
[Event] Camerais disconnected.
[Event] Camera is connected.
[Event] Camerais connected.
[Event] Camera is disconnected.
[Event] Camerais connected

Event Log
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NVR with IP address.

Log System

Hardware Log NVR Log Event Log

Current User History of User Log File Access Log

Current User

2014/04M14 10:27:35 admin 192.168.1.108 [CurllSER] Access /cfg_management_log_currentuser.htm

Historical User Log
The log information in Historical User Log records any user who has logged
in the NVR. For example, "Execute detect,” "Motion detected,” "FTP
service is configured,” “"Account is created,” “"Execute system
shutdown,” etc.

Log System

Hardware Log HVR Log Event Log

Current User File Access Log

History of User Log

Date|AH V-|LeveI|AH V|Page|1 V| e« = 3 32 NumberofDispIays

2014/04/14 10:27:35 info admin 192.168.1.102 HTTP [USER] Login
201404114 10:27:34 info admin 192.168.1.108 HTTP [USER] Login

2014/04/14 10:27:34 infe | admin 1921681108 | HTTP | [USER] Login
2014/04M1017:31:15 info | admin 182.168.1.108 HTTP [USER] Account [user] is created.
201400410 17:30045 | info | admin 1021681102 | HTTP [USER] Account [power user] is craated
2014/04110 16:50:44 info | admin 1921681108 | HTTP | [USER] Login

2014/04110 16:50:43 info | admin 1921684108 | HTTP | [USER] Login

2014/04110 16:50:43 info | admin 192.168.1.108 HTTP [USER] Login

20140410 16:3718 | info | admin 1921681108 | HTTP [USER] Login

2014/04110 16:3717 info | admin 19216841108 | HTTP | [USER] Login

2014/04110 16:3717 info | admin 19216841108 | HTTP | [USER] Login

2014/04/03 13:4630 info | admin 192.168.1.107 HTTP [USER] Enable FTP senice
201400403 184508 imfe | admin 1921681107 | HTTP | [USER] Disable FTP senvice.

2014/04/03 18:3419 info | admin 1921681107 | HTTP | [USER] Login

File Access Log
The message occurred is related toother method to get in DIGISTOR such as
SAMBA or FTP.
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Log System

Hardware Log NVR Log Event Log

Current User History of User Log File Access Log

System Connection Log

Date|Al| v|L.=.'\.l'|al|:”~ll V|F'age\1 v| %< < > > NumberofDispIays

20131104 ot agmin | 192.168.0.100 SAMBA [SYSCON] Login Pass
100422
2013024 e Sgmin | 192.168.0.100 SAMBA [SYSCON] Login Pass
20:41:29
0124 e sgmin | 192.168.0.100 SAMBA [SYSCON] Login Pass
19:10:42
22;36”006%4 info | admin 1921680100 SAMBA [SYSCON] mavmotionct Access
201310124 ey | admin | 192.168.0.100  SAMBA [SYSCON] Login Pass
14:59:29
20130618 . [SYSCON] /mntdisk1hidesdatat/RecordF older20130521/20130521-182500-
aaaqy info | admin 1921681100 FTP st i transfer
20130818 ) [SYSCON] Imntdisk1hideodatat/RecordF older20130521/20130521-182500-
ibagas |0 | sadmin | 19230814001 FIR 183000_192.168.1.165-CHZ.avi Hanstey
201306118 . [SYSCON] Imntdisk1hideodatat/RecordF older20130521/20130521-182000-
jossgy, | Do| Admin | 1927681900) RIR 182500_192.168.1.174-CH3.avi TAnSrer
20130618 . [SYSCON] Imntdisk1hideodatal/RecordF older20130521/20130521-182000-
igarse | 0 |8dmin | 1923681400 £IR 182500_192.188.1.173-CH4.aui Hansier

Export the log files

Users can export and save log files from Log System page. And each log
types correspond to one log file.

The log content can be saved as html or txt format.

Log System
Current User History of User Log File Access Log

Hardware Log List

Datel Al v|Levelal v|Pagel’ ¥| <« < > > NumberofDisplays20 v
| pategmme | leve | Messge |

2014/03M18 12:16:17 naotice [HW] enable buzzer notice
2014/03M18 121617 | notice [HW] enable fan control.
201410318 12:16:17 | infa [HW] System is starting to work.
2014/03M18 10:43:14 notice [HW] enable buzzer nofice
2014/03M18 10:43:14 | notice [HW] enable fan control

Save/Load Configuration

Please select "Save/Load Configuration” from the drop-down menu of
Management to begin.
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¥ Management

= Users Management

= Log System

= Savel/lLoad Configuration

= USB Bachup

= External 10 Device

= UPS Management

If the raid disk is not built, the following window will pop up.

Save/Load Configuration

_ Configuration Load Configuration

RAID doesnt exist...

Save Configuration
SavelLoad Configuration

Load Configuration

Save Configuration

Save Configuration

Save configuration will just save Camera Settings, Recording Settings, Event & Action Settings, E-Mail Settings, and
Server Settings.

MNotice

( appy J[ Reset |

Select Volume and Folder to save configuration in a format of cfg file and
specify the File Name.
& Notice: Save configuration will just save Camera Setting, Recording
Settings, Event & Action Setting, E-Mail settings, and Server Settings.
The configuration file is saved in NVR's Public folder, where users can find
from Windows Networking or FTP service.
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Load Configuration
Save/Load Configuration

Save Configuration

Load Configuration

@ Load Default Settings
(O Load Configuration

Load Types

Volume

Folder

File Name [ letg

Load configuration will just lead Camera Settings, Recerding Settings, Event & Action Settings, E-Mail Settings, and
Server Settings.

Notice

[ Apply ][ Reset ]

Load configuration can helpusers duplicate the same settings from one NVR
to another without configuring system manually. Users can select Load
Type as “"Load Default Settings” or "Load Configuration.”

Once you select “Load Default Settings” and click “Apply,” configuration of
Camera Setting, Recording Settings, Event & Action Setting, E-Mail
settings, and Server Settingswill changeto default.

When select “"Load Configuration,” please browse the NVR folder to find
the saved configuration. Once file name displayed,click “Apply” to load
configuration.

USB Backup

Users can preset the latest duration and channels of USB Backup button on
Remote Web Browser for quick backup the latest video files locally in the
future. With USB Backup button setting, when users inserts USB device or
USB type DVD burner into the USB port in the NVR (front panel backup
area)and press “USB BACKUP” for 3 seconds, NVR will execute USB
backup and the latest video files will be duplicated.

During the backup process, USB LED indicator will blink with blue light.
When the NVR finished duplicating the data to the USB device, the blue
light will fade away.

& Note: If any error occurs, including USB Backup function not enabled ,
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USB LED indicator will show red to warn.
Note: USB device format should be FAT32 file system.

To enable the USB Backup button function and to setup the USB Backup
button's channels and the latest time duration for future duplication, please
select "USB Backup” from the drop-down menu of Management

¥ Management

= Users Management
# Log System
= Savel/Load Configuration

= USB Backup

= External 10 Device

= UPS5 Management

USB Backup Button Setting in Remote Web Browsers

USE Backup

OVD Bxakup Agvances Betlings

ULE Baskup Beiling

[ cameraz cameras Camen

[ camea e [ camera 7 Camara D
[F camer= 1o [ Samera 11 [ camera 12
[F] camers 14 [F] camer= 15 [ camena 15
[Flcamea 1z [l camer 13- [ camer=z0
[ camez 2 B zamere 22 camezze

Enable : USB Backup button function can be enabled or disabled, for security
concern.

The latest duration of recordings: Users can set a maximum of days and hours
to backup the latest video files.

Channel Selection: Users can select certain camera channels or click “All”
channels for future backup.

Apply: Please click “Apply” to finish configuration.
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& Note: Notification Picture is desighed to notify users of the location of
USB Backup port.

After finishing setup, users can insert a USB device or USB type DVD burner
to the local NVR to backup the latest video files.

USB Backup

When a USB device is inserted to the NVR, the USB Backup Device
Information in Remote Browser will show the status “Wait... .” When the
USB is ready to begin, the Device Information will show the status
“Ready,” and the USB LED indicator will show blue. When NVR is in backup
progress, the Device Information will show the status "Working," and the
information "Copying: ...files."If you need to delete the current data in
USB, please click "Format” to delete the current data of USB.

USB Backup

Device Information

UEGIELT GRG0 Model: SA02G Rev: PMAP

(o= =TeiVl 1912 MByles
status [TEN |

Information

USB Backup

Device Information

G ElTER o Model: SA02G Rev: PMAP

o=l 1912 MBytes (Remaining: 1059 MBytes)
SIEWEY Ready |

Information

172

| BLOCK UP YOUR SECURITY



USB Backup

usn Backup

Device Information

VEGERIEA G JetFlash Model: Transcend 8GB Rev: 1100

) 7708 MBjtes

liliigEN Gl Copying: 011 files

& Note: If there is no USB inserted into NVR, the screen will show “"There is
no USB device...”

USB Backup

==

There is no USB device...

Device Information

Manufacture Info

Capacity

Status

Information

Note: NVRPlayer and NVRCheck will be downloaded with video files.

USB Type DVD Burner
When a USB type DVD burner is inserted to NVR, the USB Backup Device

Information in Remote Browser will show the status “Wait... .” When the
USB type DVD burner is ready to begin, the Device Information will show
the status “"Ready,” and the USB LED indicator will show blue. If you need
to delete the current data in USB type DVD burner, please click “Format”

to delete current data.

OVD Backup

UEE Bazkup - i | i- Agvanoed Sadings

Dervice Information
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OVD Backup

WES Easkup - i | i- Agvanoed 2adings

oM Wodel SADRG Rev: PUAP

Ol 1912 MBytes (Remaining 1050 WiBes)

Y Ready |

| Format |

& Note: If there is no USB type DVD burner inserted into NVR, the screen
will show “There is no USB device...”

DVD Backup

USE Backup _ Backup Advanced Settings

There is no USBE device..,

Device Information

Manufacturer Info.

Disc Info

USE Backup Setting

Latest Recording Information | SRR COEL

(A Camers 1
Camera §

Flcamarm 3

Channel Selection
= a1

(A Camars 12
[ camans 17
Camesa 21

Csmears 25

Camera 2
Camerz &
Camera 10
Camarz 14
Camera 18

Camera 22

samarzl
[ Camers 7
Csmera 11
Camerz 15
[ camers 12

Camers 23

Camarz 4
Camers &
& Camerz 12
Camera 16
Camers 20

[ Camerz 24

/ﬁ Note: NVRPlayer and NVRCheck will be downloaded with video files.

Advance Settings
Encryption of Exported Files

Users can encrypt exported files to USB or DVD deviceas ZIP files in remote
playback. Users need to decide password when exporting files in remote

playback.

Please enable the function and click "Apply” to finish the setting.
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Advanced Settings

USB Backup DVD Backup Advanced Setfings

Advanced Settings

Password Enabled [Jill

MNote: When this function is enabled, system will export recording file to USB or DVD device as ZIP file with
password. User need to decide password when export.

A window will pop up after users click export button in remote playback
page.

o Do you need download DIGIPlayer.exe and DIGICheck exe?

BV

Then a window will pop up to display download status.

Retrieving the file

20131204-002000-002500_192. 168.1,173-CH1 from 192,1568.1.11

Estimated time 3 sec (37.86 MB of 168.93 MB copied)

Transfer rate: 39113 KBfSec

After successfully export files, a window will pop up to ask users to enter
password for encryption.

Please enter the password for zip

Password: |

Confirm again: |

The zip process may take few minutes!! lII
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External IO Device

Please select “"External IO Device” from the drop-down menu of
Management to begin.
¥ Management

= Users Management

= Log System

= SavelLoad Configuration
= USB Backup

= External 10 Device

= UPS5 Management

External 10 Device

Device Settings

Device Number BEFCR

Device Mame

IP Address

Username

Vendor

[ Apply ][ Reset ][ Detect ]

Device List

Enter necessary information to add devices manually, including: Device
Name, IP Address, User Name and Password.

Click “"Detect” to check whether connection is successful or not.
Please click "Apply” to finish the setting. "Vender" and "Model" will show up

automatically, if detectable.

Camera List shows all available device information including: Camera
Name, IP Address, Port, Vender and Model.
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Also, Device Event will show the event originally set in the device.

UPS Management

Please select “"UPS Management” from the drop-down menu of
Management to begin.

¥ Management
= Users Management
= Log System
= Save/Load Configuration
» USB Backup

* External 10 Device

= UPS Management

UPS (Uninterruptible Power Supply) is designed to provide emergency
power for unexpected power outage.

UPS Management

u'ps Information

UPS Device Information

[IILER UPS51055
AC Power Status feii}
Battery Capacity RlIIF

Estimated Protection Time §

UPS Management Settings

F Y [/ Enabled
B Vhen UPS Batiery Capacity s |51 [%, it will shut dovm automatically.

&Note: YEC UPS device is supported by NVR.

UPS Device Information

Users can obtain basic UPS information from UPS device information, including
brand, model, AC power status, battery capacity and estimated protection
time.
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Estimated protection time allows users to realize the estimated time to
progress regular monitoring.

UPS Management Settings—Smart Shutdown and Backup
Smart Shutdown and Startup feature can maintain usual surveillance

performance when users encounter power outage.

Please enable UPS Support. Then, fill in numbers to automatically shutdown

or startup NVR

y

With Smart Shutdown and Startup, users can set up when to automatically
shut down NVR (Sleep Mode). Once UPS battery is over the percentage of
capacity, NVR will start up automatically.
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System

W

Device Information

W

System Upgrade

= Language

W

Date & Time

= Buzzer

W

Reboot & Shutdown

Device Information

Please select "Device Information” from the drop-down menu of System
to begin.

= System Upgrade
= Language

= Date & Time

= Buzzer

= Reboot & Shutdown

System Information
System Information shows Operating System, OS Version, NVR Version,
CPU, Network Adapter, MAC Address, and Network Flow.

Locate
Click "Locate", the NVR buzzer will be triggered for 3 seconds. It helps the
user to locate the NVR.
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Device Information

Information

Product Model
Firmware Version

MAC Ad

Operating

08 Version
cPU
MNetwork Adapter

Locate

Sy!'.tem Information Enclosure Information

MNYR-4225 Pro

2.1851-rc2

=l 20:10:7a:80b5:dc, 20:10:7a:81.b5:dd

Embedded Linux

Linuxversion 3.2.29

Intel(R) family

Gigabit Ethernet Card 10/100/1000 Mbps

Enclosure Information

Device Information

System Information Haldware Monitor

Temperatures

CPU Temperature

VRM Temperature

System Temperature

Fan Speed

CPUFan

System Fan 1

System Fan 2

Enclosure Information shows CPU Temperature and System Fan Speed.
&Note: Temperature of operation environment for NVR is 0~40°C.

41°C

45°C

37°C

1363 RPM

258 RPM

1527 RPM
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System Upgrade

Users can do NVR firmware upgrade via Remote Web Browser (Windows
IE/Chrome/Opera browser) or Local Display (connect directly to a local
monitor via HDMI, DVI or VGA connector).

Note: Please make sure the NVR model and the firmware version are correct.
Note: Please upgrade firmware version one by one to ensure the stability of
NVR.

Upgrade via Remote Web Browser (Windows IE / Chrome / Firefox / Opera
browser)
Download latest firmware file from Brickcom website www.brickcom.com
Brickcom offers new firmware for NVR to update functions. Please download
the latest firmware from the Brickcom website www.brickcom.com and
save the firmware file to a local computer.

Completely unzip the file
Go to “Configuration” page—Select drop-down menu of“System”— “System
Upgrade” to begin.

W

Device Information

* Language

W

Date & Time

= Buzzer

W

Reboot & Shutdown

Press "Browse" to find the latest firmware
After downloading the firmware file, users can upgrade new firmware from a
folder of local computer and browse the folder to upload it.
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System Upgrade
Fllmware Upgrade

Firmware Upgrade

e —_—
Upgrade

A window will pop up to ask for the folder to upload the firmware.

’ —
8 Choose File to Upload fomio
N TR A ¥ -
- HL___)" 1L# ¢ Libraries » Documents » vl by | Search Docurments 2
Organize v New folder =« [ 8
- )
£ Favorites 7 Documents library Rbpuga b el
B Dehtop Inchudes: 2 locabions
8 Doundoads !': Harme : Diste modified Type
2. Recent Places
| I MetworkCam 1WIS/2011 841 AW File folder
a T Snagit WEHI0NL IATPM File Folde
! Arpivki L'-" I b 2008 10001 443 PM I-E‘e' :
;_'DW J Wisual Studio i el b R ile figlder
@' Music
| Pictures
& Subwversion
B videos
- 4 . J [
- P — ey
File name: | = ANl Files (%) |

Click “Upgrade”
After selecting the file, please click "Upgrade” to renew the NVR.

System Upgrade
anwam Upgrade

Firmware Upgrade

A WATIRERH DRIV roject Bricke om\( [FEE

Upgrade

Once system upgrade is finished, NVR will reboot itself.

Users could go to “"Device Information” from the drop down list of “"System”

so as to double check NVR firmware version.
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Brickcom

v System
Device Information
> System Upgrade
> Language
= Date & Time
> Buzzer

> Reboot & Shutdown

System Information Enclosure Information

Information

NVR-4225 Pro

2.1.6.51-rc2

20:10:7a:8f b5:dc, 20:10:72:67b5:dd

Embedded Linux

Linuxversion 3.2.20

Intel(R) family

Gigahit Ethernet Card 10/100/1000 Mbps
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Upgrade via Local Display ( directly connect to a local monitor via HDMI,
DVI or VGA connector)

Download latest firmware file from Brickcom website www.brickcom.com
Brickcom offers new firmware for NVR to update functions. Please download
the latest firmware from the Brickcom website www.brickcom.com and

save the firmware file to a local computer.
Completely unzip the file, and save it to USB device
Please save the file to your USB device after downloading and unzipping the
firmware.

Organize Share with = Burn Mew folder

Name E Date modified Type

H

M Computer
& AceriCy)
= DATA (0
o USE DISK (F)

€l Mebwork

1 itern

-

-—

&Note: To recognize the USB device well, please format the USB device
to FAT32 file system first,and make sure you delete all other files and

keep only “update.bin”)

Instructions to format a USB device to FAT32 file system:
Click on the "My Computer" shortcut on the desktop of your computer
Right-click the flash drive and choose the "Format" option
Change the selection under"File System" to FAT32
Click the "Start" button to begin the formatting process

Connect NVR to a monitor and insert USB device to the port of NVR
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To start local display upgrade, please connect NVR to a monitor (via HDMI or VGA)

and insert USB device to the USB port of NVR.

Power on the monitor and NVR , and log in NVR.

Go to "Configuration" page, and then select "System Upgrade". When the interface

shows device is ‘ready’, you can start upgrading NVR.

¥ System
> Device Information
= Language
= Date & Time

= Buzzer

> Reboot & Shutdown

System Upgrade

mm-m

Firmware Upgrade

Generic Model: Flash Disk

Pev: 8.07

Upgrade

Once firmware upgrade finishes, NVR will reboot itself.

Users could go to “Device Information” from the drop down list of “System” so
as to double check NVR firmware version.

v System
> System Upgrade
> Language
> Date & Time

> Buzzer

> Reboot & Shutdown

S

Information

(O T ILLEY MNVR-4225 Pro

Firmware Version [RR-RcRE o]

0N Intel(R) family

QTGN E Gl Gigabit Ethernet Card 10/100/1000 Mbps

Lacate
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Language

Please select "Language” from the drop-down menu of System to begin.

¥ System

= Device Information
= System Upgrade
= Date & Time

> Buzzer

= Reboot & Shutdown

NVR provides different languages for users. Users can configure the
language as AUTO or other languages.

Language
IIIIIIHHHHHHIIIIII
Language
O Auto (O Eeitina () Dansk () Deutsch Dutch
) English ) Espafiol O Francais O Indonesia O Italiano
E-LLUELEY (O Magyar O Palski O Portugués ) Pycoxnit OTﬂrkge

O Tiéng Viét O aevlva O =29 [@F=F. = OFfpar
O féitkepaz

( appy J[ Reser |

Please click "Apply” and the language will be changed.

Date &Time

Please select "Date & Time"” from the drop-down menu of System to begin.

¥ System

> Device Information
> System Upgrade
= Language

= Buzzer

= Reboot & Shutdown
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Set up
Date & Time

_ Time Zone

Date & Time

Year
wontn (RS
Day

[ Apply ][ Reset ]

Select from the drop-down list and configure the time manually and the
setting will be effective when you click “"Apply”.

Time zone

Date & Time

Setup

Time Zone Setup

U EPALE | (GIT+08:00)Taiwan v

Automatically adjust clock for Daylight Saving Time

Synchronize with external NTP server il & {ls -8R

NVR built-in NTP server REPEETR R RIY

[ Apply ][ Reset ]

Set the time and date according to the correct time zone and adjust clock for
daylight saving changes for your preference.
Please enter the hostname of a valid NTP server.

Built-in NTP server in NVR

Time Zone Setup

Y2 | (GMT+08:00)Taiwan v

' Automatically adjust clock for Daylight Saving Time

Synchronize with external NTP |time stdtime. gov.tw

NVR built-in NTP server [ktrglit-Si-x] I

NVR provides the NTP server function for client device to synchronize the
time clock.It helps to maintain the same time schedule in surveillance
system.The built-in NTP server address follows NVR IP address.
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Buzzer

Please select "Buzzer” from the drop-down menu of System to begin.

= Device Information

W

System Upgrade

= Language

W

Date & Time

Reboot & Shutdown

W

Buzzer

Buzzer Settings

[ Apply ][ Reset ]

Select "Enable” or “"Disable” to set Buzzer Notice
Once the buzzer notice is disabled, the buzzer action of digital output will not
be performed.

NNote: To stop the buzzer sound, user can press "USB BACKUP” button
on the front panel of NVR for one second.

Reboot &Shutdown

Please select "Reboot & Shutdown” from the drop-down menu of System
to begin.

> Device Information
= System Upgrade
> Language

> Date & Time

> Burzer
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Brickcom

Reboot & Shutdown

Reboot & Shutdown

Options

&) Reboot

O Shutdawn

([ appy J[ Reser |

Click “Reboot” to restart the NVR.
Click “Shutdown” to turn off the NVR.
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